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1. Reason for Change
Stage 2 defines that SEALDD can utilize edge applications over 3GPP services (see 3GPP TS 24.433). Hence, a new clause about this needs to be added to 3GPP TS 24.543 for defining the required stage 3 details.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.543 v0.1.0.
3. Revision history
-	

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc129160522]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.433: "Service Enabler Architecture Layer for Verticals (SEAL); Data Delivery enabler for vertical applications".
[3]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[bookmark: _Hlk102050923][4]	3GPP TS 24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[5]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
 [8]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[9]	IETF RFC 7641: "Observing Resources in the Constrained Application Protocol (CoAP)".
[10]	IETF RFC 7959: "Block-Wise Transfers in the Constrained Application Protocol (CoAP) ".
[11]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[12]	IETF RFC 8949: "Concise Binary Object Representation (CBOR)".
[13]	IETF RFC 9177: "Constrained Application Protocol (CoAP) Block-Wise Transfer Options Supporting Robust Transmission".
[14]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[r24558]	3GPP TS 24.558: "Enabling Edge Applications; Protocol specification".
[r29558]	3GPP TS 29.558: "Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3". 
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[bookmark: _Toc34309551][bookmark: _Toc43231167][bookmark: _Toc43296098][bookmark: _Toc43400215][bookmark: _Toc43400832][bookmark: _Toc45216657][bookmark: _Toc51938209][bookmark: _Toc51938744][bookmark: _Toc68190433][bookmark: _Toc138337012][bookmark: _Toc129160525]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
[bookmark: clause4][bookmark: startOfAnnexes]EDN	Edge Data Network
NAS	Non Access Stratum
SEAL	Service Enabler Architecture Layer for verticals
SDDM-C	SEAL Data Delivery Client
SDDM-S	SEAL Data Delivery Server
VAL	Vertical Application Layer
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[bookmark: _GoBack]X	Edge applications over 3GPP services
The SDDM-C and the SDDM-S can utilize edge applications over 3GPP services to support SDDM. The edge applications over 3GPP services are specified in 3GPP TS 24.558 [r24558] and 3GPP TS 29.558 [r29558]. Interactions between the SDDMD-C, the SDDM-S and the edge applications over 3GPP services are described in detail in clause 6.
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