	
3GPP TSG-CT WG1 Meeting #143	C1-236324
Goteborg, 21– 25 August 2023


Source:	vivo
Title:	PIN service switch without PAE-S support
Spec:	3GPP TS 24.583 v0.2.0
Agenda item:	18.2.26
Document for:	Agreement

1. Reason for Change
According to clause 8.8.2.2 of TS 23.542, AS discovery is defined as follows:


Figure 8.7.2.2-2: Service switch procedure internal PIN
0.	The PINE A has application layer communication with application server. And the PINE A decides to do the service switch to other PINEs. And the PINE A has already been in a PIN. 
1.	The PINE A trigger the PIN service discovery request towards PEMC. This request carries the list of services the PINE A wants to consume.
2.	Upon receiving the request, the PEMC performs an authorization check to verify whether the PINE A has authorization to perform the operation. 
3.	The PEMC provides the list of PINE endpoint(s), application client endpoint(s) information that are offering the requested services to PINE A in PIN service discovery response. The PIN service can be represented by service type that PINE provides or the application client on PINE. If the request fails, the PEMC should give the failure response to indicates the cause of request failure. 
4.	The PINE A determines the PINE B for service switch as follow: 
The PINE A maintains the service towards AS and the service corresponds to a service type, for example, music or streaming media. The PINE A determines the potential PINE B for service switch according to whether this PINE has the capability to carry the service or whether this PINE has deployed the same application client as PINE A.
5.	(Use PINE B as example) The PINE switches the service traffic to PINE B: The PINE A switches the traffic flow directly to PINE B via direct communication or via PEGC. 

The above should be implemented in stage-3.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc136352641]5.7.1	General
The purpose of PIN service switch procedure is to enable a PEAE-C participating in a PIN, to transfer application traffic to a different PEAE-C or PGAE-C participating in the same PIN. Two scenarios are supported for the PIN service switch procedure:
a)	PIN service switch with PAE-S support as specified in clause 5.7.2; and
b)	PIN service switch without PAE-S support as specified in clause 5.7.3(e.g. using only internal PIN communication).
* * * Next Change * * * *
5.7.3	PIN service switch without PAE-S support
5.7.3.1	PEAE-C procedure
When the PEAE-C needs to switch service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element and within the <pin-service-discovery-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <ue-id> element set to the identity of the PEAE-C;
3)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
4)	shall include a <service-type> element set to the type of the requesting service(s). More than one new service can be included; and
5)	may include a <requesting-pine-address> element set to the IP address or MAC address of the PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the target PEAE-C in the <pin-service-discovery-accept> element is available to support the service switch. If more than one PEAE-Cs are indicated, it is up to UE implementation to select one of the indicated PEAE-C. From this time onward, the PEAE-C switches the traffic flow to the selected PEAE-C via the PGAE-C for the requested service.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service switch is not supported for the requested service.
5.7.3.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the PEAE-C is allowed to discover a PEAE-C for service switch or not, and check whether there is any PEAE-C available to support the service switch.
If the PEAE-C is allowed to discover a PEAE-C for service switch and at least one PEAE-C is available to support the service switch, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element and within the <pin-service-discovery-accept> element:
i)	shall include a <target-pine-id> element set to the identifier of the target PEAE-C that can provide the requested PIN service; and
ii)	shall include a <target-pine-address> element set to the identity of the PEAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C is not allowed to discover a PEAE-C for service switch, the requested service is not supported to perform service switch, or no PEAE-C is available to support the service switch, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element and within the <pin-service-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for the failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
* * * End of Changes * * * *
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