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* * * 1st Change * * * *
[bookmark: _Toc20155487][bookmark: _Toc27500642][bookmark: _Toc36048767][bookmark: _Toc45209530][bookmark: _Toc51860355][bookmark: _Toc138440629][bookmark: _Toc20156592][bookmark: _Toc27501788][bookmark: _Toc45211955][bookmark: _Toc51933273][bookmark: _Toc114519874]4.1	MCPTT overview
The MCPTT service supports communication between several users (i.e., group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. Group calls and private calls can be provided on-network and off-network. In this release of the present document, support is only allowed for MCPTT speech communications.
The present document provides the call control protocol enhancements to support the MCPTT architectural procedures specified in 3GPP TS 23.379 [3].
For on-network calls, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [4], and provides new IMS application procedures specific for MCPTT. For on-network group calls, the procedures in the present document allow the use of unicast or multicast bearers. Multicast bearers are only supported in EPS.
The on-network procedures in this document allow an MCPTT user to:
-	initiate a new MCPTT group call;
-	join an MCPTT group call that has already been established; and
-	leave an established MCPTT group call and then rejoin the same MCPTT group call if still established.
For off-network calls, the present document utilises the procedures for ProSe direct discovery for public safety; the procedures for one-to-one ProSe direct communication for Public Safety and the procedures for one-to-many ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [28]. ProSe is only supported in EPS. The present document specifies the MCPTT Off-Network Protocol (MONP) and the MONP application procedures.
For on-network and off-network calls, the present document provides support for MCPTT emergency calls, MCPTT imminent-peril calls and MCPTT emergency alerts.
NOTE:	MCPTT emergency calls do not utilise emergency bearers. Instead the EPS bearer priority of a normal bearer is adjusted.
The MCPTT procedures provided by the present document refer to:
-	the floor-control procedures defined in 3GPP TS 24.380 [5];
-	the group management procedures defined in 3GPP TS 24.481 [31];
-	the identity management procedures defined in 3GPP TS 24.482 [49];
-	the security procedures defined in 3GPP TS 33.180 [78]; and
-	the PS-PS access transfer procedures procedures defined in 3GPP TS 24.237 [58].
The MCPTT procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50].
Codecs and media handling for MCPTT are specified in 3GPP TS 26.179 [69];
The following procedures are provided within this document:
-	common procedures are specified in clause 6;
-	procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-	procedures for pre-established session establishment, modification and release are specified in clause 8;
-	procedures for affiliation are specified in clause 9;
-	procedures for management of functional alias in clause 9A;
-	procedures for on-network and off-network group call are specified in clause 10;
-	procedures for on-network and off-network private call are specified in clause 11;
-	procedures for on-network and off-network emergency alert are specified in clause 12;
-	location procedures are specified in clause 13;
-	MBMS transmission usage procedures are specified in clause 14; and
-	MCPTT service continuity procedures are specified in clause 14A.; and
-	MBS transmission usage procedures are specified in clause 14B.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN or NG-RAN, using the procedures defined in 3GPP TS 24.301 [70] and 3GPP TS 24.501 [87].
* * * 2nd Change * * * *
[bookmark: _Toc20155509][bookmark: _Toc27500664][bookmark: _Toc36048789][bookmark: _Toc45209552][bookmark: _Toc51860377][bookmark: _Toc138440651]5.2	MCPTT client
To be compliant with the procedures in the present document, an MCPTT client shall:
-	act as the user agent for all MCPTT application transactions (e.g. initiation of a group call); and
-	support handling of the MCPTT client ID as described in clause 4.10.
To be compliant with the on-network procedures in the present document, an MCPTT client shall:
-	support the MCPTT client on-network procedures defined in 3GPP TS 23.379 [3];
-	support the GCS UE procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-	support 5G multicast-broadcast services defined in 3GPP TS 23.247 [91];
-	act as a SIP UA as defined in 3GPP TS 24.229 [4];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and clause 6.2;
-	act as a floor participant responsible for floor requests and implement the on-network procedures for floor requests as specified in 3GPP TS 24.380 [5];
-	for registration and service authorisation, implement the procedures specified in clause 7.2;
-	for pre-established sessions, implement the procedures specified in clause 8.2.1, clause 8.3.1, clause 8.4.1, and the procedures specified in 3GPP TS 24.380 [5];
-	for affiliation, implement the procedures specified in clause 9.2;
-	for functional alias management, implement the procedures specified in clause 9A.2;
-	for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT client procedures specified in clause 10.1; and
-	for private call functionality (including emergency), implement the MCPTT client procedures specified in clause 11.1;
-	for emergency alert, implement the procedures specified in clause 12.1;
-	for location reporting, implement the procedures specified in clause 13.3; and
-	for MBMS transmission usage, implement the procedures in clause 14.3.; and
-	for MBS transmission usage, implement the procedures in clause 14B.3.
To be compliant with the off-network procedures in the present document, an MCPTT client shall:
-	support the off-network procedures defined in 3GPP TS 23.379 [3];
-	support the MCPTT off-network protocol (MONP) defined in clause 15;
-	act as a floor participant for floor requests and implement the off-network procedures for floor requests as specified in 3GPP TS 24.380 [5];
-	act as a floor control server providing distributed floor control and implement the off-network procedures for floor control as specified in 3GPP TS 24.380 [5];
-	implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [28];
-	implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [28];
-	implement the procedures for one-to-many ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [28];
-	for group call functionality (including emergency and imminent peril), implement the MCPTT client procedures specified in clause 10.2;
-	for broadcast group call functionality implement the procedures specified in clause 10.3; and
-	for private call functionality (including emergency), implement the MCPTT client procedures specified in clause 11.2.
To be compliant with the service continuity procedures in the present document, an MCPTT client shall:
-	implement the registration requirements for service continuity as specified in clause 7.2.1; and
-	implement the procedures specified in clause 14A.
To be compliant with the on-network and off-network procedures in the present document requiring end-to-end private call security key distribution, an MCPTT client shall support the procedures specified in 3GPP TS 33.180 [78].
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT client shall implement the procedures specified in clause 6.6.2.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT client shall implement the procedures specified in clause 6.6.3.
* * * 3rd Change * * * *
[bookmark: _Toc20155510][bookmark: _Toc27500665][bookmark: _Toc36048790][bookmark: _Toc45209553][bookmark: _Toc51860378][bookmark: _Toc138440652]5.3	MCPTT server
[bookmark: _Toc20155511][bookmark: _Toc27500666][bookmark: _Toc36048791][bookmark: _Toc45209554][bookmark: _Toc51860379][bookmark: _Toc138440653]5.3.1	General
An MCPTT server can perform the controlling role for group calls and private calls as defined in 3GPP TS 23.379 [3].
An MCPTT server can perform the participating role for group calls and private calls as defined in 3GPP TS 23.379 [3].
An MCPTT server can perform a non-controlling role for temporary group calls involving groups from multiple MCPTT systems as specified in 3GPP TS 23.379 [3].
An MCPTT server can perform a non-controlling role for temporary group calls involving groups only from the primary MCPTT system.
An MCPTT server performing the participating role can serve an originating MCPTT user.
An MCPTT server performing the participating role can serve a terminating MCPTT user.
The same MCPTT server can perform the participating role and controlling role for the same group session.
The same MCPTT server can perform the participating role and non-controlling role for the same group session.
When referring to the procedures in the present document for the MCPTT server acting in a participating role for the served user, the term, "participating MCPTT function" is used.
When referring to the procedures in the present document for the MCPTT server acting in a controlling role for the served user, the term "controlling MCPTT function" is used.
When referring to the procedures in the present document for the MCPTT server acting in a non-controlling role for a group call, the term "non-controlling MCPTT function of an MCPTT group" is used.
To be compliant with the procedures in the present document, an MCPTT server shall:
-	support the MCPTT server procedures defined in 3GPP TS 23.379 [3];
-	implement the role of an AS performing 3rd party call control acting as a routing B2BUA as defined in 3GPP TS 24.229 [4];
-	support the GCS AS procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-	support 5G multicast-broadcast services defined in 3GPP TS 23.247 [91];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and clause 6.3;
-	implement the role of a centralised floor control server and implement the on-network procedures for floor control as specified in 3GPP TS 24.380 [5];
-	for registration and service authorisation, implement the procedures specified in clause 7.3;
-	for pre-established sessions, implement the procedures specified in clause 8.2.2, clause 8.3.2, clause 8.4.2 and the procedures specified in 3GPP TS 24.380 [5];
-	for affiliation, implement the procedures specified in clause 9.2.2;
-	for functional alias management, implement the procedures specified in clause 9A.2.2;
-	for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT server procedures specified in clause 10.1;
-	for private call functionality (including emergency), implement the MCPTT server procedures specified in clause 11.1; and
-	for priority sharing, implement the MCPTT server procedures in clause 6.7;.
-	for MBMS transmission usage, implement the procedures in clause 14.2; and
-	for MBS transmission usage, implement the procedures in clause 14B.2.
To be compliant with the procedures in the present document requiring the distribution of private call keying material between MCPTT clients as specified in 3GPP TS 33.180 [78], an MCPTT server shall ensure that the keying material is copied from incoming SIP messages into the outgoing SIP messages.
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT server shall implement the procedures specified in clause 6.6.2.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT server shall implement the procedures specified in clause 6.6.3.
* * * 4th Change * * * *
5.3.X	Management of MBS sessions
When providing services over MBS, an MCPTT server acting in the participating MCPTT function role shall:
-	create MBS sessions in MBS service areas to be used for MCPTT media and media control distribution via multicast and broadcast, per 3GPP TS 23.247 [91];
-	delete the MBS sessions when no longer necessary, per 3GPP TS 23.247 [91];
-	update the MBS sessions to be used for updating the MBS service areas and/or MBS Service Information, per 3GPP TS 23.247 [91].
* * * 5th Change * * * *
[bookmark: _Toc20155724][bookmark: _Toc27500879][bookmark: _Toc36049004][bookmark: _Toc45209767][bookmark: _Toc51860592][bookmark: _Toc138440874]6.6.3.1	General
Integrity protection can be applied to a whole XML MIME body. When integrity protection is enabled, all XML MIME bodies transported in SIP requests and responses are integrity protected. The following XML MIME bodies used in the present specification in SIP signalling can be integrity protected:
-	application/vnd.3gpp.mcptt-info+xml;
-	application/poc-settings+xml;
-	application/resources-list+xml;
-	application/vnd.3gpp.mcptt-mbms-usage-info+xml;
-	application/vnd.3gpp.mcptt-mbs-usage-info+xml;
-	application/vnd.3gpp.mcptt-location-info+xml;
-	application/vnd.3gpp.mcptt-affiliation-command+xml;
-	application/vnd.3gpp.mcptt-floor-request+xml;
-	application/conference-info+xml;
-	application/pidf+xml; and
-	application/xcap-diff+xml.
If integrity protection is enabled, and one or more of the XML MIME bodies complying to the types listed above are included in a SIP request or SIP response, then a MIME body of type application/vnd.3gpp.mcptt-signed+xml is included in the SIP request or SIP response containing one or more signatures pointing to those XML MIME bodies as illustrated in Figure 6.6.3.3-1.
In order to integrity protect the XML MIME bodies listed above in this clause in SIP requests and SIP responses, the MCPTT client and MCPTT server shall for each MIME body, include the Content-ID header field as specified in IETF RFC 2045 [68] containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62].


Figure 6.6.3.1-1: Integrity Protection of XML MIME bodies in SIP requests and SIP responses
Each MIME body that is integrity protected is assigned a unique signature.
When integrity protecting the XML content in SIP REFER request used for pre-established sessions, the application/vnd.3gpp.mcptt-signed+xml MIME type can appear twice in the SIP REFER request as illustrated in Figure 6.6.3.1-2.


Figure 6.6.3.1-2: Integrity Protection of XML MIME bodies in SIP REFER requests
-	an application/vnd.3gpp.mcptt-signed+xml MIME body is included in the SIP REFER request with a signature pointing to the application/resource-lists+xml MIME body; and
NOTE 1:	Sensitive XML content placed in the application/resource-lists+xml MIME body can be encrypted.
-	an application/vnd.3gpp.mcptt-signed+xml MIME is included in the hname "body" parameter in the headers portion of the SIP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body in the SIP REFER request, containing signatures pointing to the XML MIME bodies included in the hname "body" parameter in the headers portion of the SIP URI.
NOTE 2:	Sensitive XML content placed in the hname "body" parameter in the headers portion of the SIP URI can be encrypted.
[bookmark: _Toc20157074][bookmark: _Toc27502270][bookmark: _Toc45212438][bookmark: _Toc51933756][bookmark: _Toc114520384][bookmark: _Toc20156371][bookmark: _Toc27501529][bookmark: _Toc36049655][bookmark: _Toc45210421][bookmark: _Toc51861248][bookmark: _Toc114756199]Configuration for applying integrity protection is not selective to a specific MIME body. If configuration for integrity protection is turned on, then all XML MIME bodies in SIP requests and responses are integrity protected. If configuration for integrity protection is turned off, then no XML MIME bodies in SIP requests and SIP responses are integrity protected.
* * * End Change* * *
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