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[bookmark: _Toc131183911][bookmark: _Toc130814709][bookmark: _Toc67682073][bookmark: _Toc45029300][bookmark: _Toc45028465][bookmark: _Toc36457547][bookmark: _Toc27585540][bookmark: _Toc11338825]* * * First Change * * * *
[bookmark: _Toc131395770][bookmark: _Toc51948856][bookmark: _Toc51947764][bookmark: _Toc45286497][bookmark: _Toc36656836][bookmark: _Toc36212659][bookmark: _Toc27746479][bookmark: _Toc20232393]4	General
[bookmark: _Toc131395771][bookmark: _Toc51948857][bookmark: _Toc51947765][bookmark: _Toc45286498][bookmark: _Toc36656837][bookmark: _Toc36212660][bookmark: _Toc27746480][bookmark: _Toc20232394]4.1	Overview
The non-access stratum (NAS) described in the present document forms the highest stratum of the control plane between UE and AMF (reference point "N1" see 3GPP TS 23.501 [8]) for both 3GPP and non-3GPP access.
Main functions of the protocols that are part of the NAS are:
-	support of mobility of the user equipment (UE) including also common procedures such as authentication, identification, generic UE configuration update and security mode control procedures;
-	support of session management procedures to establish and maintain data connectivity between the UE and the data network; and
-	NAS transport procedure to provide a transport of SMS, LPP, LCS, UE policy container, SOR transparent container, PRU operation and UE parameters update information payload.
Principles for the handing of 5GS security contexts and for the activation of ciphering and integrity protection, when a NAS signalling connection is established, are provided in subclause 4.4.
For the support of the above functions, the following procedures are supplied within this specification:
-	elementary procedures for 5GS mobility management in clause 5; and
-	elementary procedures for 5GS session management in clause 6.
Signalling procedures for the control of NAS security are described as part of the 5GMM common procedures in subclause 5.4.
Complete NAS transactions consist of specific sequences of elementary procedures. Examples of such specific sequences can be found in 3GPP TS 23.502 [9].
The NAS for 5GS follows the protocol architecture model for layer 3 as described in 3GPP TS 24.007 [11].
* * * Next Change * * * *
5.4.5	NAS transport procedure(s)
[bookmark: _Toc131396051][bookmark: _Toc51949129][bookmark: _Toc51948037][bookmark: _Toc45286768][bookmark: _Toc36657104][bookmark: _Toc36212927][bookmark: _Toc27746745][bookmark: _Toc20232652]5.4.5.1	General
The purpose of the NAS transport procedures is to provide a transport of payload between the UE and the AMF. The type of the payload is identified by the Payload container type IE and includes one of the following:
a)	a single 5GSM message;
b)	SMS;
c)	an LPP message (see 3GPP TS 37.355 [26]);
d)	an SOR transparent container;
e)	a UE policy container;
f)	a UE parameters update transparent container;
g)	a location services message (see 3GPP TS 24.080 [13A]);
h)	a CIoT user data container;
i)	a Service-level-AA container; 
j)  PRU operation message (see 3GPP TS 24.080 [13A]); or

kj)	Multiple payloads.
For payload type a) to e), g) and h), along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).
For payload type kj), the Payload container IE consists a list of payload container entries, where each of payload container entry contains the payload and optional associated information (e.g. PDU session information for 5GSM message payload).
NOTE:	Payload type can be set to "Multiple payloads" if there are more than one payloads to be transported using the NAS transport procedures.
* * * Next Change * * * *
5.4.5.2	UE-initiated NAS transport procedure
[bookmark: _Toc131396053][bookmark: _Toc51949131][bookmark: _Toc51948039][bookmark: _Toc45286770][bookmark: _Toc36657106][bookmark: _Toc36212929][bookmark: _Toc27746747][bookmark: _Toc20232654]5.4.5.2.1	General
The purpose of the UE-initiated NAS transport procedure is to provide a transport of:
a)	a single 5GSM message as defined in subclause 8.3;
b)	SMS (see 3GPP TS 24.011 [13]);
c)	an LPP message;
d)	an SOR transparent container;
e)	a UE policy container; or
f)	a UE parameters update transparent container;
g)	a location services message;
h)	a CIoT user data container;
i)	a Service-level-AA container;
j)  PRU operation message; or 
kj)	multiple of the above types  
and:
-	for a) to e), g) and h), optional associated payload routing information from the UE to the AMF in a 5GMM message; and
-	for j), the Payload container IE consists a list of payload container entries, where each of the payload container entry contains the payload and optional associated payload routing information (e.g. PDU session information for 5GSM message payload).
[bookmark: _Toc131396054][bookmark: _Toc51949132][bookmark: _Toc51948040][bookmark: _Toc45286771][bookmark: _Toc36657107][bookmark: _Toc36212930][bookmark: _Toc27746748][bookmark: _Toc20232655]* * * Next Change * * * *
5.4.5.2.2	UE-initiated NAS transport procedure initiation
In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message to the AMF, as shown in figure 5.4.5.2.2.1.
In case a) in subclause 5.4.5.2.1, the UE shall:
-	include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), DNN, request type), if available;
-	set the Payload container type IE to "N1 SM information"; and
-	set the Payload container IE to the 5GSM message.
The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI selected for the PDU session from the allowed NSSAI for the current PLMN or SNPN, associated with the mapped S-NSSAI (if available in roaming scenarios).
If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 6 describe conditions for inclusion of the S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), and the DNN.
If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message and the PDU SESSION MODIFICATION REQUEST message.
If an MA PDU session information is to be included, the UE shall set the MA PDU session information IE to the MA PDU session information. The MA PDU session information is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message and the PDU SESSION MODIFICATION REQUEST message as specified in 3GPP TS 24.193 [13B].
In case b) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "SMS"; and
-	set the Payload container IE to the SMS payload.
Based on the UE preferences regarding access selection for mobile originated (MO) transmission of SMS over NAS as described in 3GPP TS 23.501 [8]:
-	when SMS over NAS is preferred to be sent over 3GPP access: the UE attempts to deliver MO SMS over NAS via the 3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the 3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the non-3GPP access; and
-	when SMS over NAS is preferred to be sent over non-3GPP access: the UE attempts to deliver MO SMS over NAS via the non-3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the non-3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the 3GPP access.
In case c) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";
-	set the Payload container IE to the LPP message payload; and
-	set the Additional information IE to the routing information provided by the upper layer location services application.
In case d) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "SOR transparent container"; and
-	set the Payload container IE to the UE acknowledgement due to successful reception of steering of roaming information, and;
i) 	set the ME support of SOR-CMCI indicator to "SOR-CMCI supported by the ME" ;
ii)	set the ME support of SOR-SNPN-SI indicator to "SOR-SNPN-SI supported by the ME"; and
iii)	set the ME support of SOR-SNPN-SI-LS indicator to "SOR-SNPN-SI-LS supported by the ME",
-	in the Payload container IE carrying the acknowledgement (see 3GPP TS 23.122 [5]).
In case e) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "UE policy container"; and
-	set the contents of the Payload container IE as specified in Annex D.
In case f) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "UE parameters update transparent container"; and
-	set the contents of the Payload container IE to the UE acknowledgement due to successful reception of UE parameters update data (see 3GPP TS 23.502 [9]).
In case g) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "Location services message container";
-	set the Payload container IE to the Location services message payload; and
-	set the Additional information IE to the routing information, if provided by the upper layer location services application.
In case h) in subclause 5.4.5.2.1, the UE shall:
-	include the PDU session ID, and Release assistance indication (if available);
-	set the Payload container type IE to "CIoT user data container"; and
-	set the Payload container IE to the user data container.
In case i) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "Service-level-AA container"; and
-	set the Payload container IE to the Service-level-AA container.
In case j) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "PRU operation message container"; and
-	set the contents of the Payload container IE to the PRU operation message payload.
In case kj) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "Multiple payloads"; and
-	set each payload container entry of the Payload container IE (see subclause 9.11.3.39), as follows:
i)	set the payload container type field of the payload container entry to a payload container type value set in the Payload container type IE as specified in cases a) to i) above;
ii)	set the payload container entry contents field of the payload container entry to the payload container contents set in the Payload container IE as specified in cases a) to i) above, and
iii)	set the optional IE fields, if any, to the optional associated payload routing information as specified in cases a) to i) above.


Figure 5.4.5.2.2.1: UE-initiated NAS transport procedure
* * * Next Change * * * *
[bookmark: _Toc131396059][bookmark: _Toc51949137][bookmark: _Toc51948045][bookmark: _Toc45286776]5.4.5.3	Network-initiated NAS transport procedure
[bookmark: _Toc131396060][bookmark: _Toc51949138][bookmark: _Toc51948046][bookmark: _Toc45286777][bookmark: _Toc36657113][bookmark: _Toc36212936][bookmark: _Toc27746754][bookmark: _Toc20232661]5.4.5.3.1	General
The purpose of the network-initiated NAS transport procedure is to provide a transport of:
a)	a single 5GSM message;
b)	SMS;
c)	an LPP message;
d)	an SOR transparent container;
e)	a single uplink 5GSM message which was not forwarded due to routing failure;
f)	a single uplink 5GSM message which was not forwarded due to congestion control;
g)	a UE policy container;
h)	a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached;
h1)	a single uplink 5GSM message which was not forwarded, because the maximum number of PDU sessions with active user-plane resources has been reached;
h2)	a single uplink 5GSM message which was not forwarded, because of ongoing network slice-specific authentication and authorization procedure for the S-NSSAI that is requested;
h3)	a single uplink 5GSM message which was not forwarded, because the UE requested to establish an MA PDU session for LADN DNN;
h4)	a single uplink 5GSM message which was not forwarded, because the maximum number of UEs for a network slice has been reached;
h5)	a single uplink 5GSM message which was not forwarded because the UE is marked in the UE's 5GMM context that it is not allowed to request UAS services;
i)	a single uplink 5GSM message which was not forwarded due to service area restrictions;
i1)	a single uplink 5GSM message which was not forwarded because the UE is registered to a PLMN via a satellite NG-RAN cell that is not allowed to operate at the present UE location;
j)	a UE parameters update transparent container;
k)	a location services message;
l)	a CIoT user data container;
l1)	a single uplink CIoT user data container or control plane user data which was not forwarded due to routing failure;
l2)	a single uplink CIoT user data container which was not forwarded due to congestion control;
m)	a service-level-AA container;
[bookmark: _Hlk98668128]m1)	an event notification for upper layers; 
n)	PRU operation message; or
on)	multiple of the above types.
from the AMF to the UE in a 5GMM message.
* * * Next Change * * * *

[bookmark: _Toc131396061][bookmark: _Toc51949139][bookmark: _Toc51948047][bookmark: _Toc45286778][bookmark: _Toc36657114][bookmark: _Toc36212937][bookmark: _Toc27746755][bookmark: _Toc20232662]5.4.5.3.2	Network-initiated NAS transport procedure initiation
In 5GMM-CONNECTED mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1.
In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:
a)	include the PDU session information (PDU session ID) in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information"; and
c)	set the Payload container IE to the 5GSM message.
In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:
a)	set the Payload container type IE to "SMS";
b)	set the Payload container IE to the SMS payload; and
c)	select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:
1)	if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, the 5GMM context of the UE indicates that SMS over NAS is allowed, the UE is in MICO mode, and the UE is in 5GMM-IDLE mode for 3GPP access and in 5GMM-CONNECTED mode for non-3GPP access, then the AMF selects non-3GPP access. Otherwise, the AMF selects either 3GPP access or non-3GPP access.
	If the delivery of the DL NAS TRANSPORT message over 3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the non-3GPP access.
	If the delivery of the DL NAS TRANSPORT message over non-3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the 3GPP access; and
2)	otherwise, the AMF selects 3GPP access.
NOTE 1:	The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.
In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:
a)	set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";
b)	set the Payload container IE to the LPP message payload received from the LMF;
c)	set the Additional information IE to an LCS correlation identifier received from the LMF from which the LPP message was received.
NOTE 2:	The LCS Correlation Identifier is assigned originally by the AMF except for LPP message transfer associated with event reporting for periodic or triggered location as described in subclause 6.3.1 of 3GPP TS 23.273 [6B], where the LMF assigns the correlation identifier. AMF and LMF assigned correlation identifiers can be distinguished by an implementation specific convention (e.g. use of a different number of octets) to enable an AMF to distinguish one from the other when received in the Additional Information IE in an UL NAS Transport message.
In case d) in subclause 5.4.5.3.1 i.e. upon reception of a steering of roaming information (see 3GPP TS 23.122 [5]) from the UDM to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "SOR transparent container"; and
b)	set the Payload container IE to the steering of roaming information received from the UDM (see 3GPP TS 29.503 [20AB]).
In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to routing failure, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded;
d)	set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded" or 5GMM cause #91 "DNN not supported or not subscribed in the slice".
	The AMF sets the 5GMM cause IE to the 5GMM cause #91 "DNN not supported or not subscribed in the slice", if the 5GSM message could not be forwarded since SMF selection fails because:
1)	the DNN is not supported in the slice identified by the S-NSSAI used by the AMF; or
2)	neither the DNN provided by the UE nor the wildcard DNN are in the subscribed DNN list of the UE for the S-NSSAI used by the AMF.
	Otherwise, the AMF sets the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded"; and
e)	optionally include the Back-off timer value IE if the 5GMM cause IE is set to 5GMM cause #91 "DNN not supported or not subscribed in the slice" due to the DNN is not supported in the slice.
In case f) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to congestion control, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded;
d)	set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice"; and
e)	include the Back-off timer value IE.
In case g) in subclause 5.4.5.3.1, i.e. upon reception of a UE policy container from the PCF to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "UE policy container"; and
b)	set the Payload container IE to the UE policy container received from the PCF.
In case h) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #65 "maximum number of PDU sessions reached".
In case h1) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the maximum number of PDU sessions with active user-plane resources has been reached, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #92 "insufficient user-plane resources for the PDU session".
In case h2) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded because the UE requested to establish a PDU session associated with an S-NSSAI or to modify a PDU session associated with an S-NSSAI for which:
a)	the AMF is performing network slice-specific authentication and authorization and determined to reject the request based on local policy; or
b)	the network slice-specific authentication and authorization has failed or the authorization has been revoked;
the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
In case h3) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded because the UE requested to establish an MA PDU session for LADN DNN, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
In case h4) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the maximum number of UEs for a network slice has been reached, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded;
d)	set the 5GMM cause IE to the 5GMM cause #69 "insufficient resources for specific slice"; and
e)	include the Back-off timer value IE.
For case h5) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded because the UE is marked in the UE's 5GMM context that it is not allowed to request UAS services, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #79 "UAS services not allowed".
In case i) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to service area restrictions, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #28 "Restricted service area".
In case i1) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded because the UE is registered to a PLMN via a satellite NG-RAN cell that is not allowed to operate at the present UE location, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #78 "PLMN not allowed to operate at the present UE location".
In case j) in subclause 5.4.5.3.1 i.e. upon reception of UE parameters update data (see 3GPP TS 23.502 [9]) from the UDM to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "UE parameters update transparent container"; and
b)	set the contents of the Payload container IE to the UE parameters update data (see 3GPP TS 23.502 [9]) received from the UDM.
For case k) in subclause 5.4.5.3.1 upon reception from a location services application of a Location services message payload, the AMF shall:
a)	set the Payload container type IE to "Location services message container"; and
b)	set the Payload container IE to the Location services message payload.
For case k) in subclause 5.4.5.3.1 upon reception from an LMF of a Location services message payload, the AMF shall:
a)	set the Payload container type IE to "Location services message container";
b)	set the Payload container IE to the Location services message payload; and
c)	set the Additional information IE to routing information associated with the LMF from which the Location services message payload was received.
NOTE 3:	Case k) in subclause 5.4.5.3.1 supports transport of a Location services message container between a UE and an AMF and between a UE and an LMF. For transport between a UE and an LMF, the Additional information IE is included and provides routing information for the LMF. For transport between a UE and an AMF, the Additional information IE is not included.
In case l) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a user data container payload, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "CIoT user data container"; and
c)	set the Payload container IE to the user data container.
For case l1) in subclause 5.4.5.3.1, i.e. upon sending a single uplink CIoT user data container or control plane user data which was not forwarded due to routing failure, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "CIoT user data container";
c)	set the Payload container IE to the CIoT user data container or control plane user data which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
NOTE 4:	For case l1) in subclause 5.4.5.3.1, this is also applied for a single uplink CIoT user data container or control plane user data in the CONTROL PLANE SERVICE REQUEST message which was not forwarded due to routing failure.
For case l2) in subclause 5.4.5.3.1, i.e. upon sending a single uplink CIoT user data container which was not forwarded due to congestion control, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to " CIoT user data container";
c)	set the Payload container IE to the CIoT user data container which was not forwarded;
d)	set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice", and include the Back-off timer value IE.
In case m) in subclause 5.4.5.3.1, during UUAA-MM procedure, if the AMF receives the UUAA payload from the UAS-NF, the AMF shall:
a)	include the service-level-AA payload with the value set to the payload; and
b)	if a payload type associated with the payload is received, include the service-level-AA payload type with the value set to the payload type
In case m1) in subclause 5.4.5.3.1, i.e. if the AMF needs to send an event notification indicator for upper layers to the UE which set the "EventNotification" bit of the 5GMM capability IE in the last REGISTRATION REQUEST message to "Event notification supported", the AMF shall:
a)	set the Payload container type IE to "Event notification"; and
b)	set the Payload container IE to the event notification indicator.
For case n) in subclause 5.4.5.3.1 upon reception from an LMF of a PRU operation message payload, the AMF shall:
a)	set the Payload container type IE to "PRU operation message container";
b)	set the Additional information IE to routing information associated with the LMF from which the PRU operation message payload was received.
In case on) in subclause 5.4.5.3.1, the AMF shall:
a)	set the Payload container type IE to "Multiple payloads";
b)	set each payload container entry of the Payload container IE (see subclause 9.11.3.39) as follows:
i)	set the payload container type field of the payload container entry to a payload container type value set in the Payload container type IE as specified for cases a) to m) above;
ii)	set the payload container entry contents field of the payload container entry to the payload container contents set in the Payload container IE as specified for cases a) to m) above;
iii)	set the optional IE fields, if any, to the optional associated information as specified for cases a) to m) above.


Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure
* * * Next Change * * * *
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The purpose of the Payload container information element is to transport one or multiple payloads. If multiple payloads are transported, the associated information of each payload are also transported together with the payload.
The Payload container information element is coded as shown in figure 9.11.3.39.1, figure 9.11.3.39.1A, figure 9.11.3.39.1B, figure 9.11.3.39.2, figure 9.11.3.39.3, figure 9.11.3.39.4 and table 9.11.3.39.1.
The Payload container information element is a type 6 information element with a minimum length of 4 octets and a maximum length of 65538 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container IEI
	octet 1

	
Length of payload container contents
	octet 2

	
	octet 3

	
	octet 4

	Payload container contents
	

	
	octet n


Figure 9.11.3.39.1: Payload container information element
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Figure 9.11.3.39.1A: Payload container contents with Payload container type "Event notification"
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Figure 9.11.3.39.1B: Even notification indicator n
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Figure 9.11.3.39.2: Payload container contents with Payload container type "Multiple payloads"
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	octet yj+1

octet z
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Figure 9.11.3.39.3: Payload container entry
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	Type of optional IE
	octet xi +4


	Length of optional IE
	octet xi +5


	
Value of optional IE
	octet xi +6
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Figure 9.11.3.39.4: Optional IE
[bookmark: _Hlk134894731]Table 9.11.3.39.1: Payload container information element
	Payload container contents (octet 4 to octet n); max value of 65535 octets

	
If the payload container type is set to "N1 SM information" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents contain a 5GSM message as defined in subclause 8.3.

If the payload container type is set to "SOR transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "SOR transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "UE policy container" and is included in the DL NAS TRANSPORT, UL NAS TRANSPORT or REGISTRATION REQUEST message, the payload container contents are coded as defined in subclause Annex D.

If the payload container type is set to "UE parameters update transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "UE parameters update transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "SMS" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13].

If the payload container type is set to "CIoT user data container" and is included in the UL NAS TRANSPORT, DL NAS TRANSPORT or CONTROL PLANE SERVICE REQUEST message, the payload container contents are coded the same way as the contents of the user data container IE (see subclause 9.9.4.24 in 3GPP TS 24.301 [15]) except that the first three octets are not included.

If the payload container type is set to "SMS" and is included in the CONTROL PLANE SERVICE REQUEST message, the payload container contents are coded the same way as the contents of the NAS message container IE (see subclause 9.9.3.22 in 3GPP TS 24.301 [15]) except that the first two octets are not included.

If the payload container type is set to "Location services message container" and is included in the UL NAS TRANSPORT, DL NAS TRANSPORT or CONTROL PLANE SERVICE REQUEST message, the payload container contents include location services message payload.

If the payload container type is set to "LTE Positioning Protocol (LPP) message container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents include LPP message payload.

If the payload container type is set to "PRU operation message container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents include PRU operation message payload.

If the payload container type is set to "Service-level-AA container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of service-level-AA container (see subclause 9.11.2.10).

If the payload container type is set to "Event notification", the payload container contents include one or more event notification indicators.


	Type of event notification indicator n (octet l+1)
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	"SRVCC handover cancelled, IMS session re-establishment required" indicator

	0
	0
	0
	0
	0
	0
	0
	1
	
	

	to
	
	Unused, shall be ignored if received by the UE

	1
	1
	1
	1
	1
	1
	1
	1
	
	

	

	If the type of an event notification indicator is set to "SRVCC handover cancelled, IMS session re-establishment required" indicator, the value of the event notification indicator shall not be included.

	

	If the payload container type is set to "Multiple payloads", the number of entries field represents the total number of payload container entries, and the payload container entry contents field is coded as a list of payload container entry according to figure 9.11.3.39.2, with each payload container entry is coded according to figure 9.11.3.39.3 and figure 9.11.3.39.4.

	

	The coding of Payload container contents is dependent on the particular application.

	

	Payload container entry

For each payload container entry, the payload container type field represents the payload container type value as described in subclause 9.11.3.40, the coding of payload container contents field is dependent on the particular application, and the number of optional IEs field represents the total number of optional IEs associated with the payload container entry contents field in the payload container entry. The error handlings for optional IEs specified in subclauses 7.6.1, 7.6.3 and 7.7.1 shall apply to the optional IEs included in the payload container entry.


	Optional IEs

Type of optional IE (octet xi +4)
This field contains the IEI of the optional IE.

Length of optional IE (octet xi+5)
This field indicates binary coded length of the value of the optional IE entry.

Value of optional IE (octet xi+6 to octet y2)
This field contains the value of the optional IE entry with the value part of the referred information element based on following optional IE reference. If the Request type is included, the value part of the Request type shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero. If the Release assistance indication is included, the value part of the Release assistance indication shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero. If the MA PDU session information is included, the value part of the MA PDU session information shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero.


	IEI 
	Optional IE name
	Optional IE reference

	12
	PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	24
	Additional information
	Additional information (see subclause 9.11.2.1)

	58
	5GMM cause
	5GMM cause (see subclause 9.11.3.2)

	37
	Back-off timer value
	GPRS timer 3 (see subclause 9.11.2.5)

	59
	Old PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	80
	Request type
	Request type (see subclause 9.11.3.47)

	22
	S-NSSAI
	S-NSSAI (see subclause 9.11.2.8)

	25
	DNN
	DNN (see subclause 9.11.2.1B)

	F0
	Release assistance indication
	Release assistance indication (see subclause 9.11.3.46A)

	A0
	MA PDU session information
	MA PDU session information (see subclause 9.11.3.31A)



* * * Next Change * * * *
9.11.3.40	Payload container type
The purpose of the Payload container type information element indicates type of payload included in the payload container information element.
The Payload container type information element is coded as shown in figure 9.11.3.40.1 and table 9.11.3.40.1.
The Payload container type information element is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container type
IEI
	Payload container type value
	octet 1


Figure 9.11.3.40.1: Payload container type information element
Table 9.11.3.40.1: Payload container type information element
	Payload container type value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	SOR transparent container

	0
	1
	0
	1
	UE policy container

	0
	1
	1
	0
	UE parameters update transparent container

	0
	1
	1
	1
	Location services message container (see 3GPP TS 23.273 [6B])

	1
	0
	0
	0
	CIoT user data container

	1
	0
	0
	1
	Service-level-AA container

	11
	00
	11
	01
	Event notification
PRU operation message container

	1
	1
	1
	1
	Multiple payloads

	

	All other values are reserved.

	

	NOTE:	The value "Multiple payloads" is only used when the Payload container contents in figure 9.11.3.39.1 contains multiple payloads as shown in figure 9.11.3.39.2.


* * * End of Changes * * * *
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