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	Stage-2 spec TS 23.502 has specified the following (due to the agreed CR S2-2301614):

The ATSSS rules are provided from the PGW-C+SMF to the UE via SM NAS signalling over 5GC, as described in clause 5.32.2 of TS 23.501 [2]. ATSSS rules may be provided via the EPC.

And also:

The PGW-C+SMF provides the following information via the APCO in the Create Session Response message to the ePDG:
(…)
-	ATSSS rules
-	The ePDG forwards the received above information to the UE via IKE signalling.


The above indicates that, the ATSSS rules can be provided to the UE through EPC oven the non-3GPP access leg. Hence the ATSSS_RESPONSE Notify payload can be extended to carry the ATSSS rules, similar to the Network steering functionalities information and Measurement assistance information that were added in the ATSSS_RESPONSE Notify payload. That also resolves the following exiting EN in stage-3 spec:
Editor's note:	Whether ATSSS rules need to be included in ATSSS_RESPONSE Notify payload is FFS.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc20154326][bookmark: _Toc27727302][bookmark: _Toc45203760][bookmark: _Toc139557213]6.5.3	Multiple PDN support for untrusted non-3GPP access network
Connectivity to multiple PDNs via untrusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and the user subscription allow it.
NOTE 1:	In 3GPP, there is a limitation to the maximum number of simultaneous PDN connections per UE caused by the number of EPS bearer identities (see clause 11.2.3.1.5 of 3GPP TS 24.007 [48]) or by the number of PDU session IDs (see clause 11.2.3.1b of 3GPP TS 24.007 [48]). Not complying with this limitation when accessing non-3GPP access can lead to unexpected consequences, e.g. connectivity loss in case of handover to 3GPP access. The maximum number of PDN connection via untrusted non-3GPP access is independent from the maximum number of active EPS bearer contexts for 3GPP access (see clause 6.5.1A of 3GPP TS 24.301 [10]).
If the UE supports dynamic mobility management selection the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].
When the UE accesses EPC via S2b using untrusted non-3GPP IP access, and the UE establishes additional PDN connections, the UE shall establish a new IPSec tunnel with the same ePDG for each PDN connection. For each tunnel establishment procedure, the UE shall indicate to the ePDG an APN to the desired PDN and an attach type indication as specified in clause 7.2.2. When establishing an additional PDN connection, the UE shall not indicate the INITIAL_CONTACT notification.
NOTE 2:	When using the S2b interface to establish an additional PDN connection, the new IPSec tunnel establishment includes a new IKEv2 authentication and security association establishment as specified in clause 7.2.2.
When the UE accesses EPC via S2c using untrusted non-3GPP IP access, the UE shall follow the procedures described in 3GPP TS 24.303 [11] when establishing multiple PDN connections. For multiple PDN connections, the UE shall establish only one IPsec tunnel to the ePDG.
If the UE had more than one PDN connection to a given APN in the source access network and the UE is performing a handover to a target untrusted non-3GPP access network via an ePDG that supports accessing an EPC via S2b-interface, the UE shall transfer all the PDN connections for the given APN to the target untrusted non-3GPP access network as specified in 3GPP TS 23.402 [6].
If multiple PDN connections to a single APN are not supported over the target untrusted non-3GPP access network, only one PDN connection to that given APN shall be established in the target non-3GPP access network as specified in 3GPP TS 23.402 [6] if NBM is used. The UE, if supporting IP address preservation for NBM, shall include the home address information during the tunnel establishment procedure as specified in clause 7.2.2. If multiple PDN connection requests to the same APN are received but the network does not support multiple PDN connections to the same APN, the ePDG shall reject the additional PDN connection requests to the same APN received from the UE as described in clause 7.4.1, in the following circumstances:
-	when one PDN connection to the same APN has already been established;
-	only after the network has successfully established one PDN connection in the case that the additional PDN connections requests were received prior to the successful establishment of a single PDN connection.
In the above cases, the UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information provided by the network.
The UE behaviour, when PDN connection re-establishment is rejected by the network during handover to the untrusted non-3GPP access network, is described in subclause 7.2.2.
NOTE 3:	When a UE supporting IP address preservation for NBM with multiple PDN connections to the same APN hands over to the non-3GPP access network, the UE can, as an implementation option, prioritise the re-establishment for a particular PDN connection before re-establishing the remaining PDN connections. The UE indicates the prioritised PDN connection by including both the APN in the IDr payload and the home address information in the Handover Attach indicator as specified in clause 7.2.2. Another implementation option can be to send multiple re-establishment requests concurrently. 
If the UE did not handover all the PDN connections for a given APN to the target untrusted non-3GPP access network, the source network may disconnect the remaining PDN connections for that given APN after an implementation dependent time.
***** Next change *****
[bookmark: _Toc139557407]8.2.9.21	ATSSS_RESPONSE Notify payload
The ATSSS_RESPONSE Notify payload is used to indicate the ATSSS response information for user plane resources of the MA PDU session associated with the IKEv2 security association established by the IKEv2 message carrying the ATSSS_REQUEST Notify payload.
The ATSSS_RESPONSE Notify payload is coded according to figure 8.2.9.21-1, figure 8.2.9.21-2 and table 8.2.9.21-1.

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5 - 6

	ATSSS response information
	7 – n



Figure 8.2.9.21-1: ATSSS_RESPONSE Notify payload format
	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	
ATSSS response information part 1

	7 - q

	
ATSSS response information part 2

	q – n


Figure 8.2.9.21-2: ATSSS response information

Table 8.2.9.21-1: ATSSS_RESPONSE Notify payload value
	Octet 1 is defined in IETF RFC 7296 [28].


	Octet 2 is the SPI Size field. It is set to 0 and there is no Security Parameter Index field.


	Octet 3 and Octet 4 are the Notify Message Type field. The Notify Message Type field is set to value 52332 to indicate the (see clause 8.1.2.3).


	Octet 5 and Octet 6 are the Length field. This field indicates the length in octets of the ATSSS response information field.


	Octets 7 to qn are the ATSSS response information part 1 field. This field indicates part 1 of the ATSSS response information. It is coded as the ATSSS response with the length of two octets PCO parameter container contents defined in 3GPP TS 24.193 [79] clause 6.1.6.3.


	Octets q to n are the ATSSS response information part 2 field. This field indicates part 2 of the ATSSS response information. It is coded as the ATSSS parameter contents including one or more ATSSS rules defined in 3GPP TS 24.193 [79] clause 6.1.3.2.

	


Editor's note:	Whether ATSSS rules need to be included in ATSSS_RESPONSE Notify payload is FFS.

***** End of changes *****

