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	Firstlly, Bulk configuration procedures was added in stage2.
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* * * First Change * * * *
[bookmark: _Toc86042565][bookmark: _Toc86043122][bookmark: _Toc97379632][bookmark: _Toc104710965][bookmark: _Toc138339884]6.2.2.1	Procedure at MSGin5G Relay UE-1 as relay
When the MSGin5G Client on the MSGin5G Relay UE-1 receives a CoAP GET request from UDP port 65401and the recipient's address included in the CoAP Option is set to the configuration management server functionality, the MSGin5G Relay UE-1 acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP GET request as a uplink traffic to the configuration management server functionality.
When the MSGin5G Client-1 on the MSGin5G Relay UE-1 receives a CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response from UDP port 65401and the recipient's address included in the CoAP Option is set to another MSGin5G Client-2 which has established a connection for One-to-one ProSe Direct Communication with it as specified in 3GPP  TS 23.304[9], the MSGin5G Relay UE-1 acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response as a downlink traffic to the MSGin5G Client-2, Otherwise the MSGin5G Client-1 shall discard the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response.
* * * Next Change * * * *
6.2.2.x	Procedure at MSGin5G Gateway UE
The MSGin5G Gateway UE should support the configuration management client functionality as specified in 3GPP TS 23.546 [6]. The configuration management client functionality may be collocated with MSGin5G Gateway Client or it can be separated with MSGin5G Gateway Client.
If the configuration management client functionality is not collocated with the MSGin5G Gateway Client, the MSGin5G Gateway Client should use SEAL-C interface to interact with configuration management client functionality for MSGin5G Gateway UE configuration.
If the MSGin5G Gateway UE decides to use bulk configuration based on the service policy, the MSGin5G Gateway UE may initiate a CoAP GET request to the MSGin5G Server including all cached/stored configuration requests from the constrained UEs based on the procedures in clause 6.2.3.3 of 3GPP TS 24.546 [6]. in the procedures:
a)	the configuration management client functionality on the MSGin5G UE acts as SCM-C;
b)	the configuration management server functionality at the server-side acts as SCM-S;
c)	shall set the Option header to the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in Annex C.3.1 of 3GPP TS 24.546 [6],
1)	the "apiRoot" is set to the URI of the configuration management server functionality at the server-side;
2)	the "valServiceId" is set to the unique service identifier of MSGin5G service;
3)	the "bulkConfFlag" is set to the unique identifier of MSGin5G service bulk configuration; and
4)	the configuration management client functionality shall make a GET request for the UE Configurations as described in Annex C.3.1.2.2.3.1 of 3GPP TS 24.546 [6] and shall set applicable query parameters defined in table C.3.1.2.2.3.1-1 of 3GPP TS 24.546 [6] with the clarification listed below.
[bookmark: _Hlk141196962]i)	the ue-uri is set to the List of MSGin5G UE IDs as specified in 3GPP TS 23.554 [2]
ii)	the ue-vendor and/or the ue-type parameter are set to the MSGin5G UE information as specified in 3GPP TS 23.554 [2] if included.
Upon receiving the requested MSGin5G Gateway UE configuration data, the configuration management client functionality shall submit the configuration data to MSGin5G Gateway Client by SEAL-C interface if it is not collocated with the MSGin5G Client. The MSGin5G Gateway Client shall split the configuration data into multiple individual configuration responses and sends them to the corresponding Constrain UEs.
The corresponding JSON Schema used in step c) is defined in 7.3.2.1.
* * * Next Change * * * *
[bookmark: _Toc86042566][bookmark: _Toc86043123][bookmark: _Toc97379633][bookmark: _Toc104710966][bookmark: _Toc138339885]6.2.2.2	Procedure at Constrained UE with MSGin5G Client
In order to send an MSGin5G UE Configuration request, the configuration management client functionality on the Constrained UE with MSGin5G Client shall use the procedures specified in clause 6.2.1.2.
Upon receiving an CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response and the recipient's address included in the CoAP Option is set to the MSGin5G Client itself, the MSGin5G Client shall handle the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response as specified in clause 6.2.1.2.

* * * End of Changes * * * *

