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1. Reason for Change
PIN service continuity procedures enable a PIN Element participating in a PIN to maintain application session(s) as the PIN Element moves around in the PIN, enters or leaves the PIN. For example, a PIN Element (e.g. a UE) receiving a video streaming session through PEGC, moves within the PIN and may go out of reach of the PEGC. Service continuity can be triggered when the PEGC becomes unreachable in order to find a replacement PEGC and re-configure connectivity between the PIN Element, the replacement PEGC and the Application Server streaming video. Alternaitvely in a scenario, a first PIN Element (e.g. a UE) receives data from a second PIN Element (e.g. a home sensor), both PIN Elements are participating in the same PIN. Service contnuity can be triggered when the UE leaves home in order to re-configure the connectivity between both PIN Elements via 5GS.
PIN service continuity procedure can be triggered by PEGC, for example when the first PIN Element goes out of reach of the PEGC. PEGC informs PEMC to initiate service continuity procedure through a second PEGC, which is reachable by the PIN element.
Two scenarios are specified for PIN service continuity: 
-	PIN service continuity in PGAE-C relocation
-     PIN service continuity in changing access to 5GS  
The PIN service continuity procedure is specified in clause 8.9 of TS 23.542 v18.0.0
This document covers the PIN Management PEGC Discovery procedure in PGAE-C relocation.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.2.0.
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5.8.2.5	PIN Management PEGC Discovery 
5.8.2.5.1	PMAE-C procedure
PMAE-C, after accepting service continuity request for a PIN Element and do not know target PEGC, generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4] to discover a target PEGC, which can support service continuity. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-request> element in the <pinapp-info> root element and within the < pin-management-pegc-discovery-request> element:
1)	shall include a <pin-client-identifier> element set to the PIN client ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service continuity is requested;
4)	shall include a <pine-id> element set to the PINE ID, which identifies the PIN Element for which service continuity is requested;
5) shall include a <pegc-information-list> element set to a list of PEGC IDs (e.g., IP address, GPSI, MSIDDN) in the PIN;
The PMAE-C shall send the generated HTTP POST request towards the target PEAE-C according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-pegc-discovery-accept> element in the <pinapp-info> root element, and within the < pin-management-pegc-discovery-accept> element:
1)	shall include a <pegc-information-list> element set to a list of PEGC ID (e.g., IP address, GPSI, MSIDDN) available to PIN Element; 
the PMAE-C shall consider the PIN management PEGC discovery request is accepted by the PEAE-C and selects the target PEGC based on the list of available PEGCs received.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-pegc-discovery-reject> element in the <pinapp-info> root element, and within the << pin-management-pegc-discovery-reject> element:
            i)  shall include a <cause> element set to an appropriate cause for PEGC discovery failure
the PMAE-C shall consider the PIN management PEGC discovery request is not accepted by the PAE-S.
5.8.2.5.2	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-pegc-discovery-request > element in the <pinapp-info> root element,
the PEAE-C shall validate the request and check if the PMAE-C is authorized to request PEGC discovery.
If the PMAE-C is allowed to request PEGC discovery, PEAE-C uses the PEGC information provided in the request to identify PEGC(s) that are reachable and creates a list of PEGC identifier(s) that are available to the PIN Element. After successful discovery of available PEGCs, the PEAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-pegc-discovery-accept> element in the <pinapp-info> root element and within the < pin-management-pegc-discovery-accept > element:
i)	may include a <pegc-information-list> element set to a list of PEGC IDs (e.g., IP address, GPSI, MSIDDN) available to PIN Element ; and
b)	shall send the HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not allowed to request PEGC discovery, the PEAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-pegc-discovery-reject> element in the <pinapp-info> root element and within the < pin-management-pegc-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEGC discovery request failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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