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	Reason for change:
	Incoming LS (C1-230026/S2-2211347) on UPSI handling at the UE from SA2 asked a question on the UE behavior for the scenario where the PCF provides a Policy Section that contains only the UPSI and there is no Policy Section stored in the UE with that UPSI. It means that the PCF sends MANAGE UE POLICY COMMAND including a policy instruction associated with the UPSI and the instruction includes empty UE policy section contents, and the UE does not have a stored policy section for the UPSI. TS 24.501 Annex D does not specify this error case.
A reasonable UE operation is to discard the instruction and consider that the instruction is executed successfully. And the the UE completes the procedure as defined in D.2.1.3 or D.2.1.4. It does not cause any operational error because the policy section for the UPSI is meant to be removed. So the network will consider that the policy section is removed.

However, above scenario could imply potential issue because the PCF does not know if any other policy section could be also not in-sync. From PCF point of view, it is good to know the list of stored UPSI in the UE if the PCF wants to check if the policy section at the UE and at the nework are in sync. Therefore, it is proposed that the PCF indicates the request for reporting the list of stored UPSI in the MANAGE UE POLICY COMMAND, then the UE sends the list of stored UPSI in the response.

	
	

	Summary of change:
	In the case of empty policy contents for the received UPSI and no UPSI stored in the UE, the UE shall discard the instruction associated with the UPSI, the UE shall not diagnose an error, shall consider that the instruction is executed successfully.

In addition, PCF may indicate to send the list of stored UPSI in the UE to check the available policy section in the UE. The UE includes the list of stored UPSI in the response.

[Backward compatibility analysis]
It is backward compatible as it is local behavior in the UE.
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[bookmark: _Toc20233339][bookmark: _Toc27747476][bookmark: _Toc36213670][bookmark: _Toc36657847][bookmark: _Toc45287525][bookmark: _Toc51948801][bookmark: _Toc51949893][bookmark: _Toc131396990][bookmark: _Toc131396994]D.2.1.2	Network-requested UE policy management procedure initiation
In order to initiate the network-requested UE policy management procedure, the PCF shall:
a)	if the network-requested UE policy management procedure is triggered by the UE-requested V2X policy provisioning procedure as specified in 3GPP TS 24.587 [19B], the UE-requested ProSe policy provisioning procedure as specified in 3GPP TS 24.554 [19E] or the UE-requested A2X policy provisioning procedure as specified in 3GPP TS 24.577 [60], then set the PTI IE to the PTI value of the received UE POLICY PROVISIONING REQUEST message of the UE-requested V2X policy provisioning procedure, the UE-requested ProSe policy provisioning procedure or the UE-requested A2X policy provisioning procedure, otherwise allocate a PTI value currently not used and set the PTI IE to the allocated PTI value;
b)	encode the information about the UE policy sections to be added, modified or deleted in a UE policy section management list IE as specified in subclause D.6.2 and include it in a MANAGE UE POLICY COMMAND message;
c)	if the PCF is a PCF of the HPLMN or the subscribed SNPN, optionally include the UE policy network classmark IE in a MANAGE UE POLICY COMMAND message and set the non-subscribed SNPN signalled URSP handling indication of the UE policy network classmark IE to "UE is not allowed to accept URSP signalled by non-subscribed SNPNs", or "UE is allowed to accept URSP signalled by non-subscribed SNPNs";
c1)	if the UE supports VPS URSP, optionally encode the information about entries of VPS URSP configuration to be added, modified or deleted in the VPS URSP configuration IE as specified in subclause D.6.x and include it in a MANAGE UE POLICY COMMAND message;
c2)	if the PCF needs to check the list of UPSI stored in the UE, optionally include the UE policy network classmark IE in a MANAGE UE POLICY COMMAND message and set the UPSI synchronization indication of the UE policy network classmark IE to "Reporting of list of UPSI stored in the UE is requested"; 
d)	send the MANAGE UE POLICY COMMAND message to the UE via the AMF as specified in 3GPP TS 23.502 [9]; and
e)	start timer T3501 (see example in figure D.2.1.2.1).
NOTE:	The PCF starts a different timer T3501 for each PTI value.


Figure D.2.1.2.1: Network-requested UE policy management procedure
Upon receipt of the MANAGE UE POLICY COMMAND message with a PTI value currently not used by a network-requested UE policy management procedure, for each instruction included in the UE policy section management list IE, the UE shall:
a)	store the received UE policy section of the instruction, if the UE has no stored UE policy section associated with the same UPSI as the UPSI associated with the instruction;
b)	replace the stored UE policy section with the received UE policy section of the instruction, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction; or
c)	delete the stored UE policy section, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction and the UE policy section contents of the instruction is empty;
and if UE's RPLMN is the HPLMN or UE's RSNPN is the subscribed SNPN and the UE policy network classmark IE is included in the MANAGE UE POLICY COMMAND message, the UE shall delete the non-subscribed SNPN signalled URSP handling indication stored for the selected entry of "list of subscriber data" or the selected PLMN subscription, if any, and store the non-subscribed SNPN signalled URSP handling indication received in the UE policy network classmark IE, for the selected entry of "list of subscriber data" or the selected PLMN subscription.
If the UE supports the VPS URSP, and the VPS URSP configuration is included in the MANAGE UE POLICY COMMAND message:
a)	if the received VPS URSP configuration contains no tuple, the UE shall delete the stored VPS URSP configuration, if any; or
b)	if the received VPS URSP configuration contains one or more tuples:
1)	if the UE does not have the stored VPS URSP configuration, the UE shall store the received VPS URSP configuration except zero or more tuples with no UPSCs;
2)	for each tuple with a tuple ID in the stored VPS URSP configuration:
i)	if a tuple with the tuple ID is in the received VPS URSP configuration and contains:
A)	no UPSCs, the UE shall delete the tuple with the tuple ID from the stored VPS URSP configuration; or
B)	one or more UPSCs, the UE shall replace the tuple with the tuple ID in the stored VPS URSP configuration with the tuple with the tuple ID from the received VPS URSP configuration; or
ii)	if no tuple with the tuple ID is in the received VPS URSP configuration, the UE shall keep the tuple with the tuple ID in the stored VPS URSP configuration; and
3)	for each tuple with a tuple ID in the received VPS URSP configuration, if no tuple with the tuple ID is in the stored VPS URSP configuration and:
i)	the tuple with the tuple ID in the received VPS URSP configuration contains no UPSCs, the UE shall ignore the tuple with the tuple ID in the received VPS URSP configuration; or
ii)	the tuple with the tuple ID in the received VPS URSP configuration contains one or more UPSCs, the UE shall add the tuple with the tuple ID from the received VPS URSP configuration to the stored VPS URSP configuration.
The UE may continue storing a received UE policy section for a PLMN or SNPN when the UE registers in another PLMN or SNPN. If necessary, the UE may delete UE policy sections stored for a PLMN or SNPN other than the RPLMN and the HPLMN or the registered SNPN, before storing the new received UE policy sections.
When storing a UE policy sections received from an SNPN and the subscribed SNPN, the UE shall associate the NID of that SNPN with the UPSI of the stored UE policy section.
NOTE:	The maximum number of UE policy sections for PLMNs or SNPNs other than the HPLMN and the RPLMN or the registered SNPN and the subscribed SNPN that the UE can store and how the UE selects the UE policy sections to be deleted are up to the UE implementation.
[bookmark: _Toc20233340][bookmark: _Toc27747477][bookmark: _Toc36213671][bookmark: _Toc36657848][bookmark: _Toc45287526][bookmark: _Toc51948802][bookmark: _Toc51949894][bookmark: _Toc131396991]****Next change****
D.2.1.3	Network-requested UE policy management procedure accepted by the UE
If all instructions included in the UE policy section management list IE were executed successfully by the UE, the UE shall:
a)	create a MANAGE UE POLICY COMPLETE message including the PTI value received within the MANAGE UE POLICY COMMAND message; and
b)	transport the MANAGE UE POLICY COMPLETE message using the NAS transport procedure as specified in subclause 5.4.5.
If the UE receives the MANAGE UE POLICY COMMAND message containing the UPSI synchronization indication of the UE policy network classmark IE set to "Reporting of list of UPSI stored in the UE is requested", the UE shall include the UPSI list IE in the MANAGE UE POLICY COMPLETE message.
Upon receipt of the MANAGE UE POLICY COMPLETE message, the PCF shall stop timer T3501. The PCF should ensure that the PTI value assigned to this procedure is not released immediately.
NOTE:	The way to achieve this is implementation dependent. For example, the PCF can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3501.
[bookmark: _Toc20233341][bookmark: _Toc27747478][bookmark: _Toc36213672][bookmark: _Toc36657849][bookmark: _Toc45287527][bookmark: _Toc51948803][bookmark: _Toc51949895][bookmark: _Toc131396992]****Next change****
D.2.1.4	Network-requested UE policy management procedure not accepted by the UE
If the UE could not execute all instructions included in the UE policy section management list IE successfully, the UE shall:
a)	set the PTI IE to the PTI value received within the MANAGE UE POLICY COMMAND message and encode the UPSI associated with the instructions which could not be executed successfully and the associated UE policy delivery service cause indicating the cause of the failure in a UE policy section management result IE as specified in subclause D.5.3 and include it in a MANAGE UE POLICY COMMAND REJECT message, and
b)	transport the MANAGE UE POLICY COMMAND REJECT message using the NAS transport procedure as specified in subclause 5.4.5.
If the UE receives the MANAGE UE POLICY COMMAND message containing the UPSI synchronization indication of the UE policy network classmark IE set to "Reporting of list of UPSI stored in the UE is requested", the UE shall include the UPSI list IE in the MANAGE UE POLICY REJECT message.
Upon receipt of the MANAGE UE POLICY COMMAND REJECT message, the PCF shall stop timer T3501. Any instruction that was included in the UE policy section management list IE and whose associated UPSI is not included in a UE policy section management result IE of the received MANAGE UE POLICY COMMAND REJECT message is considered as successfully executed.
The PCF should ensure that the PTI value assigned to this procedure is not released immediately.
NOTE:	The way to achieve this is implementation dependent. For example, the PCF can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3501.
Upon receipt of the notification from the AMF that the UE is not reachable, the PCF shall stop the T3501.
****Next change****
D.2.1.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE not operating in SNPN access operation mode, or receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID part of the selected SNPN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
b)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN or the UE's RPLMN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP" for a UE not operating in SNPN access operation mode or receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID part of the subscribed SNPN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP" for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
c)	Transmission failure of the MANAGE UE POLICY COMPLETE message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 1:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message.
d)	Transmission failure of the MANAGE UE POLICY COMMAND REJECT message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 2:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message and successfully processed by the UE.
e)	Receipt of a MANAGE UE POLICY COMMAND message with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.
	The UE shall discard the message and retransmit the MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message transmitted in response to the previously received MANAGE UE POLICY COMMAND message.
NOTE 3:	The way to achieve this is UE implementation dependent. For example, the UE can assume that on the fifth expiry of timer T3501, the PCF will abort the procedure and that the PTI value assigned to the procedure will be released.
f)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is equal to the PLMN ID part of the selected SNPN, the instruction contains a UE policy part with a UE policy part type set to "URSP", UE's RSNPN is a non-subscribed SNPN and:
1)	the UE has a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription indicating that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs; or
2)	the UE does not have a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription, and the non-subscribed SNPN signalled URSP handling indication preconfigured in the selected entry of "list of subscriber data" or the selected PLMN subscription indicates that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs;
	for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
g)	Receipt of an instruction with empty UE policy section contents and associated with a UPSI for which the UE does not have a stored UE policy section.
	The UE shall discard the instruction associated with the UPSI, shall not diagnose an error, and shall consider that the instruction is executed successfully.
****Next change****
[bookmark: _Toc20233355][bookmark: _Toc27747492][bookmark: _Toc36213686][bookmark: _Toc36657863][bookmark: _Toc45287541][bookmark: _Toc51948817][bookmark: _Toc51949909][bookmark: _Toc131397007]D.5.2.1	Message definition
The MANAGE UE POLICY COMPLETE message is sent by the UE to the PCF to report that all received instructions have been successfully executed at the UE, see table D.5.2.1.1
Message type:	MANAGE UE POLICY COMPLETE
Significance:	dual
Direction:	UE to network
Table D.5.2.1.1: MANAGE UE POLICY COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	MANAGE UE POLICY COMPLETE message identity
	UE policy delivery service message type
D.6.1
	M
	V
	1

	XX
	UPSI list
	UPSI list
D.6.4
	O
	TLV-E
	3-65532


****Next change****
D.5.2.X	UPSI list
This IE is included in the message to indicate the list of UPSI stored in the UE.
****Next change****
[bookmark: _Toc20233357][bookmark: _Toc27747494][bookmark: _Toc36213688][bookmark: _Toc36657865][bookmark: _Toc45287543][bookmark: _Toc51948819][bookmark: _Toc51949911][bookmark: _Toc131397009]D.5.3.1	Message definition
The MANAGE UE POLICY COMMAND REJECT message is sent by the UE to the PCF to report that one or more instructions could not be successfully executed at the UE, see table D.5.3.1.1
Message type:	MANAGE UE POLICY COMMAND REJECT
Significance:	dual
Direction:	UE to network
Table D.5.3.1.1: MANAGE UE POLICY COMMAND REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	MANAGE UE POLICY COMMAND REJECT message identity
	UE policy delivery service message type
D.6.1.
	M
	V
	1

	
	UE policy section management result
	UE policy section management result
D.6.3
	M
	LV-E
	11-65533

	XX
	UPSI list
	UPSI list
D.6.4
	O
	TLV-E
	3-65532

	NOTE:	The total length of the MANAGE UE POLICY COMMAND REJECT message content cannot exceed 65535 octets (see Payload container contents maximum length as specified in subclause 9.11.3.39.1).


****Next change****
D.5.3.X	UPSI list
This IE is included in the message to indicate the list of UPSI stored in the UE.
****Next change****
[bookmark: _Toc131397019]D.6.7	UE policy network classmark
The purpose of the UE policy network classmark information element is to provide the UE with information about the policy aspects of the network.
The UE policy network classmark information element is coded as shown in figure D.6.7.1 and table D.6.7.1.
The UE policy network classmark is a type 4 information element with a minimum length of 3 octets and a maximum length of 5 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy network classmark IEI
	octet 1

	Length of UE policy network classmark contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0 Spare
	0 SpareUPSISYNC
	NSSUI
	
octet 3

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 4* -5*

	Spare
	


Figure D.6.7.1: UE policy network classmark information element
Table D.6.7.1: UE policy network classmark information element
	Non-subscribed SNPN signalled URSP handling indication (NSSUI) (octet 3, bit 1) (see NOTE)

	Bits

	1
	
	

	0
	
	UE is allowed to accept URSP signalled by non-subscribed SNPNs

	1
	
	UE is not allowed to accept URSP signalled by non-subscribed SNPNs

	

	UPSI synchronization indication (UPSISYNC) (octet 3, bit 2) 

	Bits

	2
	
	

	0
	
	No information

	1
	
	Reporting of list of UPSI stored in the UE is requested

	

	All other bits in octet 3 to 5 are spare and shall be coded as zero, if the respective octet is included in the information element.


	NOTE:	Receiving entity shall ignore this bit, if received from the RPLMN which is not the HPLMN or from the RSNPN which is not the subscribed SNPN.


****End of Change****
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