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1	Introduction
Stage 2 has agreed and approved a method to what they have called negotiation for support of the UE policy provisioning which stage 2 only refers to as URSP which is indeed a part of the UE policy sections management sublist.


Nevertheless, the choice of words, lets analyse the reasons why this so-called "negotiation" is needed.
Document S-2305475 stats in the reason for change:
Without knowing the UE capability of supporting URSP provisioning in EPS, the SMF+PGW-C may select a PCF for the PDU Session not supporting UE Policy Association establishment towards the PCF for the UE.
Without knowing the SMF+PGW-C capability of supporting ePCO and URSP Provisioning Support in EPS, when the UE sends the UE Policy Container ePCO to EPC, the UE Policy Container ePCO may be discarded by SMF+PGW-C, which may cause the URSP rules can’t be provisioned to UE in EPS.
The statement in yellow, although literally true, is nevertheless misleading. To get the full picture of how the UE policy management works, following described procedures in 3GPP TS 24.501 [1] should be considered:
1-	The UE-initiated UE state indication procedure; and
2-	The network-requested UE policy management procedure.
These procedures are the foundations of how the UE policy section management works by first the UE provides the network it's input for the UE policy provisioning and later the network provision the UE by instructions which are indeed UE policy sections.
The UE-initiated UE state indication procedure in step 1) is triggered by the UE sending the UE STATE INDICATION message towards the SMF+PGW-C at the time of the attach procedure as described in 3GPP TS 24.301 [2]. Since 
-	the procedure must be transparent to the MME and the SGW; and 
-	the size of the UE STATE INDICATION message is usually larger than 255 octets,
the extended protocol configuration options (ePCO) information element (IE) needs to be used, where a new container ID i.e. "UE policy container with the length of two octets" according to 3GPP TS 24.008 [3], is used. Since supports of the ePCO IE by the MME is not mandatory, the MME may not support the ePCO IE, and thus may drop the ePCO IE and the UE STATE INDICATION message may therefore never reach the SMF+PGW-C. Consequently, the SMF+PGW-C will never find out whether the UE supports the UE policy provisioning or not. This is the fact that the text in yellow in the reason for change of document S-2305475 states. 
However, although the statement in yellow is true, it is nevertheless (as stated previously) misleading with the reasoning that it does not matter whether the SMF+PGW-C knows the UE supports the UE policy provisioning or not, as long as the ePCO IE is not end-to-end supported, the second procedure in step 2) above which is the network-requested UE policy management procedure will not work. With other words, the SMF+ PGW-C must receive the ePCO IE end-to-end in the attach procedure, which consequently include the ePCO IE containing the UE STATE INDICATON message which is the indication of the UE's support for the UE policy provisioning.
Moreover, if the ePCO IE is not supported by the MME/SGW, the SMF+PGW-C cannot perform the network-requested UE policy management procedure by including the UE policy sections management list IE within the MANAGE UE POLICY COMMAND message as described in 3GPP TS 24.501 [1]. Consequently, the network cannot transmit the UE policy sections even if the UE supports the UE policy provisioning.
Therefore both:
1-	the UE-initiated UE state indication procedure; and
2-	the network-requested UE policy management procedure,
rely on the end-to-end support of ePCO IE. 
Observation 1: If the ePCO IE is not supported in the EPC, the UE cannot send any UE STATE INDICATION message to the network and the network cannot provision the UE with any UE policy section. This is independent on whether the UE or the network knows about each other supporting the UE policy provisioning.
Restating the reason for change in document S-2305475:
Without knowing the UE capability of supporting URSP provisioning in EPS, the SMF+PGW-C may select a PCF for the PDU Session not supporting UE Policy Association establishment towards the PCF for the UE.
Without knowing the SMF+PGW-C capability of supporting ePCO and URSP Provisioning Support in EPS, when the UE sends the UE Policy Container ePCO to EPC, the UE Policy Container ePCO may be discarded by SMF+PGW-C, which may cause the URSP rules can’t be provisioned to UE in EPS.
The statement in green does not seem to make any sense, since it refers to the SMF+PGW-C discarding the ePCO IE containing the container with the container ID of the value "UE policy container with the length of two octets" due to that the SMF+PGW-C does not know that it is capable of supporting ePCO IE and UE policy provisioning. Perhaps, the authors really meant that it was the UE which discarded the ePCO IE containing the container with the container ID of the value "UE policy container with the length of two octets". If that is the case the reason for the change of document S-2305475 should be modified to
Without knowing the UE capability of supporting URSP provisioning in EPS, the SMF+PGW-C may select a PCF for the PDU Session not supporting UE Policy Association establishment towards the PCF for the UE.
Without knowing the SMF+PGW-C capability of supporting ePCO and URSP Provisioning Support in EPS, when the UE sends the UE Policy Container ePCO to EPC, the UE Policy Container ePCO may be discarded by SMF+PGW-C UE, which may cause the URSP rules can’t be provisioned to UE in EPS.
Observation 2: The second part of the reason for change on document S-2305475 should be modified to be meaningful.
If my modification is correct, then it should be clarified that the support for ePCO IE and support for UE policy provisioning are two separate things. The specification 3GPP TS 29.274 [4] describes the procedures performed by the network entities MME, SGW and SMF+PGW-C to make sure that all the network entities and also the UE knows about the end-to-end supports of the ePCO IE. This procedure has existed since the existence of the ePCO IE and is unrelated to the UE policy provisioning. A short description of this procedure is according to following example where the UE-initiated UE state indication procedure is explored:


Figure 1: Attach procedure in EPS
a-	The UE inserts the ePCO IE in PDN CONNECTIVITY REQUEST message which is included in the ESM container message of the ATTACH REQUEST message and sets the ePCO bit in the UE network capability IE to the value "Extended protocol configuration options IE supported" in the ATTACH REQUEST message. The ePCO IE contains the container containing the UE STATE INDICATION message and have a container ID with the value "UE policy container with the length of two octets".
b-	The MME when parsing the ePCO IE into the Create Session Request message and adds its supports by setting Extended PCO Support Indication (EPCOSI) to value "1".
c-	The SGW when passing the ePCO IE in the Create Session Request message and adds its supports by setting EPCOSI to value "1".
d-	The SMF+PGW-C forwards the UE STATE INDICATION to the SM-PCF and since the EPCOSI has the value "1" in the Create Session Request message and the SMF+PGW-IE supports ePCO IE, the SMF+PGW-C insert an ePCO IE in the Create Session Response message.
e-	The SGW receives the ePCO IE and it forwards the ePCO IE towards the MME.
f-	The MME receives the ePCO IE and forwards the ePCO IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM container message of the ATTACH ACCEPT message and also sets the ePCO bit to "extended protocol configuration options IE supported" in the EPS network feature support IE in the ATTACH ACCEPT message.
g-	The UE sends an ATTACH COMPLETE message to the MME.
Therefore, when the ATTACHED ACCEPT message arrives at the UE, the UE find out whether the support for the ePCO IE is end-to-end. However, at that point the UE does not know whether the SMF+PGW-C supports the UE policy provisioning since the UE-initiated UE state indication procedure which is one-way communication by the UE to the network, was originally developed for the 5GS which always supports the UE policy provisioning and therefore there is no need for the network to confirm its support.
Although there is not any confirmation by the network for the support of the UE policy provisioning procedure, the highlighted in green in the statement in the reason for change of document S-2305475, does not seem to be accurate:
Without knowing the UE capability of supporting URSP provisioning in EPS, the SMF+PGW-C may select a PCF for the PDU Session not supporting UE Policy Association establishment towards the PCF for the UE.
Without knowing the SMF+PGW-C capability of supporting ePCO and URSP Provisioning Support in EPS, when the UE sends the UE Policy Container ePCO to EPC, the UE Policy Container ePCO may be discarded by SMF+PGW-C UE, which may cause the URSP rules can’t be provisioned to UE in EPS.
The above statement is not accurate since it states due to lack of confirmation for the support of the UE policy provisioning the UE may just ignore any later-received UE policy sections. However, any properly implemented UE, if at any time, receives the ePCO IE containing a container with the container ID set to "UE policy container with the length of two octets" indicating that the container contains the UE policy section management list IE within the MANAGE UE POLICY COMMAND message, will most certainly pass the message to the upper layers to parse the UE policy sections.
However, despite the statement being inaccurate, it may be a good idea to confirm the UE about the network's support for the UE policy provisioning since there is no guarantee that the EPS network supports UE policy provisioning even if ePCO IE is end-to-end supported.
[bookmark: _Hlk137198392]Observation 3: Assuming the second part of the reason for change on document S2-2305475 refers to the UE, the statement cannot be accurate.
Observation 4: Confirmation of the network's support for the UE policy provisioning although not necessary, may be treated as a new requirement.
2	Solutions for the confirmation
2.1	Solution 1 proposed by S2-2305475
Document S-2305475's solution for the confirmation is using a new container with a new container ID for indicating the UE's support and the network's support for the UE policy provisioning at the time registration. The new container can be included in the protocol configuration options information element (PCO IE) and since the PCO IE is always supported, document S-2305475 suggests not only the UE and the network "negotiates" the support for the ePCO IE but also the UE can get the network's confirmation for the support of the UE policy provisioning. Once the UE has "negotiated" the ePCO IE support and also is confirmed about the network's support for the UE policy provisioning, the UE initiates the EPS bearer context modification whilst the UE transmits the ePCO IE including the UE STATE INDICATION message to initiate the UE-initiated UE state indication procedure.
Keep in mind that negotiation is suggesting a way through or over an obstacle, as shown above the support for ePCO IE is not negotiable but is a requirement. If the ePCO IE is not supported end-to-end then the UE policy provisioning cannot be executed independent on whether the UE or the SMF+PGW-C or both support the UE policy provisioning or not.
Observation 5: The end-to-end support of  ePCO IE is mandatory to support the UE policy provisioning and  is not negotiable.
Nevertheless the method, described in S2-2305475, is analysed in Figure 2.


Figure 2: EPS bearer context modification procedure in EPS
a-	The UE inserts the PCO IE in PDN CONNECTIVITY REQUEST message which is included in the ESM container message of the ATTACH REQUEST message and sets the ePCO bit in the UE network capability IE to the value "Extended protocol configuration options IE supported" in the ATTACH REQUEST message. The PCO IE containing a container with a container ID indicating the UE's support for the UE policy provisioning. 
b-	The MME when parsing the PCO IE into the Create Session Request message, adds its supports  for ePCO IE by setting Extended PCO Support Indication (EPCOSI) to value "1".
c-	The SGW when passing the PCO IE in the Create Session Request message, adds its supports for ePCO IE by setting EPCOSI to value "1".
d-	Since the EPCOSI has the value "1" in the Create Session Request message and the SMF+PGW-IE supports ePCO IE, the SMF+PGW-C inserts an ePCO IE in the Create Session Response message. In addition, the SMF+PGW-C inserts the PCO IE containing the container with the container ID indicating the network's support for the UE policy provisioning.
	According to CR S2-2305475:
During initial Attach with default PDN connection establishment procedure into EPSC, the UE provides the Indication of URSP Provisioning Support in EPS PCO in the PDN connectivity request to SMF+PGW-C. If the SMF+PGW-C supports URSP provisioning in EPS, it provides the Indication of URSP Provisioning Support in EPS PCO to UE in the PDN Connectivity Accept message.
	As show in the figure, this step is incorrect unless some changes are made in PGW in 3GPP TS 29.274 [4] and MME in 3GPP TS 24.301 [2], since if the ePCO IE is supported end-to-end by the UE, MME, SGW, and SMF+PGW-C, the ePCO IE must be used according to 3GPP TS 24.301 [2]:
If supported by the network and the MS end-to-end for a PDN connection, protocol configuration options shall be exchanged via the extended protocol configuration options IE. Otherwise the protocol configuration options IE is used.
	And according to 3GPP TS 29.274 [4]: 
Protocol Configuration Options (PCO): If ePCO is not supported by the UE or the network, and if the PGW decides to return PCO to the UE during the Attach, PDN connectivity or Handover to 3GPP access procedures, PGW shall send PCO to SGW. If SGW receives the PCO IE, SGW shall forward it to MME/SGSN.
	Since the SMF+PGW-C is at this point is aware of end-to-end support of the ePCO IE, then it must include ePCO IE in the Create Session Response message. Thus the PCO IE is misplaced and this misplace follows all the way to the UE as it is shown in Figure 2.
e-	The SGW receives the misplaced PCO IE containing the container with the container ID indicating that the UE's support for the UE policy provisioning and the ePCO IE, and forwards them.
f-	The MME receives the misplaced PCO IE containing the container with the container ID indicating that the UE's support for the UE policy provisioning and the ePCO IE and forwards them in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM container message of the ATTACH ACCEPT message and also sets the ePCO bit to "extended protocol configuration options IE supported" in the EPS network feature support IE in the ATTACH ACCEPT message.
g-	The UE sends an ATTACH COMPLETE message to the MME.
h-	The UE is confirmed that the ePCO IE is supported end-to-end and the SMF+PGW-C supports the UE policy provisioning. The UE initiates the EPS bearer context modification procedure by transmitting the BEARER RESOURCE MODIFICATION REQUEST message and including the ePCO IE with a container containing the UE STATE INDICATION message and the related container ID with the value "UE policy container with the length of two octets".
	Note that the UE-initiated UE state indication procedure is performed in 5GS during 
· initial registration; or
· mobility registration if the UE handover from S1 to N1.
Therefore this method proposes to go against that rule and perform this procedure when modifying the PDN bearer.
i-	The MME parses the ePCO IE in the Bearer Resource Command message and forwards towards the SGW.
j-	The SGW forwards the Bearer Resource Command message towards the SMF+PCF-C.
k-	The SMF+PGW-C forwards the UE STATE INDICATION to the SM-PCF and due to the UE's bearer resource modification request transmits the Update Bearer Request message with selected parameters towards the SGW.
l thru p-	These are the steps showing how the EPS bearer context is modified when the UE initiated in step h.
Observation 6: Method described in S2-2305475 is incorrect and is not according to the requirements stated in 3GPP TS 24.301 [2] and 3GPP TS 29.274 [4], thus changes are needed in these specs to modify the behaviors of MME and PGW.
Observation 7: Whilst the UE initiated UE state indication procedure is performed during the initial registration or mobility registration at the time of handover from S1 to N1, the method described in S2-2305475 proposes to perform this procedure during PDN bearer modification.
2.2	Solution 2 based on only ePCO information element
This solution is taking advantage of taking advantage of the following that:
-	existence of UE STATE INDICATION message in the ATTACH request is indication that the UE supports the UE policy management; and
NOTE 1:	It was agreed in CT1#142 in table D.6.5.1 that the UE in EPS providing UE STATE INDICATION message, supports URSP provisioning in EPS, see the agreed document C1-234308.
-	independent of whether the UE and the network knows about each other's capability for the UE policy provisioning, if the ePCO IE is not supported end-to-end the UE policy management procedure does not work.
The solution proposes the solution described in Figure 3 which is in fact similar to the original solution in Figure 1:
-	which assumes that insertion of the UE STATE INDICATION message within the ePCO IE is the sign of the UE's support or the UE policy section management; and
-	with one minor change that the SMF+PGW-IE inserts an ePCO IE containing a container with container ID indicating the network's support for the UE policy provisioning, in the Create Session Response message.


[bookmark: _Hlk142560806]Figure 3: Attach procedure in EPS when using ePCO IE
[bookmark: _Hlk142495731]a-	The UE inserts the ePCO IE in PDN CONNECTIVITY REQUEST message which is included in the ESM container message of the ATTACH REQUEST message and sets the ePCO bit in the UE network capability IE to the value "Extended protocol configuration options IE supported" in the ATTACH REQUEST message. The ePCO IE contains the container containing the UE STATE INDICTION message and have a container ID with the value "UE policy container with the length of two octets".
[bookmark: _Hlk142495755]b-	The MME when parsing the ePCO IE into the Create Session Request message and adds its supports by setting Extended PCO Support Indication (EPCOSI) to value "1".
[bookmark: _Hlk142495830]c-	The SGW when passing the ePCO IE in the Create Session Request message and adds its supports by setting EPCOSI to value "1".
[bookmark: _Hlk142495922]d-	The SMF+PGW-C forwards the UE STATE INDICATION message to the SM-PCF and since the EPCOSI has the value "1" in the in the Create Session Request message and the SMF+PGW-C supports ePCO IE, the SMF+PGW-C insert an ePCO IE with a container with a container ID indicating the network's support for the UE policy provisioning in the Create Session Response message. Since the container ID is important in this context, the container does not have to be of length 2 octets.
[bookmark: _Hlk142495981]e-	The SGW receives the ePCO IE containing the container with the container ID indicating that the network's support for the UE policy provisioning and forwards it.
[bookmark: _Hlk142496003]f-	The MME receives the ePCO IE and forwards the ePCO IE containing the container with the container ID indicating the network's support for the UE policy provisioning in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message contained in the ESM container message of the ATTACH ACCEPT message and also sets the ePCO bit to "extended protocol configuration options IE supported" in the EPS network feature support IE in the ATTACH ACCEPT message.
NOTE 2:	At this point the UE receives the indication that the ePCO IE is supported end-to-end and the SMF+PGW-C supports the UE policy provisioning.
g-	The UE sends an ATTACH COMPLETE message to the MME.
3-	Conclusions
Due to the following observations
Observation 1: If the ePCO IE is not supported in the EPC, the UE cannot send any UE STATE INDICATION message to the network and the network cannot provision the UE with any UE policy section. This is independent on whether the UE or the network knows about each other supporting the UE policy provisioning.
Observation 2: The second part of the reason for change on document S-2305475 should be modified to be meaningful.
Observation 3: Assuming the second part of the reason for change on document S2-2305475 refers to the UE, is not fully accurate unless the UE is very badly implemented.
Observation 4: Confirmation of the network's support for the UE policy provisioning although not necessary, may be treated as a new requirement.
Observation 5: The end-to-end support of  ePCO IE is mandatory to support the UE policy provisioning and  is not negotiable.
Observation 6: Method described in S2-2305475 is incorrect and is not according to the requirements stated in 3GPP TS 24.301 [2] and 3GPP TS 29.274 [4], thus changes are needed in these specs to modify the behaviors of MME and PGW.
Observation 7: Whilst the UE initiated UE state indication procedure is performed during the initial registration or mobility registration at the time of handover from S1 to N1, the method described in S2-2305475 proposes to perform this procedure during PDN bearer modification.
It is concluded that the solution in document S-2305475 is not only based on wrong assumption that the ePCO IE is negotiable but also incorrectly designed. The document also wrongly claims that the UE may ignore the UE policy sections transmitted by the network since it never received confirmation whether the network supported the UE policy provisioning at the time of UE-initiated UE state indication procedure. However, the latter can be assumed as a new requirement since the support for the UE policy provisioning is not mandatory in the EPS.
Therefore, the document proposes a solution by taking into consideration that the support for ePCO IE is a requirement. If ePCO IE is not supported end-to-end, then the UE policy section procedure cannot work even if the UE and the network knows about each other's capabilities for the UE policy provisioning. Thus, the exchange of the capability of the UE policy provisioning without using ePCO IE is irrelevant.
The related CRs for the proposed method are C1-235200, C1-235201, and C1-235202.
References
[1]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[2]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[3]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[4]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
image2.emf
UE MME SGW

SMF+ 

PGW-C

a- ATTACH REQUEST message [

- ePCO IE (UE STATE INDICATION msg)

- ePCO bit = "Extended protocol 

configuration options IE supported"]

b- Create Session Request message [

- ePCO IE (UE STATE INDICATION msg)

- EPCOSI flag = "1" ]

c- Create Session Request message [

- ePCO IE (UE STATE INDICATION msg)

- EPCOSI flag = "1" ]

d- Create Session Response message [

- ePCO IE ()]

e- Create Session Response message [

- ePCO IE ()]

f- ATTACH ACCEPT message [

- ePCO IE ()

- ePCO bit = "Extended protocol 

configuration options IE supported"]

g- ATTACH COMPLETE message


Microsoft_Visio_Drawing1.vsdx
UE
MME
SGW
SMF+ PGW-C
a- ATTACH REQUEST message [
- ePCO IE (UE STATE INDICATION msg)
- ePCO bit = "Extended protocol configuration options IE supported"]
b- Create Session Request message [
- ePCO IE (UE STATE INDICATION msg)
- EPCOSI flag = "1" ]
c- Create Session Request message [
- ePCO IE (UE STATE INDICATION msg)
- EPCOSI flag = "1" ]
d- Create Session Response message [
- ePCO IE ()]
e- Create Session Response message [
- ePCO IE ()]
f- ATTACH ACCEPT message [
- ePCO IE ()
- ePCO bit = "Extended protocol configuration options IE supported"]
g- ATTACH COMPLETE message



image3.emf
UE MME SGW

SMF+ 

PGW-C

a- ATTACHED REQUEST message [

- PCO IE (SUPPORT)

- ePCO bit = "Extended protocol 

configuration options IE supported"]

b- Create Session Request message [

- PCO IE (SUPPORT)

- EPCOSI flag = "1" ]

c- Create Session Request message [

- PCO IE (SUPPORT)

- EPCOSI flag = "1" ]

d- Create Session Response message [

- PCO IE (SUPPORT)

- ePCO IE ()]

e- Create Session Response message [

- PCO IE (SUPPORT)

- ePCO IE ()]

f- ATTACHED ACCEPT message [

- PCO IE (SUPPORT)

- ePCO IE ()

- ePCO bit = "Extended protocol 

configuration options IE supported"]

g- ATTACH COMPLETE message

h- BEARER RESOURCE MODIFICATION 

REQUEST message [

- ePCO IE (UE STATE INDICATION msg)]

i- Bearer Resource Command message [

- ePCO IE (UE STATE INDICATION msg)]

j- Bearer Resource Command message [

- ePCO IE (UE STATE INDICATION msg)]

k- Update Bearer Request message 

l- Update Bearer Request message 

m- MODIFY EPS BEARER CONTEXT 

REQUEST message 

n- MODIFY EPS BEARER CONTEXT 

ACCEPT message 

o- Update Bearer Response message 

p- Update Bearer Response message 

Incorrect! 

Incorrect! 


Microsoft_Visio_Drawing2.vsdx
UE
MME
SGW
SMF+ PGW-C
a- ATTACHED REQUEST message [
- PCO IE (SUPPORT)
- ePCO bit = "Extended protocol configuration options IE supported"]
b- Create Session Request message [
- PCO IE (SUPPORT)
- EPCOSI flag = "1" ]
c- Create Session Request message [
- PCO IE (SUPPORT)
- EPCOSI flag = "1" ]
d- Create Session Response message [
- PCO IE (SUPPORT)
- ePCO IE ()]
e- Create Session Response message [
- PCO IE (SUPPORT)
- ePCO IE ()]
f- ATTACHED ACCEPT message [
- PCO IE (SUPPORT)
- ePCO IE ()
- ePCO bit = "Extended protocol configuration options IE supported"]
g- ATTACH COMPLETE message
h- BEARER RESOURCE MODIFICATION REQUEST message [
- ePCO IE (UE STATE INDICATION msg)]
i- Bearer Resource Command message [
- ePCO IE (UE STATE INDICATION msg)]
j- Bearer Resource Command message [
- ePCO IE (UE STATE INDICATION msg)]
k- Update Bearer Request message
l- Update Bearer Request message
m- MODIFY EPS BEARER CONTEXT REQUEST message
n- MODIFY EPS BEARER CONTEXT ACCEPT message
o- Update Bearer Response message
p- Update Bearer Response message
Incorrect!
Incorrect!



image4.emf
UE MME SGW

SMF+ 

PGW-C

a- ATTACH REQUEST message [

- ePCO IE (UE STATE INDICATION msg)

- ePCO bit = "Extended protocol 

configuration options IE supported"]

b- Create Session Request message [

- ePCO IE (UE STATE INDICATION msg)

- EPCOSI flag = "1" ]

c- Create Session Request message [

- ePCO IE (UE STATE INDICATION msg)

- EPCOSI flag = "1" ]

d- Create Session Response message [

- ePCO IE (SUPPORT)]

e- Create Session Response message [

- ePCO IE (SUPPORT)]

f- ATTACH ACCEPT message [

- ePCO IE (SUPPORT)

- ePCO bit = "Extended protocol 

configuration options IE supported"]

g- ATTACH COMPLETE message


Microsoft_Visio_Drawing3.vsdx
UE
MME
SGW
SMF+ PGW-C
a- ATTACH REQUEST message [
- ePCO IE (UE STATE INDICATION msg)
- ePCO bit = "Extended protocol configuration options IE supported"]
b- Create Session Request message [
- ePCO IE (UE STATE INDICATION msg)
- EPCOSI flag = "1" ]
c- Create Session Request message [
- ePCO IE (UE STATE INDICATION msg)
- EPCOSI flag = "1" ]
d- Create Session Response message [
- ePCO IE (SUPPORT)]
e- Create Session Response message [
- ePCO IE (SUPPORT)]
f- ATTACH ACCEPT message [
- ePCO IE (SUPPORT)
- ePCO bit = "Extended protocol configuration options IE supported"]
g- ATTACH COMPLETE message



image1.emf
UE policy section 

management sublist

Instruction 1

Instruction 2

«

Instruction N

{

URSP

ANDSP

ProSeP

V2XP

VPS URSP

{


Microsoft_Visio_Drawing.vsdx
UE policy section management sublist
Instruction 1
Instruction 2
…
Instruction N
{
URSP
ANDSP
ProSeP
V2XP
VPS URSP
{



