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1	Introduction
Stage 2 in clause 6.1.2.2.2 of 3GPP TS 23.503 [1] states:
The PCF includes the UE policy information delivered to the UE into a Policy Section identified by a Policy Section Identifier (PSI). The PCF may divide the UE policy information into different Policy Sections, each one identified by a PSI. Each Policy Section provides a list of self-contained UE policy information to the UE, via AMF. The PCF ensures that a Policy Section is under a predefined size limit, known by the PCF.
The definition above is for HPLMN and VPLMN and therefore can be illustrated as Figure 1


Figure 1: The structure of the transmitted policy according to 3GPP TS 23.503 [1]
When stage 3 was developed by CT1, the PSI was modified by adding the UE, thus UE Policy Section Identifier (UPSI), however the abbreviation UPSI was only defined as a list i.e. UPSI list information element which is defined in clause D.6.4 of 3GPP TS 24.501 [2], where the UPSI list IE is a set of UPSI sublist IE, where each represent the PLMN ID and a set of codes which represent PSI defined in 3GPP TS 23.503 [1], but in stage 3 called UE Policy Section Code (UPSC), therefore what Figure 1 shows should be illustrated as in Figure 2 according to 3GPP TS 24.501 [2].


Figure 2: The structure of the transmitted UE policy according to 3GPP TS 24.501 [2]
There may have been a mix-up in the terminologies which resulted in using UPSI instead of UPSC in 3GPP TS 24.501 [2]. Furthermore, the mix-up of terminologies may have resulted in not paying attention to some message.
Observation 1: What is called Policy Section Identifier (PSI) in stage 2 is UE Policy Section Code (UPSC).
Observation  2: A PCF can assign several UPSCs to a UE; each refers to a policy section.
2	Policy rejection procedure
2.1	General procedure
Annex D in 3GPP TS 24.501 [2] describes the structure of the UE policy section management sublist information element for a PLMN or an SNPN, that the UE receives in the MANAGE UE POLICY COMMAND message during the network-requested UE policy management procedure. In this structure which is shown in Figure 3, each Instruction information element contains a UE policy section with associated UPSC.


 Figure 3: Structure of the UE policy section management sublist according to 3GPP TS 24.501 [2]
According to clause D.2.1.3 and clause D.2.1.4 of 3GPP TS 24.501 [2], the UE upon receiving MANAGE UE POLICY COMMAND message can either successfully execute all the instructions or some of the instructions. If the UE executes successfully all the instructions, the UE will acknowledge the successful operation by transmitting the MANAGE UE POLICY COMPLETE message to the PCF.
If the UE cannot execute one or more instructions of the UE policy section management sublist successfully, the UE will use the MANAGE UE POLICY COMMAND REJECT message to report the identities of those instructions their associated UPSCs.
Figure 4 shows the structure of the UE policy section management subresult information element for a PLMN or an SNPN, that the UE transmits in the MANAGE UE POLICY COMMAND REJECT message during the network- requested UE policy management procedure to report the instructions that were not successfully executed.


Figure 4: Structure of the UE policy section management subresult according to 3GPP TS 24.501 [2]
If assuming that M number instructions including the instruction with order K in the received MANAGE UE POLICY COMMAND message were not successfully executed, the UE would construct the MANAGE UE POLICY COMMAND REJECT message and include the UE policy section management subresult information element containing all the M number Result information elements. Figure 4 illustrates specifically the result L containing the order K with associated UPSC and the cause of the error.
Observation 3: Procedure for rejecting  one or more UE policy sections if the UE cannot execute them, is already described in 3GPP TS 24.501 [2].
2.2	Request for policy deletion
The network-requested UE policy management procedure can be used by the PCF to request the UE to delete a stored UE policy section of an instruction. This is done by the PCF transmitting the UE policy section management list IE containing an instruction with empty contents for the UE policy section.
If the UE has a UE policy section with the same UPSC as the one associated with the instruction with the empty contents for the UE policy section, the UE will delete the stored policy section and transmit and acknowledge the successful operation by transmitting the MANAGE UE POLICY COMPLETE message to the PCF.
If the UE cannot execute the task successfully for a reason such as the UE cannot locate any stored UE policy section with the same UPSC as the one associated with the instruction with the empty contents for the UE policy section, the UE  is mandated according to clause  D.2.1.4 in 3GPP TS 24.501 [2] to report to the PCF about the unsuccessful operation by transmitting the MANAGE UE POLICY COMMAND REJECT message containing the Result IE which includes:
-	the UPSC;
-	the order of the Instruction IE in the UE policy section management sublist IE; and
-	cause which is currently always interpreted as as the value of "Protocol error, unspecified" by the PCF.
Therefore, the PCF may retransmit the instruction which again results int the same behavior by the UE. This miscommunication may thus result in a loop. Therefore, table D.6.3.1 of 3GPP TS 24.501 [2] needs to list the existing expand the existing cause by the value "UPSC not available" and this should go back to all the releases of 3GPP TS 24.501 [2].
	Cause (octet f+4)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	UPSC not available

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	The receiving entity shall treat any other value as 0110 1111, "protocol error, unspecified".



Observation 4: If the UE receives an instruction without any UE policy part contents and a UPSC which is not available to the UE, the UE cannot execute the instruction is mandated to report to the PCF with MANAGE UE POLICY COMMAND REJECT message, otherwise the UE violates the mandatory procedure in clause  D.2.1.4 in 3GPP TS 24.501 [2].
Observation 5: A new value for Cause information element which is "UPSC not available" in the UE policy section management subresult is needed, so the UE can reject the UE policy section for deleting the UE policy section contents, if the associated UPSC is not available.
Observation 6: If a new value is not assigned for the cause or failure, due to the miscommunication between the UE and the network, there may be a loop where the UE keeps reporting the failure due to protocol error and the PCF keeps resending the UE policy section. 
3-	Conclusions
The observations are listed as follows:
Observation 1: What is called Policy Section Identifier (PSI) in stage 2 is UE Policy Section Code (UPSC).
Observation  2: A PCF can assign several UPSCs to a UE; each refers to a policy section.
Observation 3: Procedure for rejecting  one or more UE policy sections if the UE cannot execute them, is already described in 3GPP TS 24.501 [2].
Observation 4: If the UE receives an instruction without any UE policy part contents and a UPSC which is not available to the UE, the UE cannot execute the instruction is mandated to report to the PCF with MANAGE UE POLICY COMMAND REJECT message, otherwise the UE violates the mandatory procedure in clause  D.2.1.4 in 3GPP TS 24.501 [2].
Observation 5: A new value for Cause information element which is "UPSC not available" in the UE policy section management subresult is needed, so the UE can reject the UE policy section for deleting the UE policy section contents, if the associated UPSC is not available.
Observation 6: If a new value is not assigned for the cause or failure, due to the miscommunication between the UE and the network, there may be a loop where the UE keeps reporting the failure due to protocol error and the PCF keeps resending the UE policy section. 
Therefore there is a need to define a cause with the value "UPSC not available", and this should go back to earlier releases. See CRs C1-235180, C1-235181, C1-235181, and C1-235183.
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