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1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _Hlk138929913]TS 23.436 describes stage 2 of the service configuration APIs which required to be implmented in stage 3.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.559.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc131183831]A.9	Resource URI and API URI for service API analytics configuration
A.9.1	overview
[bookmark: _Hlk141262359]Table A.9.1-1 provides an overview of the resource and applicable HTTP method for the resource URI "{apiRoot}/{adaes}/data-event/{dataEventId}/configurtions/{configurationId}", where "dataEventId" identifying the identity of an event for the service API analytics and "configurationId" identifying resources.
Table A.9.1-1: Resource names and HTTP methods overview
	Resource name
	HTTP method
	Description

	Analytics subscription configuration
	POST
	This configuration is used by an authorized consumer to subscribe to the ADAE-S for the service API analytics.

	Analytics Notification configuration
	POST
	This configuration is used by the ADAE-S to notify an authorized consumer service API analytics.

	Analytics request configuration
	GET
	This configuration is used by the ADAE-S to get service API analytics from the A-ADRF.

	Analytics response configuration
	200 (OK)
	This configuration is used by the A-ADRF to provide the ADAE-S the service API analytics.







* * * Next Change * * * *

A.9.2	Resource for analytics subscription configuration
A.9.2.1	HTTP POST request
Table A.9.2.1-1 provides the parameters which are supported by the HTTP POST request payload to subscribe to the service API analytics.
Table A.9.2.1-1: Supported parameters by HTTP POST request body
	Parameter name
	P
	Description

	Service API informaion
	M
	The name or type of the service API.

	Validity area
	O
	The geographical or service area, to which the service API analytics subscription is applied.

	Validity time
	O
	The time interval, to which the service API analytics subscription is applied.

	Notification reception information
	O
	The information of the subscribing entity for receiving the notifications for the event.



Table A.9.2.1-2 provides the responses to the HTTP POST request for the subscription to the location accuracy analytics.
Table A.9.2.1-2: HTTP responses
	HTTP Response
	P
	Description

	202 (Accepted)
	
	Subscription to the service API analytics is accepted.

	401 (Unauthorized)
	
	The consumer for the subscription to the service API analytics has failed the authorization and cannot subscribe to the event.





* * * Next Change * * * *

A.9.3	Resource for analytics notification configuration
A.9.3.1	HTTP POST request
Table A.9.3.1-1 provides the parameters which are supported by the HTTP POST request payload to notify the consumer subscribed to the service API analytics.
Table A.9.3.1-1: Supported parameters by HTTP POST request body
	Parameter name
	P
	Description

	Analytics output
	M
	Service API analytics for prediction or statistics depending on the type

	service API information
	M
	The service API name or type, to which service API analytics is subscribed.

	Confidence level
	O
	To define the service API for the service API analytics if the service API analytics is for prediction.

	Validity area
	O
	Geographical or topological area, to which the service API analytics is subscribed.



Table A.9.3.1-2 provides the responses to the HTTP POST request for the subscription to the edge analytics.
Table A.9.3.1-2: HTTP responses
	HTTP Response
	P
	Description

	202 (Accepted)
	
	Subscription to the service API analytics is accepted.

	401 (Unauthorized)
	
	The consumer for the subscription to the service API analytics has failed the authorization and cannot subscribe to the event.





* * * Next Change * * * *

A.9.4	Resource for analytics request configuration
A.9.4.1	HTTP GET request
Table A.9.4.1-1 provides the parameters which are supported by the HTTP GET request payload to request for the service API analytics.
Table A.9.4.1-1: Supported parameters by HTTP GET request body
	Parameter name
	P
	Description

	VAL service ID or VAL UE ID
	M
	Identity of the service or the UE, for which the historical API analytics, is requested.

	Information on one or more APIs
	M
	Name or type of the one or more APIs.

	Query information
	O
	Information needed for querying the historical service API. 

	API flag
	O
	What type of aggregation or abstraction/filtering needs to be applied

	Reporting format configuration
	O
	The logs reporting configuration (frequency, periodicity etc)

	Validity area
	O
	The geographical or service area, for which the service API analytics is requested.

	Validity time
	O
	The time interval, for which the service API analytics is applied.

	Exposure level requirement
	O
	The level of exposure requirement (such as permissions on the logs like read/write/delete) for the logs to be exposed.



Table A.9.4.1-2 provides the responses to the HTTP GET request for requesting the service API analytics.
Table A.9.4.1-2: HTTP responses
	HTTP Response
	P
	Description

	200 (OK)
	
	Successful. (NOTE)

	401 (Unauthorized)
	
	The sender of the request for the service API analytics has failed the authorization.

	404 (Not Found)
	
	The service API analytics is not found. 

	NOTE:	The body of HTTP 200 (OK) contains response to the HTTP GET request, see clause A.9.5.1.





* * * Next Change * * * *
A.9.5	Resource for analytics response configuration
A.9.5.1	HTTP 200 (OK)
Table A.9.5.1-1 provides the parameters which are supported by the HTTP 200 (OK) response payload to respond to the request for the service API analytics according to clause A.9.4.1.
Table A.9.5.1-1: Supported parameters by HTTP 200 (OK) response body
	Parameter name
	P
	Description

	Logs for one or more APIs
	M
	The historic logs for service API logs, which is queried.

	VAL service ID or VAL UE ID
	M
	Identity of the service or the UE, for which the historical API analytics, is requested.

	Information on one or more APIs
	M
	Name or type of the one or more APIs.

	Reporting information
	O
	The time and area for which the reporting applies






* * * Next Change * * * *
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* * * End of Changes * * * *

