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1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _Hlk138929913]TS 23.436 describes the roles of the ADAE server, the ADAE client, and the data producer in application performance analytics.
3. Conclusions
[bookmark: _Hlk138929942]Added ADAE server procedure.
Added ADAE client procedure.
Added data producer procedure.
Added 3GPP controlled consumer procedure.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.559.

[bookmark: _Hlk61529092]* * * First Change * * * *
6.2.2	ADAE server procedure
Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}" where:
a)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the analytics subscription configuration; and
with a body containing:
a)	analytics filter information;
b)	analytics type;
c)	VAL service ID;
d)	optionally a VAL UE list with one or more VAL UE IDs;
e)	optionally VAL server ID;
f)	optionally data producer's profile criteria;
g)	optionally confidence level;
h)	optionally validity area; and
i)	optionally validity time,
the ADAE-S shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized consumer, the ADAE-S shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is an authorized consumer, the ADAE-S shall response by HTTP 202 (Accepted).
If a consumer has subscribed to the ADAE-S for the VAL performance analytics, if the ADAE-S is to transmit the analytics output to the consumer, the ADAE-S shall send the information by using an HTTP POST request message, constructed according to procedures specified in IETF RFC 7231 [XX], wherein the ADAE-S:
a)	shall set the Request-URI to the URI identifying the consumer according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}", where:
1)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
2)	"configurationID" identifying the analytics notification configuration; and
b)	with a body containing:
1)	analytics output;
2)	optionally analytics type; and
3)	optionally confidence level; and
c)	shall set the "Host" header field to the URI identifying of the consumer and the port information.
NOTE:	How the ADAE-S determines whether the data is to be transmitted to the consumer due to a threshold, a certain periodicity, or any other configuration, is outside the scope of 3GPP.
To subscribe to the ADAE-C for the VAL performance analytics, the ADAE-S shall construct an HTTP POST request message according to procedures specified in IETF RFC 7231 [XX], wherein the ADAE-S:
a)	shall set the Request-URI to the URI identifying the ADAE-C according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}", where:
1)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
2)	"configurationID" identifying the analytics subscription configuration; and
b)	with a body containing:
1)	analytics filter information;
2)	analytics type;
3)	VAL service ID;
4)	optionally a VAL UE list with one or more VAL UE IDs;
5)	optionally a VAL server ID;
6)	optionally data producer's profile criteria;
7)	optionally confidence level;
8) optionally validity area; and
9)	optionally validity time; and
c)	shall set the "Host" header field to the URI identifying of the ADAE-C and the port information.
[bookmark: _Hlk140134940]Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}" where:
a)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the analytics notification configuration; and
with a body containing:
a)	analytics output;
b)	optionally analytics type; and
c)	optionally confidence level;
the ADAE-S shall determine the sender identity to confirm whether the sender is the authorized ADAE-C. If:
a)	the sender is not the authorized ADAE-C, the ADAE-S shall respond with an HTTP 401 (Unauthorized) response message; or
b)	the sender is the authorized ADAE-C, the ADAE-S shall respond with an HTTP 200 (OK) and pass the contents to the upper layer.
To subscribe to a data producer for data collection, the ADAE-S shall construct an HTTP POST request message according to procedures specified in IETF RFC 7231 [XX], wherein the ADAE-S:
a)	shall set the Request-URI to the URI identifying the data producer according to the pattern "{apiRoot}/{adaes}/data-event/{dataEventId}/configurtions/{configurationId}", where:
1)	"dataEventId" identifying the identity of an event for the VAL performance analytics; and
2)	"configurationID" identifying the data collection subscription configuration; and
b)	with a body containing:
1)	data collection requirements;
2)	optionally analytics ID;
3)	optionally a data producer list with one or more data producer IDs;
4)	optionally a VAL UE list with one or more VAL UE IDs;
5)	optionally VAL server ID;
6)	optionally data producer's profile criteria; 
7) optionally validity area; and
8)	optionally validity time; and
c)	shall set the "Host" header field to the URI identifying of the data producer and the port information.
Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}" where:
a)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the data collection notification configuration; and
with a body containing:
a)	data output;
b)	a VAL UE list with one or more VAL UE IDs;
c)	VAL server ID;
d)	optionally data type; and
e)	optionally analytics ID,
the ADAE-S shall determine the sender identity to confirm whether the sender is the authorized data producer. If:
a)	the sender is not the authorized data producer, the ADAE-S shall respond with an HTTP 401 (Unauthorized) response message; or
b)	the sender is the authorized data producer, the ADAE-S shall respond with an HTTP 200 (OK) and pass the contents to the upper layer.


* * * Next Change * * * *
6.2.3	ADAE client procedure
[bookmark: _Hlk138929368]Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}" where:
a)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the analytics subscription configuration; and
with a body containing:
a)	analytics filter information;
b)	analytics type;
c)	VAL service ID;
d)	optionally a VAL UE list with one or more VAL UE IDs;
e)	optionally a VAL server ID;
f)	optionally data producer's profile criteria;
g)	optionally confidence level;
h) optionally validity area; and
i)	optionally validity time,
the ADAE-C shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not the authorized ADAE-S, the ADAE-C shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is the authorized ADAE-S and, the ADAE-C shall response by HTTP 202 (Accepted).
[bookmark: _Hlk138929340]If the ADAE-S has subscribed to the ADAE-C for the VAL performance analytics, if the ADAE-C is to transmit the analytics output to the ADAE-S, the ADAE-C shall construct an HTTP POST request message according to procedures specified in IETF RFC 7231 [XX], wherein the ADAE-C:
a)	shall set the Request-URI to the URI identifying the ADAE-S according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}", where;
1)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
2)	"configurationID" identifying the analytics notification configuration; and
b)	with a body containing:
1)	analytics output;
2)	optionally analytics type; and
3)	optionally confidence level; and
c)	shall set the "Host" header field to the URI identifying of ADAE-S and the port information.
NOTE:	How the ADAE-C determines whether the data is to be transmitted to the ADAE-S due to a threshold, a certain periodicity, or any other configuration, is outside the scope of 3GPP.

* * * Next Change * * * *
6.2.4	Data producer procedure
Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/data-event/{dataEventId}/configurtions/{configurationId}" where:
a)	"dataEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the data collection subscription configuration; and
with a body containing:
a)	data collection requirements;
b)	optionally analytics ID;
c)	optionally a data producer list with one or more data producer IDs;
d)	optionally a VAL UE list with one or more VAL UE IDs;
e)	optionally VAL server ID;
f)	optionally data producer's profile criteria; 
g) optionally validity area; and
h)	optionally validity time,
the data producer shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized ADAE-S, the data producer shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is an authorized ADAE-S, the data producer shall response by HTTP 202 (Accepted).
If the ADAE-S has subscribed to the data producer for the data collection, if the data producer is to transmit the data output to the ADAE-S, the data producer shall construct an HTTP POST request message according to procedures specified in IETF RFC 7231 [XX], wherein the data producer:
[bookmark: _Hlk140046988]a)	shall set the Request-URI to the URI identifying the ADAE-S according to the pattern "{apiRoot}/{adaes}/data-event/{dataEventId}/configurtions/{configurationId}" where:
1)	"dataEventId" identifying the identity of an event for the VAL performance analytics; and
2)	"configurationID" identifying the data collection notification configuration; and
b)	with a body containing:
1)	data output;
2)	a VAL UE list with one or more VAL UE IDs;
3)	VAL server ID; 
4)	optionally data type; and
5)	optionally analytics ID; and
c)	shall set the "Host" header field to the URI identifying of ADAE-S and the port information.
NOTE:	How the data producer determines whether the data is to be transmitted to the ADAE-S due to a threshold, a certain periodicity, or any other configuration, is outside the scope of 3GPP.


* * * Next Change * * * *
6.8.4	Consumer procedure
If the consumer is under 3GPP control, upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/{adaes}/analytics-event/{analyticsEventId}/configurtions/{configurationId}" where:
a)	"analyticsEventId" identifying the identity of an event for the VAL performance analytics; and
b)	"configurationID" identifying the analytics notification configuration; and
with a body containing:
a) analytics output;
b)	optionally analytics type; and
c)	optionally confidence level,
the consumer shall determine the sender identity to confirm whether the sender is the authorized ADAE-S. If:
a)	the sender is not the authorized ADAE-S, the consumer shall respond with an HTTP 401 (Unauthorized) response message; or
b)	the sender is the authorized ADAE-S, the consumer shall respond with an HTTP 200 (OK) and pass the contents to the upper layer.



* * * End of Changes * * * *

