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	Reason for change:
	The SPI used in the UP_SA_INFO Notify payload is defined in clause 9.3.1.8 as following:

Octet 5 to octet 8 is the SPI field. This field indicates the SPI of the inbound ESP packets of the user plane IPsec SA specified in IETF RFC 7296 [6].

However, the UP_SA_INFO Notify payload is used in the IPsec SA modification procedure and hence it is directed from the N3IWF/TNGF to the UE as stated in clause 7.6.2 as following:

[bookmark: _Toc20212120][bookmark: _Toc27745006][bookmark: _Toc36114807][bookmark: _Toc45271401][bookmark: _Toc51936660][bookmark: _Toc58230330][bookmark: _Toc138338821]7.6.2	N3IWF and TNGF procedure for IPsec child SA modification
The N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access shall perform the IPsec child SA modification by sending an INFORMATIONAL request message as specified in IETF RFC 7296 [6] to the UE with an UP_SA_INFO Notify payload identifying the IPsec child SA and a 5G_QOS_INFO Notify payload indicating modified content associated with the IPsec child SA.

Hence it causes confusion and misunderstanding regarding what is meant by "inbound" ESP packets in that case, specially that it could be wrongly understood as if the SPI shall be set to the own N3IWF SPI of ESP packet sent out from N3IWF to UE.

Hence a clarification here shall be made to clarify what is the intended value of the SPI in the UP_SA_INFO Notify payload.


	
	

	Summary of change:
	Clarifying that, the "inbound ESP packets" are the ESP packets that the sender (i.e. N3IWF/TNGF) of UP_SA_INFO Notify payload is expected to receive

	
	

	Consequences if not approved:
	Unclarity which SPI value shall be used in the UP_SA_INFO Notify payload which causes wrong implementation of the protocol.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc138338900]9.3.1.8	UP_SA_INFO Notify payload
The UP_SA_INFO Notify payload is used to indicate the SPI of the inbound ESP packets of the user plane IPsec SA.
The UP_SA_INFO Notify payload is coded according to figure 9.3.1.8 and table 9.3.1.8.

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	SPI
	5 - 8

	Extensions
	9 – x*


Figure 9.3.1.8: UP_SA_INFO Notify payload format
Table 9.3.1.8: UP_SA_INFO Notify payload value
	Octet 1 is defined in IETF RFC 7296 [6]


	Octet 2 is the SPI Size field. This field indicates the length of the SPI field in octets.


	Octet 3 and octet 4 is the Notify Message Type field. The Notify Message Type field is set to value 55508 to indicate the UP_SA_INFO.


	Octet 5 to octet 8 is the SPI field. This field indicates the SPI of the inbound ESP packets (i.e., the ESP packets that the sender of UP_SA_INFO Notify payload is expected to receive) of the user plane IPsec SA specified in IETF RFC 7296 [6].


	Octet 9 to octet x is an optional Extentions field reserved for future use.
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