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	Reason for change:
	TS 33.501 specifies the following in clause 7B.4 (as a result of S3-231405):
A UE connecting to the 5G-RG or FN-RG via WLAN supporting IEEE 802.1X can use the NSWO authentication procedure as specified in Annex S of the present document. 
The above indicates that, the UE that is allowed to use NSWO in 5GS can be:
1- A UE that has a direct connection to WLAN through which it performs the NSWO in 5GS.
2- OR a UE that is behind a 5G-RG/FN-RG and it connects to 5G-RG/FN-RG through WLAN, where in that case the combination of 5G-RG/FN-RG, W-AGF and UPF serving the 5G-RG or FN-RG is acting respectively as Untrusted Non-3GPP access network or as a Trusted Non-3GPP access network (as specified in TS 23.501 clause 4.2.8.1A)

Hence the description of Authentication for NSWO in 5GS in stage-3 spec needs to be clarified to include case 2 described above.
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	Clarifying that, the term “UE” described in “Authentication for NSWO” can be also a UE that is connected to the 5G-RG or FN-RG via WLAN.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc123635582][bookmark: _Hlk96097903]6.3a	Authentication for NSWO in 5GS
A UE that supports NSWO in 5GS and is configured to use NSWO in 5GS, shall not perform NSWO in EPS. NSWO in 5GS capability can be enabled and disabled via configuration on the USIM (see 3GPP TS 31.102 [35]) or on the ME. Configuration on the USIM shall take precedence over the ME.
NOTE 1:	The UE described in this clause includes a UE that is connected to the 5G-RG or FN-RG via WLAN supporting IEEE 802.1x.
In order to use NSWO in 5GS, and if the WLAN access network requires 5GS-based authentication of a UE to connect to the WLAN, the UE shall perform the EAP-AKA' authentication procedure as specified in 3GPP TS 33.501 [5] annex S.3. The UE shall use as its identity the SUCI in NAI format for NSWO in 5GS as defined in clause 28.7.12 of 3GPP TS 23.003 [8]. 
[bookmark: _Hlk130210022]NOTE 2:	The same NAI format is used over both trusted and untrusted non-3GPP access networks for NSWO in 5GS, which is different from the NAI format used for registration over trusted non-3GPP access specified in clause 28.7.6 of 3GPP TS 23.003 [8].
Upon receipt of an EAP-Request/AKA'-Challenge message the UE shall apply the rules for comparison of the locally determined ANID "5G:NSWO" (see table 8.1.1.2-2 of 3GPP TS 24.302 [7]) and the Network Name field of the AT_KDF_INPUT attribute received in the EAP-Request/AKA'-Challenge message as specified in IETF RFC 5448 [38].
A roaming UE that supports NSWO in 5GS and is configured to use NSWO in 5GS shall use as its identity the SUCI in decorated NAI format as specified for NSWO in 5GS in clause 28.7.9 of 3GPP TS 23.003 [8].
***** End of changes *****

