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* * * * * * FIRST CHANGE * * * * * *
[bookmark: _Toc92224541][bookmark: _Toc131378353]6.3.7.1.20	Controlling MCData function receiving a SIP re-INVITE for cancellation of emergency one-to-one communication
In the procedures in this clause:
1)	emergency indication in an incoming SIP re-INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
2)	alert indication in an incoming SIP re-INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body.
Upon receiving a SIP re-INVITE request with an emergency indication set to a value of "false", the controlling MCPTT MCData function:
1)	shall validate the request as described in clause 6.3.7.1.9, and if invalid, shall skip the rest of the steps;
2)	if the SIP re-INVITE request contains an unauthorised request for an MCData emergency private (one-to-one) communication cancellation, as determined by clause 6.3.7.2.3:
a)	shall generate a SIP 403 (Forbidden) response to reject the SIP re-INVITE request;
b)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in annex D.1, with an <emergency-ind> element set to a value of "true";
c)	if the SIP re-INVITE request contains an alert indication set to "false" and this is an unauthorised request for an MCData emergency alert cancellation as specified in clause 6.3.7.2.2, shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body with an <alert-ind> element set to "true; and
d)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
4)	shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response if a Resource-Priority header field is included in the received SIP re-INVITE request set to the value configured for emergency communications, and skip the remaining steps;
5)	if the SIP re-INVITE request contains an authorised request for an MCData emergency private communication cancellation as determined by clause 6.3.7.2.3:
a)	shall clear the cache of the MCData ID of the originator of the MCData emergency private communication that is no longer in an in-progress emergency private communication state with the targeted MCData user; and
b)	if the SIP re-INVITE request contains an alert indication set to "false" and this is an authorised request for an MCData emergency alert cancellation meeting the conditions specified in clause 6.3.7.2.2:
i)	if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall clear the cache of the MCData ID of MCData user identified by the <originated-by> element as having an outstanding MCData emergency alert; and
ii)	if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, clear the cache of the MCData ID of the sender of the SIP re-INVITE request, as having an outstanding MCData emergency alert; and
6)	shall execute the procedure in clause 6.3.7.1.22 in order to generate a SIP re-INVITE request and send it towards the MCData user listed in the "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body of the received SIP re-INVITE request.
Upon receiving a SIP 200 (OK) response for the sent SIP re-INVITE request and if a SIP response has not yet been sent to the inviting MCData client, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with the received indication of the applicable MCData subsservice, in order to generate a SIP 200 (OK) response to the received SIP re-INVITE request;
2)	if the received SIP re-INVITE request contains an alert indication set to a value of "false" and this is an unauthorised request for an MCData emergency alert cancellation as specified in clause 6.3.7.2.2, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9; and
NOTE:	When a SIP 200 (OK) response sent to the originator as a response to a SIP re-INVITE request that contained authorised request(s) for an MCData emergency private communication cancellation and optionally an MCData emergency alert cancellation, the originator will consider a SIP 200 (OK) response populated in this manner as confirmation that its request(s) for cancellation of an MCData emergency private communication and optionally an MCData emergency alert were accepted by the controlling function.
3)	shall send the generated SIP 200 (OK) response towards the inviting MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCData client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9, the controlling MCData function shall follow the procedures in clause 6.3.7.1.10.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc44598427][bookmark: _Toc44602282][bookmark: _Toc45197459][bookmark: _Toc45695492][bookmark: _Toc51850948][bookmark: _Toc92224545][bookmark: _Toc131378358][bookmark: _Toc20155648][bookmark: _Toc27500803]6.3.7.2.1	Determining authorisation for initiating an MCData emergency alert
If the controlling MCData function has received a SIP request targeted to an MCData group and if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP request with a SIP 403 (Forbidden) response with the warning text set to "168 alert is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure.
If the controlling MCData function has received a SIP request targeted to an MCData group with the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true":
a)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and:
i)	if the MCData group identity targeted for the emergency alert is contained in the <uri-entry> element of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if the <mcdata-allow-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11]; or
b)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup" and the <mcdata-allow -emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity targeted for the emergency alert is set to a value of "true" as specified in 3GPP TS 24.481 [11];
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to a MCData group. In all other cases, the MCData emergency alert request shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData group.
If the controlling MCData function has received a SIP request targeted to an MCData user with the <alert-ind> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of the <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <One‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element of the <mcdata-user-profile> element within MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and the MCData ID of the MCData user targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <One‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
b)	if the "entry-info" attribute of the <entry> element of the < One‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element of the <mcdata-user-profile> element within MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to an MCData user. In all other cases, it shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData user.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20215649][bookmark: _Toc27496142][bookmark: _Toc36107883][bookmark: _Toc44598636][bookmark: _Toc44602491][bookmark: _Toc45197668][bookmark: _Toc45695701][bookmark: _Toc51851157][bookmark: _Toc92224772][bookmark: _Toc131378592]10.2.2.1	Media storage client procedures
If the file upload is intended for group file distribution, the media storage client shall determine whether the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element. If a <preconfigured-group-use-only> element exists and is set to the value "true", then the media storage client:
1)	should indicate to the MCData user that group file distribution is not allowed on the indicated group; and
2)	shall skip the remainder of this procedure.
The media storage client shall determine the value of the absolute URI associated with the media storage function of the MCData content server from the <MCDataContentServerURI> element of the MCPTT MCData user profile document (see the MCPTT MCData user profile document in 3GPP TS 24.484 [12]).
The media storage client shall send HTTP requests over a TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.482 [24].
NOTE 1:	The HTTP client encodes the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].
NOTE 2:	The HTTP client always sends the HTTP requests to an HTTP proxy. Annex A of 3GPP TS 24.482 [24] indicates how the HTTP proxy forwards the HTTP request to the HTTP server.
To upload a UE-stored file to media storage function on the MCData content server, the media storage client:
1)	shall generate an HTTP POST request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23];
2)	shall set the Request-URI to the absolute URI identifying the resource on a media storage function;
3)	shall set the Host header field to a hostname identifying the media storage function;
4)	shall set the Content-Type header field to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
5)	if the file upload is for one-to-one file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "one-to-one-fd"; and
b)	the <mcdata-calling-user-id> element set to the originating MCData ID;
6)	if the file upload is for group file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "group-fd";
b)	the <mcdata-request-uri> element set to the MCData group identity; and
c)	the <mcdata-calling-user-id> element set to the originating MCData ID;
7)	if end-to-end security is required for a one-to-one communication, the MCData client protects the binary data representing the file and prefixes the protected binary data with security parameters as described in 3GPP TS 33.180 [26];
8)	if
a)	end-to-end security is not required for a one-to-one communication, or
b)	the file upload is for group file distribution;
	shall include the binary data representing the file with Content-Type field set to application/octet-stream and Content-Length field set to the file size; and
9)	shall send the HTTP POST request towards the media storage function.
To upload a network-stored file to media storage function on the MCData content server, the media storage client:
1)	shall generate an HTTP POST request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23];
2)	shall set the Request-URI to the absolute URI identifying the resource on a media storage function;
3)	shall set the Host header field to a hostname identifying the media storage function;
4)	shall set the Content-Type header field to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
5)	if the file upload is for one-to-one file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "one-to-one-fd"; and
b)	the <mcdata-calling-user-id> element set to the originating MCData ID;
6)	if the file upload is for group file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "group-fd";
b)	the <mcdata-request-uri> element set to the MCData group identity; and
c)	the <mcdata-calling-user-id> element set to the originating MCData ID;
7)	shall insert a message/external-body MIME according to rules and procedures of IETF RFC 2017 [80] with:
a)	the Content-Type header field set to message/external-body with:
i)	the access-type parameter set to a value of "URL";
ii)	the URL parameter set to an absolute URI identifying the URL of the network-stored file being requested to download; and
NOTE 3:	For the network-stored file available in the MCData message store the above URL set as //{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/payload as indicated by the object's payLoadURL as described in the "Object" data structure in clause 5.3.2.1 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66].
iii)	the phantom body area of the message/external-body is not used and should be left blank; and
8)	shall send the HTTP POST request towards the media storage function.
On receipt of a HTTP 201 Created containing a Location header field with a URL identifying the location of the resource where the file has been stored on the media storage function, then the media storage client shall store this information.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20155770][bookmark: _Toc27500925][bookmark: _Toc36108209][bookmark: _Toc44598970][bookmark: _Toc44602825][bookmark: _Toc45198002][bookmark: _Toc45696035][bookmark: _Toc51851491][bookmark: _Toc92225112][bookmark: _Toc131378941]18.3.4.1.2	MCData client receives SIP UPDATE or SIP re-INVITE request
Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session without associated MCData session, the MCData client:
1)	shall validate that the received SDP offer includes at least one media stream for which the media parameters and the MSRP URI is acceptable by the MCData client and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
2)	shall generate a SIP 200 (OK) response as follows:
a)	shall include an SDP answer according to 3GPP TS 24.229 [5] with the clarifications given in clause 18.3.1.2, and include ICE candidates in the SDP answer as per IETF RFC 8839 [78], if required; and
3)	shall send the SIP 200 (OK) response towards the MCPTT MCData server according to the rules and procedures of 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc92225232][bookmark: _Toc131379070]21.3.3.2	Control communications storage into message store procedures.
Upon receipt of a "SIP MESSAGE request for controlling the storage of the MCData communications into MCData message store", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field and shall not continue with any of the remaining steps;
4)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request containing <request-type> element set to a value of "store-comms-in-msgstore-ctrl-req" and:
a)	the <allow-store-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
b)	if the <store-all-private-comms-in-msgstore> element is present in the incoming request and the <allow-store-private-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
c)	if the <store-all-group-comms-in-msgstore> element is present in the incoming request and the <allow-store-group-comm-in-msgstore> element of the each <MCDataGroupInfo> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
d)	the SIP MESSAGE request does not contain an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body, the <store-all-private-comms-in-msgstore> element, and the <store-all-group-comms-in-msgstore> elements, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
e)	if the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with zero or more <group> elements of <enable> or <disable>  element are included, then and each specified MCPTT MCData group ID matches matching with the corresponding entry in the each <MCDataGroupInfo> does not contain the <allow-store-group-comm-in-msgstore> element in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause; and
f)	if the <store-specific-private-comms-in-msgstore> or <store-specific-group-comms-in-msgstore> is present and the request does not contain an application/resource-lists+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request contains:
a)	if the <store-all-private-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
b)	if the <store-all-private-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
c)	if the <store-specific-private-comms-in-msgstore> element set to a value of "enable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage of MCData private communications of the requesting user with specified list of users for which user is authorized to store the communication into the MCData message store;
d)	if the <store-specific-private-comms-in-msgstore> element set to a value of "disable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage of MCData private communications of the requesting user with the specified list of users for which user is authorized to store the communication into the MCData message store;
e)	if the <store-all-group-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
f)	if the <store-all-group-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
g)	if the <store-specific-group-comms-in-msgstore> element set to a value of "enable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store; and
h)	if the <store-specific-group-comms-in-msgstore> element set to a value of "disable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store;
6)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include the public user identity in the P-Asserted-Identity header; and
7)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc92225274][bookmark: _Toc131379116]22.4.2.2.2	Receipt of a SIP MESSAGE request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user
Upon receipt of a "SIP MESSAGE request for binding of a functional alias with the MCData group(s) for the MCData user for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "fa-group-binding-req" and:
a)	the <allow-functional-alias-binding-with-group> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "176 user not authorized to request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause;
b)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the < binding-ind> element and the <binding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause; and
c)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the < binding-ind> element and the <unbinding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
6)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function for the binding of a functional alias with the MCData group(s) for the MCData user service associated with the originating user's MCData ID identity;
7)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 included in the outgoing SIP MESSAGE request;
8)	if the received SIP MESSAGE request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body, shall check the status of the functional alias for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request to the received value, otherwise it shall not include a <functional-alias-URI> element;
9)	shall set the <mcdata-calling-user-id> element of the <mcdatainfo> element containing the <mcdata-Params> element to the MCData ID determined in step 2) above;
10)	shall copy the contents of the application/resource-lists+xml MIME body in the received SIP MESSAGE request into an application/resource-lists+xml MIME body in the outgoing SIP MESSAGE request;
11)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request;
12)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
13)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
14)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 15), the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include the public user identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, the participating MCData function shall forward the error response to the MCData client.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc92225277][bookmark: _Toc131379119]22.4.2.3.2	Receipt of a SIP MESSAGE request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user
Upon receiving a:
-	"SIP MESSAGE request for binding of a functional alias with the MCData group(s) for the MCData user for controlling MCData function";
the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata";
3)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the <binding-ind> element and the <binding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user " in a Warning header field, and shall not continue with the rest of the steps in this clause;
4)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the <binding-ind> element and the <unbinding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user " in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	if any of the <entry> elements of a <list> element of the <resource-lists> element in the application/resource-lists+xml MIME body of the incoming SIP MESSAGE request contains a "uri" attribute set to an MCData group ID where the indicated MCPTT MCData group has an existing binding with any other functional alias from same MCData user, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "178 MCData group binding already exists with other functional alias" in a Warning header field as specified in clause 4.9, and shall skip the rest of the steps;
6)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request contains the <request-type> element set to a value of "fa-group-binding-req" and:
a)	if the <binding-ind> element is set to a value of "true", shall update or store the record for the MCData client, and create a binding information for the functional alias specified in the <binding-fa-uri> element with the list of the MCData group(s) included in the "uri" attributes of the <entry> elements of the set of <list> elements of the <resource-lists> element in an application/resource-lists+xml MIME body; or
b)	if the <binding-ind> element is set to a value of "false", shall update or store the record for the MCData client, and remove a binding information of the functional alias specified in the <unbinding-fa-uri> element from the list of the MCData group(s) included in the "uri" attributes of the <entry> elements of the set of <list> elements of the <resource-lists> element in an application/resource-lists+xml MIME body;
7)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include the public user identity in the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
8)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
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The <mcdata-mbms-usage-info> element is the root element of the XML document. The <mcdata-mbms-usage-info> element contains the subelements:
1)	<mbms-listening-status> containing the following elements:
a)	<mbms-listening-status> element contains a string used to indicate the MCData listening status:
-	The value "listening" indicates that the MCData client now is receiving RTP media packets and/or RTCP control packets over the MBMS subchannel in the session identified by the <session-id> element or if the <general-purpose> element is set to "true", that the MCData client is now listening to the general purpose MBMS subchannel.
-	The value "not-listening" indicates that the MCData client has stopped listening to the MBMS subchannel in the session identified by the <session-id> element or, if the <general-purpose> element is set to "false", that the MCData client no longer listens to the general purpose MBMS subchannel.
	Table D.5.3-1 shows the ABNF of the <mbms-listening-status> element.
Table D.5.3-1: ABNF syntax of values of the <mbms-listening-status> element
mbms-listening-status = listening-value / not-listening-value
listening-value = %x6c.69.73.74.65.6e.69.6e.67 ; "listening"
not-listening-value = %x6e.6f.74.2d.6c.69.73.74.65.6e.69.6e.67 ; "not-listening"

b)	<session-id> element contains the value of the URI received in the Contact header field received from the controlling MCData function when an on-demand session was established, or from the participating MCData function in the Connect message when the session was established over a pre-established session. This element is mandatory if the <general-purpose> element is not present in the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body.
c)	<general-purpose> element is a boolean with the following meaning:
-	True indicates that the MCData client is listening to the general purpose MBMS subchannel associated to the TMGI(s) in the <TMGI> element(s) but have not yet received a Map Group To bearer message for any session that the MCData client is involved in.
-	False indicates that the MCData client is not listening to the general purpose MBMS subchannel any longer.
	Absence of the <general-purpose> element requires that the <session-id> element is present in the application/vnd.3gpp.mcdata-mbms-usage-info+xml; and
d)	<TMGI>: element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [62] clause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [62] clause 10.5.6.13).
2)	<mbms-suspension-status>: contains the following subelements:
a)	<mbms-suspension-status>: element is a string used to indicate the MBMS bearers intended suspension status:
-	The value "suspending" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period.
-	The value "not-suspending" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period.
	Table D.5.3-2 shows the ABNF of the <mbms-suspension-status> element.
Table D.5.3-2: ABNF syntax of values of the <mbms-suspension-status> element
mbms-suspension-status = suspending-value / not-suspending-value
suspending-value = %x73.75.73.70.65.6e.64.69.6e.67 ; "suspending"
not-suspending-value = %x6e.6f.74.2d.73.75.73.70.65.6e.64.69.6e.67 ; "not-suspending"

b)	<number-of-reported-bearers>: a hex binary number denoting the total number of occurrences of the <suspended-TMGI> and <other-TMGI> elements reported as part of the MBMS bearer suspension status;
c)	<suspended-TMGI>: contains a TMGI that is being reported as about to be suspended or as no longer about to be suspended; and
d)	<other-TMGI>: contains a TMGI that is not being reported as about to be suspended or as no longer about to be suspended, but which shares the same MCH with MBMS bearers reported in the <suspended-TMGI> elements;
3)	<announcement> element containing the following elements:
a)	<TMGI>: contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [62] clause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [62] clause 10.5.6.13);
b)	<QCI>: element contains QCI information used by the ProSe UE-Network Relay to determine the ProSe Per-Packet Priority value to be applied for the multicast packets relayed to Remote UE over PC5. QCI values are defined in 3GPP TS 23.203 [63];
c)	<frequency>: element containing identification of frequency in case of multi carrier support. The <frequency> element is coded as specified in 3GPP TS 29.468 [57];
NOTE 1:	In the current release the frequency in the <frequency> element is the same as the frequency used for unicast.
d)	<mbms-service-areas>: element is a list of MBMS service area IDs for the applicable MBMS broadcast area as specified in 3GPP TS 23.003 [31] for Service Area Identifier (SAI), and with the encoding as specified in 3GPP TS 29.061 [64] for the MBMS-Service-Area AVP;
e)	<GPMS>:	element is a positive integer that gives the number of the media line containing the general purpose MBMS subchannel in the application/sdp MIME body attached to the SIP MESSAGE request containing the MBMS announcements;
f)	<report-suspension>: element is a boolean with the following meaning:
-	True indicates that the MCData client is instructed to notify the MCData server when it becomes aware of an intended change in the suspension status of a listened MBMS bearer.
-	False indicates that the MCData client is instructed not to notify the MCData server if it becomes aware of an intended change in the suspension status of a listened MBMS bearer ; and
g)	<anyExt> element can contain the following elements not shown in the XML schema:
i)	< mcdata-mbms-rohc> element: presence of the < mcdata-mbms-rohc> element indicates that the flows delivered by the announced MBMS bearer are header compressed with ROHC as specified in RFC 5795 [60] and RFC 3095 [61]; and
ii)	<max-cid> element: of type integer restricted to the range 1 to 16383 indicating the maximum CID value that can be used by the header compressor, see clause 5.1.2 in RFC 5795 [60]). If max-cid > 15 then the header compressor uses the large CID representation. Else, the header compressor uses the small CID representation;
4)	<version> is an element of type "xs:integer" indicating the version of the application/vnd.3gpp.mbms-usage-info MIME body. In this version the <version element> indicates "1"; and
5)	<anyExt> element can contain the following elements:
a)	<mbms-defaultMuSiK-download> that can contain:
i)	a <group> element containing the identity, in the form of a URI, of a group for which the MuSiK download is performed; and
b)	<mbms-explicitMuSiK-download> that can contain:
i)	a <group> element containing the identity, in the form of a URI, of a group for which the MuSiK download is performed.
The recipient of the XML ignores any unknown element and any unknown attribute.
* * * * * * NEXT CHANGE * * * * * *
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The <preconfigured-group> element shall contain a URI identifying the preconfigured MCData group.
The <mcdata-regroup-uri> element shall contain a URI containing the temporary group identity identifying the regroup.
The < groups-for-regroup> element shall contain one or more <group> elements that shall each contain a URI of a group that is to be a constituent group of the regroup.
The <users-for-regroup> element shall contain one or more <user> elements that shall each contain an MCData ID of a user that is to be affiliated to the regroup.
The XML document shall have either one <groups-for-regroup> element or one <users-for-regroup> element, but not both.
If the <regroup-action> element contains the string "create" then:
1)	if a <groups-for-regroup> element exists in the received XML, then:
a)	if the recipient is the controlling MCData function for the MCData group identified in the <preconfigured-group> element the recipient shall follow the procedures to create a group regroup with identity equal to the value contained in the <mcdata-regroup-uri> element based on the configuration of the preconfigured MCData group identified in the <preconfigured-group> element;
b)	if the recipient is a non-controlling MCData function, the recipient shall follow the procedures to affiliate users belonging to any constituent groups of the group regroup with identity equal to the value contained in the <mcdata-regroup-uri> element based on the configuration of the preconfigured MCData group identified in the <preconfigured-group> element; and
c)	if the recipient is the terminating participating MCData function for one or more MCData users affiliated to a constituent group of the group regroup, the recipient shall follow the procedures to notify each MCData user in the list of users in the <users-for-regroup> element that it serves of the group regroup and affiliate those users to the group regroup; and
2)	if a <users-for-regroup> element exists in the received XML, then:
 a)	if the recipient is the controlling MCData function for the MCData group identified in the <preconfigured-group> element, the recipient shall follow the procedures to create a user regroup with identity equal to the value contained in the <mcdata-regroup-uri> element based on the configuration of the preconfigured MCData group identified in the <preconfigured-group> element; and
b)	if the recipient is the terminating participating MCData function for one or more MCData users identified in the <users-for-regroup> element, the recipient shall follow the procedures to notify each MCData user in the list of users in the <users-for-regroup> element that it serves of the user regroup and affiliate those users to the user regroup.
If the <regroup-action> element contains the string "remove" then:
1)	the recipient shall follow the procedures to remove the regroup identified in the <mcdata-regroup-uri> element.
The recipient of the XML ignores any unknown element and any unknown attribute.
* * * * * * NEXT CHANGE * * * * * *
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The <msgstore-ctrl-command-list> element is the root element of the XML document. The < msgstore-ctrl-command-list > element may contain <enable>, or <disable> subelements or both.
If the <msgstore-ctrl-command-list> contains the <enable> element then:
1)	the <enable> element contains a list of <group> subelements having zero or more subelement. The recipient shall enable the storing of the communications into message store of all the MCData groups contained in the list for the clients for which the <msgstore-ctrl-command-list> applies.
2)	the <enable> element contains a list of <private> subelements having zero or more subelement. The recipient shall enable the storing of the communications into message store of all the MCData IDs contained in the list for the clients for which the <msgstore-ctrl-command-list> applies.
If the <msgstore-ctrl-command-list> contains the <disable> element then:
1)	the <disable> element contains a list of <group> subelements having zero or more subelement. The recipient shall disable the storing of the communications into message store of all the MCData groups contained in the list for the clients for which the <msgstore-ctrl-command-list> applies.
2)	the <disable> element contains a list of <private> subelements having zero or more subelement. The recipient shall disable the storing of the communications into message store of all the MCData IDs contained in the list for the clients for which the <msgstore-ctrl-command-list> applies.
The recipient of the XML ignores any unknown element and any unknown attribute.
* * * * * * END OF CHANGES * * * * * *

