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	Reason for change:
	When the CF or the NCF sends a SIP INVITE towards an MCPTT client, it includes a Referred-By header field set to the IMPU of the calling MCPTT user.

The IPMU of an MCPTT user is :
-not known by the controlling or non-contrlling function
- useless to any other entity but the participating function that knows the binding between the IPMU and the MCPTT Id and uses that binding to resolve one from the other (MCPTT Id resolved from IMPU in the originating participating, and IMPU resolved from MCPTT Id in the terminating participating
- sensitive as this binding is used to hide the MCPTT Id to the underlying transport network (e.g. EPS and IMS) and shall not be transmitted for instance to apartner system that is not fully trusted.

	
	

	Summary of change:
	Referred-By reader fields are remove from the SIP INVITE ent by CF and NCF

	
	

	Consequences if not approved:
	Inconsistent specification as the CF and NCF don't know the IMPU.
Useless information is transmitted, leading to confusion for developpers who will wonder why this information is transmitted and may try to use it (e.g. from an MCPTT client to try to contact directly another MCPTT client using its IMPU ?).
If not removed, (and assuming the CF and NCF would get the necessary information), unnecessary dissemination of sensitive information (MCPTT Id – IMPU binding).
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[bookmark: _Toc20152349][bookmark: _Toc27495014][bookmark: _Toc36108482][bookmark: _Toc45194270][bookmark: _Toc106833453]/**************************************** First change ****************************************/
[bookmark: _Toc20155635][bookmark: _Toc27500790][bookmark: _Toc36048915][bookmark: _Toc45209678][bookmark: _Toc51860503][bookmark: _Toc131399809]6.3.3.1.2	Sending an INVITE request
This clause is referenced from other procedures.
The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:
1)	shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" according to IETF RFC 3840 [16];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;
4)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)	shall include a Referred-By header field with the public user identity of the inviting MCPTT clientvoid;
6)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
7)	shall include the Supported header field set to "timer";
8)	if the received SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body containing an <ambient-listening-type> element and:
a)	if the Priv-Answer-Mode header field specified in IETF RFC 5373 [18] was included in the received SIP INVITE request with a value of "Auto" or if no Priv-Answer-Mode header field was received in the received SIP INVITE request; or
b)	a Priv-Answer-Mode header field was received containing a value other than "Auto";
	shall include a Priv-Answer-Mode header field set to a value of "Auto" in the outgoing SIP INVITE request;
9)	if the received SIP INVITE request contained a Priv-Answer-Mode header field and did not contain an application/vnd.3gpp.mcptt-info+xml MIME body containing an <ambient-listening-type> element, shall include an unmodified Priv-Answer-Mode header field;
10)	if the received SIP INVITE request did not contain an application/vnd.3gpp.mcptt-info+xml MIME body containing an <ambient-listening-type> element and did not contain a Priv-Answer-Mode header field, shall include an unmodified Answer-Mode header field if present in the incoming SIP INVITE request; and
11)	if the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing INVITE request.
/**************************************** Next change ****************************************/
[bookmark: _Toc20155680][bookmark: _Toc27500835][bookmark: _Toc36048960][bookmark: _Toc45209723][bookmark: _Toc51860548][bookmark: _Toc131399854]6.3.4.1.2	Sending an INVITE request towards the MCPTT client
This clause is referenced from other procedures.
The non-controlling MCPTT function of an MCPTT group shall generate initial SIP INVITE requests according to 3GPP TS 24.229 [4].
For each SIP INVITE request, the non-controlling MCPTT function of an MCPTT group:
1)	shall generate a new MCPTT session identity for the MCPTT session with the invited MCPTT client and include it in the Contact header field together with the g.3gpp.mcptt media feature tag, the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt", and the isfocus media feature tag according to IETF RFC 3840 [16];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;
4)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)	shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT ID of the MCPTT user to be invited;
NOTE 1:	The public service identity can identify the terminating participating MCPTT function in the primary MCPTT system or in a partner MCPTT system.
NOTE 2:	If the terminating participating MCPTT function is in a partner MCPTT system in a different trust domain, then the public service identity can identify the MCPTT gateway server that acts as an entry point in the partner MCPTT system from the primary MCPTT system.
NOTE 3:	If the terminating participating MCPTT function is in a partner MCPTT system in a different trust domain, then the primary MCPTT system can route the SIP request through an MCPTT gateway server that acts as an exit point from the primary MCPTT system to the partner MCPTT system
NOTE 4:	How the non-controlling MCPTT function determines the public service identity of the terminating participating MCPTT function associated with the MCPTT ID of the MCPTT user to be invited or of the MCPTT gateway server in the partner MCPTT system is out of the scope of the present document.
NOTE 5:	How the primary MCPTT system routes the SIP request through an exit MCPTT gateway server is out of the scope of the present document.
6)	shall copy the application/vnd.3gpp.mcptt-info+xml MIME body in the received SIP INVITE request to the outgoing SIP INVITE request;
6a)	shall update the application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-calling-group-id> element set to the identity of the TGI or of the group regroup based on a preconfigured group;
6b)	shall update the application/vnd.3gpp.mcptt-info+xml MIME body with an <associated-group-id> element set to the identity of the constituent group;
7)	shall update the application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-request-uri> element set to the MCPTT ID of the invited MCPTT user;
8)	shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;
9)	shall include the received Referred-By header field with the public user identity of the inviting MCPTT clientvoid;
10)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
11)	shall include the Supported header field set to "timer";
12)	void.
13)	shall include an unmodified Answer-Mode header field, if present in the incoming SIP INVITE request;and
14)	void.

/*************************************** End of changes ***************************************/
