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\* \* \* Next Change \* \* \* \*

#### 6.2.6.2 SGM server HTTP procedure

Upon receiving HTTP PUT request with <category> child element of <common> element of a <list-service> element set to the value "location-based", the SGM-S shall follow the procedure as defined in clause 6.2.2.2 with following clarifications. The SGM-S:

a) shall obtain the list of users based on location as specified in clause 6.2.9 of 3GPP TS 24.545 [14A] and include the list of users in the group document.

\* \* \* Next Change \* \* \* \*

#### 6.2.6.4 SGM server CoAP procedure

Upon receiving a group creation request for a group with the "category" attribute value of "LOCATION\_BASED", the SGM-S shall follow the procedure as defined in clause 6.2.2.5 with following clarifications. The SGM-S:

a) shall obtain the list of users based on the location provided in the "geoIds" attribute as specified in clause 6.2.9 of 3GPP TS 24.545 [14A] and include the list of users in the group document; and

b) for each new member in the group shall create a new individual group member resource.

\* \* \* End of Changes \* \* \* \*