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\*\*\* First change \*\*\*

### H.2.4.1 Information Element Identity (IEI)

Indicates the information element identity. The following values for IEI are defined in this version of the specification:

00000000 PLMN List

00000001 PLMN List with S2a connectivity

00000010 PLMN List with trusted 5G connectivity

00000011 PLMN List with trusted 5G connectivity-without-NAS

00000100 PLMN List with AAA connectivity to 5GC

00000101

To

00011111 Reserved

00100000 SNPN List with trusted 5G connectivity

00100010 SNPN List with trusted 5G connectivity-without-NAS

00100011

To

11111111 Reserved

\*\*\* Next change \*\*\*

### H.2.4.X SNPN List with trusted 5G Connectivity-without-NAS IE

The SNPN List with trusted 5G Connectivity-without-NAS information element is used by the network to indicate the SNPNs for which the WLAN provides connectivity to a 5GCN, for devices without NAS capability, that can be selected from the WLAN. The format of the SNPN List with trusted 5G Connectivity-without-NAS information element is identical to the format of the SNPN List with trusted 5G Connectivity information element defined in clause H.2.4.7.

\*\*\* End change \*\*\*