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\* \* \* First Change \* \* \* \*

### 6.2.x Location profiling for supporting location service enablement

#### 6.2.x.1 SLM client HTTP procedure

Upon receiving an HTTP POST request containing:

a) an Accept header field set to "application/vnd.3gpp.seal-location-info+xml";

b) a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and

c) an application/vnd.3gpp.seal-location-info+xml MIME body with a <request> element included in the <location-info> root element;

the SLM-C:

a) may send a location report as specified in clause 6.2.2.2.2.

#### 6.2.x.2 SLM server HTTP procedure

If the SLM-S needs to request the SLM-C to report its location, the SLM-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231 [16]. The SLM-S:

a) shall include a Request-URI set to the URI corresponding to the identity of the SLM-C;

b) shall include an Accept header field set to "application/vnd.3gpp.seal-location-info+xml";

c) shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";

d) shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:

1) shall include a <requested-identity> element with a <VAL-user-id> child element set to the identity of the VAL user whose location is requested; and

2) shall include a <request> element; and

e) shall send the HTTP POST request as specified in IETF RFC 7231 [16].

NOTE: Push notification service can be used to send HTTP POST request to the client. Details about the push notification service is out of scope this specification.

Editor's note: It is FFS which element(s) includes the access type and the positioning methods.

#### 6.2.x.3 SLM client CoAP procedure

Upon receiving an CoAP GET request where the CoAP URI of the CoAP GET request identifies the location resource as specified in Annex B.4.1.2.2.3.1, and containing:

a) an Accept option set to "application/vnd.3gpp.seal-location-info+cbor",

the SLM-C shall generate a CoAP 2.05 (Content) response according to IETF RFC 7252 [21]. In the CoAP 2.05 (Content) response message, the SLM-C:

a) shall include a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor";

b) shall include a "LocationReport" object:

1) shall include a "locInfo" object containing the location information; and

c) shall send the CoAP 2.05 (Content) response towards the SLM-S.

#### 6.2.x.4 SLM server CoAP procedure

If the SLM-S needs to request the SLM-C to report its location profile and the derivation of the requested location information report, the SLM-S shall generate a CoAP GET request according to procedures specified in IETF RFC 7252 [21]. The SLM-S:

a) shall set the CoAP URI identifying the location to be retrieved according to the resource definition in Annex B.4.1.2.2.3.1;

1) the "apiRoot" is set to the SLM-C URI;

b) shall include an Accept option set to "application/vnd.3gpp.seal-location-info+cbor";

c) shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [6].

Editor's note: It is FFS which element(s) includes the access type and the positioning methods.

\* \* \* End of changes \* \* \*