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\*\*\*\*1st Change\*\*\*\*

#### 5.1.6.1 General

A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup using appropriate access technology specific procedures.

NOTE 1: For CS systems based on 3GPP TS 24.008 [8], clause B.5 applies.

The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) or to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN) by applying access technology specific procedures described in the access technology specific annexes.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call as described in subclause 5.1.6.8.4.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:

1) perform an initial emergency registration, as described in subclause 5.1.6.2; and

2) attempt an emergency call as described in subclause 5.1.6.8.3.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN or subscribed SNPN) and the UE is not currently registered, the UE shall:

1) perform an initial emergency registration, as described in subclause 5.1.6.2; and

2) attempt an emergency call as described in subclause 5.1.6.8.3.

If the IM CN subsystem is selected and the UE is attached to a different network than its home operator's network (e.g. VPLMN or non-subscribed SNPN), the UE shall:

1) perform an initial emergency registration, as described in subclause 5.1.6.2; and

2) attempt an emergency call as described in subclause 5.1.6.8.3.

If the UE supports the emerg-reg timer defined in table 7.8.1, the UE shall start the emerg-reg timer when the UE decides that an emergency call is to be established via the IM CN subsystem. The UE shall stop the timer when the UE determines that an initial emergency registration, as described in subclause 5.1.6.2, is not required or upon receipt of any final SIP response during the initial emergency registration.

Prior to emerg-reg timer expiry and before the final reseponse for the initial emergency registration is received, the UE detects some failures such as:

1) any transport errors, connection loss or noresponse with the existing CSCF;

2) any RAT change request received prior to receiving final response for the initial emergency registration;

3) any SIP transaction timeout received prior to the final response for the initial emergency registration;

4) any SIP 3xx, 4xx (except 401), 5xx or 6xx response received to the emergency REGISTER request;

5) any lower layer failures detected; or

6) any implementation specific failure detected.

then, the UE shall:

1) if the initial REGISTER request for the initial emergency registration has been sent, consider that the emergency registration attempt for this P-CSCF has failed. The UE may retry registration on a different P-CSCF and if the UE has no more available P-CSCFs the UE considers the emergency registration to have failed and applies the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 6.1; and

2) if the initial REGISTER request for the initial emergency registration has not been sent:

- if the UE has successfully established an IP-CAN bearer for an emergency session, consider that the emergency registration attempt for this P-CSCF has failed. The UE may retry registration on a different P-CSCF and if the UE has no more available P-CSCFs the UE considers the emergency registration to have failed and applies the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 6.1; or

- if the UE has not successfully established an IP-CAN bearer for an emergency session, consider that the attempt to set up the emergency call via the IM CN subsystem has failed, abort any ongoing IP-CAN procedures for the emergency registration, and apply the procedures for domain selection as defined in 3GPP TS 23.167 [4B] clause H.5.

When the emerg-reg timer expires, the UE shall consider the emergency registration to have failed and applies the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 6.1.

The UE may support being pre-configured for the Emerg-reg timer using one or more of the following methods:

a) the Timer\_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C];

b) the Timer\_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and

c) the Timer\_Emerg-reg leaf of 3GPP TS 24.167 [8G].

If the UE is configured with both the Timer\_Emerg-reg leaf of 3GPP TS 24.167 [8G] and the Timer\_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Timer\_Emerg-reg leaf of the EFIMSConfigData file shall take precedence.

NOTE 2: Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].

If the IM CN subsystem is selected and the UE has no credentials the UE can make an emergency call without being registered. The UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

An IP-CAN can, dependent on the IP-CAN capabilities, provide local emergency numbers (including information about emergency service categories or information about emergency service URNs) to the UE which has that capability, in order for the UE to recognize these numbers as emergency call.

\*\*\*\*Next Change\*\*\*\*

## 7.8 IM CN subsystem timers

Table 7.8.1 shows recommended values for timers specific to the IM CN subsystem.

Table 7.8.1: IM CN subsystem

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Timer  | Value to be applied at the UE | Value to be applied at the P-CSCF | Value to be applied at the S-CSCF | Meaning |
| reg-await-auth | not applicable | not applicable | 4 minutes | The timer is used by the S-CSCF during the authentication procedure of the UE for registration. For detailed usage of the timer see subclause 5.4.1.2.The authentication procedure may take in the worst case as long as 2 times Timer F. The IM CN subsystem value for Timer F is 128 seconds. |
| request-await-auth | not applicable | not applicable | 4 minutes | The timer is used by the S-CSCF during the authentication procedure of the UE for requests different than REGISTER. For detailed usage of the timer see subclause 5.4.3.6.1.The authentication procedure may take in the worst case as long as 2 times Timer F. The IM CN subsystem value for Timer F is 128 seconds. |
| emerg-reg | Configurable value between 8 seconds and 50 seconds  | not applicable | not applicable | The timer is used by the UE to supervise the time from deciding that an emergency service is to be established via the IM CN subsystem until completion of the emergency registration procedure, including any required IP-CAN procedures. For detailed usage of the timer see subclause 5.1.6.1. |
| emerg-request | Configurable value between 5 seconds and 15 seconds  | not applicable | not applicable | The timer is used by the UE during initial request for emergency service. For detailed usage of the timer see subclause 5.1.6.8.1. |
| NoVoPS-dereg | Configurable value between 0 seconds and 65535 seconds | not applicable | not applicable | The timer is used by the UE when the UE receives a VoPS not supported indication from the lower layers and indicates the time the UE needs to wait before the UE deregisters from IMS if the UE is configured with a policy to deregister, see subclause B.3.1.0a, L.3.1.0a, U.3.1.0a and W.3.1.0a  |
| emerg-non3gpp | Configurable value between 5 seconds and 20 seconds | not applicable | not applicable | The timer is used by the UE to supervise the time for searching usable 3GPP access to setup an emergency call before attempting the emergency call via non-3GPP access.For detailed usage of the timer see subclauses R.2.2.6.1 and W.2.2.6.1. |

NOTE: The UE and the P-CSCF use the value of the reg-await-auth timer to set the SIP level lifetime of the temporary set of security associations.

\*\*\*\*End of Change\*\*\*\*