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* * * First Change * * * *
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* * * Next Change * * * *
[bookmark: _Toc45203950][bookmark: _Toc123577997][bookmark: _Toc27727492][bookmark: _Toc20154516]8.2.9.xx	ATSSS_REQUEST Notify payload
The ATSSS_REQUEST Notify payload is used to indicate the ATSSS request information for user plane resouces of the MA PDU session associated with the IKEv2 security association established by the IKEv2 message carrying the ATSSS_REQUEST Notify payload.
The ATSSS_REQUEST Notify payload is coded according to figure 8.2.9.xx-1 and table 8.2.9.xx-1.

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5

	ATSSS request information
	6



Figure 8.2.9.xx-1: ATSSS_REQUEST Notify payload format
Table 8.2.9.1xx-1: ATSSS_REQUEST Notify payload value
	Octet 1 is defined in IETF RFC 7296 [28].


	Octet 2 is the SPI Size field. It is set to 0 and there is no Security Parameter Index field.


	Octet 3 and Octet 4 are the Notify Message Type field. The Notify Message Type field is set to value xxxxx to indicate the ATSSS request information (see clause 8.1.2.3).


	Octet 5 is the Length field. This field indicates the length in octets of the ATSSS request information field.


	Octets 6 is ATSSS request information field. This field indicates the ATSSS request information. It is coded as the ATSSS request PCO parameter container contents defined in 3GPP TS 24.193 [xx] clause 6.1.6.2.




* * * Next Change * * * *
8.2.9.yy	ATSSS_RESPONSE Notify payload
The ATSSS_RESPONSE Notify payload is used to indicate the ATSSS response information for user plane resouces of the MA PDU session associated with the IKEv2 security association established by the IKEv2 message carrying the ATSSS_REQUEST Notify payload.
The ATSSS_RESPONSE Notify payload is coded according to figure 8.2.9.yy-1 and table 8.2.9.yy-1.

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5 - 6

	ATSSS response information
	7 – n



Figure 8.2.9.yy-1: ATSSS_RESPONSE Notify payload format
Table 8.2.9.yy-1: ATSSS_RESPONSE Notify payload value
	Octet 1 is defined in IETF RFC 7296 [28].


	Octet 2 is the SPI Size field. It is set to 0 and there is no Security Parameter Index field.


	Octet 3 and Octet 4 are the Notify Message Type field. The Notify Message Type field is set to value yyyyy to indicate the (see clause 8.1.2.3).


	Octet 5 and Octet 6 are the Length field. This field indicates the length in octets of the ATSSS response information field.


	Octets 7 to n are the ATSSS response information field. This field indicates ATSSS response information. It is coded as the ATSSS response with the length of two octets PCO parameter container contents defined in 3GPP TS 24.193 [xx] clause 6.1.6.3.



Editor's note:	Whether ATSSS rules need to be included in ATSSS_RESPONSE Notify payload is FFS.

[bookmark: _Toc20154452][bookmark: _Toc27727428][bookmark: _Toc45203886][bookmark: _Toc123577933]* * * Next Change * * * *
8.1.2.3	Private Notify Message - Status Types
The Private Notify Message Status Types defined in table 8.1.2.3-1 are used to indicate status notifications or additional information in a Notify payload which may be added to an IKEv2 message or IKE_AUTH request or IKE_AUTH response message according to the procedures described in the present document. Refer to table 8.1.2.3‑1 for more details on what each status type means.
Table 8.1.2.3-1: Private Status Types
	Notify Message
	Value
(in decimal)
	Descriptions

	REACTIVATION_REQUESTED_CAUSE 
	40961
	The IPsec tunnel associated to a PDN connection is released with a cause requesting the UE to reestablish the IPsec tunnel for the same PDN Connection after its release. 

	BACKOFF_TIMER
	41041
	The value of the backoff timer is included in the BACKOFF_TIMER Notify payload as specified in clause 8.2.9.1.

	PDN_TYPE_IPv4_ONLY_ALLOWED
	41050
	This value is used by the network to indicate that only PDN type IPv4 is allowed for the requested PDN connectivity.

	PDN_TYPE_IPv6_ONLY_ALLOWED
	41051
	This value is used by the network to indicate that only PDN type IPv6 is allowed for the requested PDN connectivity.

	DEVICE_IDENTITY
	41101
	The device identity type and/or identity value are included in the DEVICE_IDENTITY Notify payload as specified in clause 8.2.9.2.

	EMERGENCY_SUPPORT
	41112
	This status when present indicates that the ePDG supports emergency service. The EMERGENCY_SUPPORT Notify payload is coded according to clause 8.2.9.7.

	EMERGENCY_CALL_NUMBERS
	41134
	Additional local emergency call numbers that the UE may use for detecting UE initiated emergency calls. The EMERGENCY_CALL_NUMBERS Notify payload is coded according to clause 8.2.9.8.

	NBIFOM_GENERIC_CONTAINER
	41288
	The NBIFOM parameters are included in the NBIFOM_GENERIC_CONTAINER Notify payload as specified in clause 8.2.9.3.

	P-CSCF_RESELECTION_SUPPORT
	41304
	This status when present indicates that the UE supports the P-CSCF restoration extension for untrusted WLAN 

	PTI
	41501
	An INFORMATIONAL request message of an ePDG-initiated modification procedure is initiated by another INFORMATIONAL request message of an UE-initiated modification procedure. The PTI Notify payload is coded according to clause 8.2.9.5.

	IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY
	42011
	This status when present indicates that the UE supports IKEv2 multiple bearer PDN connectivity. 
The IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY Notify payload is coded according to clause 8.2.9.9.

	EPS_QOS
	42014
	This status when present indicates EPS QoS. The EPS_QOS Notify payload is coded according to clause 8.2.9.10.

	EXTENDED_EPS_QOS
	42015
	This status when present indicates extended EPS QoS. The EXTENDED_EPS_QOS Notify payload is coded according to clause 8.2.9.10A.

	TFT
	42017
	This status when present indicates TFT. The TFT Notify payload is coded according to clause 8.2.9.11.

	MODIFIED_BEARER
	42020
	This status when present indicates sender's ESP SPI. The MODIFIED_BEARER Notify payload is coded according to clause 8.2.9.12.

	APN_AMBR
	42094
	This status when present indicates APN-AMBR. The APN_AMBR Notify payload is coded according to clause 8.2.9.13.

	EXTENDED_APN_AMBR
	42095
	This status when present indicates extended APN-AMBR. The EXTENDED_APN_AMBR Notify payload is coded according to clause 8.2.9.14.

	N1_MODE_CAPABILITY 
	51015
	This status when present indicates support of N1 mode or N1 mode capability is disabled. The N1_MODE_CAPABILITY Notify payload is coded according to clause 8.2.9.15.

	N1_MODE_INFORMATION
	51115
	This status when present indicates N1 mode information. The N1_MODE_INFORMATION Notify payload is coded according to clause 8.2.9.16.

	N1_MODE_S_NSSAI_PLMN_ID
	52216
	This status when present indicates the PLMN ID that the S-NSSAI relates to. The N1_MODE_S_NSSAI_PLMN_ID Notify payload is coded according to clause 8.2.9.17.

	ATSSS_REQUEST
	xxxxx
	This status when present indicates the ATSSS request parameters. The ATSSS_REQUEST Notify payload is coded according to clause 8.2.9.xx.

	ATSSS_RESPONSE
	yyyyy
	This status when present indicates the ATSSS response parameters. The ATSSS_RESPONSE Notify payload is coded according to clause 8.2.9.yy.



The private notify message status type values:
-	between 49950 and 49999;
-	between 50950 and 50999;
-	between 51950 and 51999;
-	between 52950 and 52999;
-	between 53950 and 53999;
-	between 54950 and 54999; and
-	between 55500 and 55599;
will not be allocated to a Notify payload defined in the present specification.
The private notify message status type values between 55500 and 55599 shall be allocated in 3GPP TS 24.502 [77].

* * * End of Changes * * * *

