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[bookmark: _Toc99178846][bookmark: _Toc99178850][bookmark: _Toc101529354][bookmark: _Toc114864185][bookmark: _Toc124423791]* * * First Change * * * *
[bookmark: _Toc123645544][bookmark: _Toc22042883][bookmark: _Toc34303557][bookmark: _Toc34403839][bookmark: _Toc45281861][bookmark: _Toc51933089][bookmark: _Toc123644989]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BM-SC	Broadcast-Multicast Service Centre
CoAP	Constrained Application Protocol
SNRM-C	SEAL Network Resource Management Client
SNRM-S	SEAL Network Resource Management Server
PCF	Policy Control Function
SEAL	Service Enabler Architecture Layer for verticals
VAL	Vertical Application Layer
* * * Next Change * * * *
[bookmark: _Toc123645547]5.1	SEAL network resource management client (SNRM-C)
The SNRM-C functional entity acts as the application client for network resource management related transactions.
To be compliant with the HTTP procedures in the present document the SNRM-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [19];
b)	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [21]; and
c)	shall support the multicast resource management procedures in clause 6.2.3.
To be compliant with the CoAP procedures in the present document the SNRM-C:
a)-	shall support the role of CoAP client as specified in IETF RFC 7252 [23];
b)-	shall support the capability to observe resources as specified in IETF RFC 7641 [25];
c)-	shall support the block-wise transfer as specified in IETF RFC 7959 [24];
d)-	may support the robust block transfer as specified in IETF draft draft-ietf-core-new-block-14 [29];
e)-	should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [26];
f)-	shall support CBOR encoding as specified in IETF RFC 8949 [27];
g)-	shall support the procedures in clause 6.2.3; and
h)	shall support the procedure in clause 6.2.4.
NOTE 1:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [9].
NOTE 2:	Support for TCP for the CoAP procedures is required if the client connects over the network which blocks or impedes the use of UDP, e.g. when NATs are present in the communication path.
NOTE 3:	The CoAP protocol supports mechanism for reliable message exchange over UDP. Use of TCP can also be beneficial if reliable transport is required for other reasons, e.g. better observability of resources. Usage of CoAP over TCP is an implementation choice.
NOTE 4:	Support for the robust block transfer mechanism for the CoAP procedures is beneficial in environments where packet loss is highly asymmetrical and where performance optimization of block transfers is required.
* * * Next Change * * * *
[bookmark: _Toc123645548]5.2	SEAL network resource management SEAL server (SNRM-S)
The SNRM-S is a functional entity used to provide resource management of 3GPP system network resources (e.g. unicast, multicast) to one or more vertical applications.
To be compliant with the HTTP procedures in the present document the SNRM-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [19];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [21];
c)	shall support the unicast resource management procedures in clause 6.2.2; and
d)	shall support the multicast resource management procedures in clause 6.2.3.
To be compliant with the CoAP procedures in the present document the SNRM-C:
a)-	shall support the role of CoAP server as specified in IETF RFC 7252 [23];
b)-	shall support the capability to observe resources as specified in IETF RFC 7641 [25];
c)-	shall support the block-wise transfer as specified in IETF RFC 7959 [24];
d)-	shall support the robust block transfer as specified in IETF draft draft-ietf-core-new-block-14 [29];
e)-	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [26];
f)-	shall support CBOR encoding as specified in IETF RFC 8949 [27];
g)-	shall support the procedure in clause 6.2.3; and
h)-	shall support the procedure in clause 6.2.4.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [9].
* * * Next Change * * * *
[bookmark: _Toc99195442][bookmark: _Toc123645554]6.2.1.2	Authenticated identity in CoAP request
Upon receiving an CoAP request, the SNRM-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [9], and if authentication is successful, the SNRM-S shall use the identity of the sender of the CoAP request as an authenticated identity.
* * * Next Change * * * *
[bookmark: _Toc123645573]6.2.3.2.5	SNRM client CoAP procedure
Upon reception of an CoAP PUT request where the CoAP URI of the request identifies MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.2, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to create or update requested MBMS resource configuration resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [23];
c)	shall create or update the MBMS resource configuration resource pointed at by the CoAP URI with the content of "MbmsResourceConfig" object received in the request and return a CoAP 2.01 (Created) or a CoAP 2.04 (Changed) response; and
d)	if monitoring configuration is included in the "monitorConfig" attribute, shall start the monitoring accordingly.
* * * Next Change * * * *
[bookmark: _Toc123645586]6.2.3.3.5.1	MBMS bearer announcement procedure
Upon reception of an CoAP PUT request where the CoAP URI of the request identifies an MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.2, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update the requested VAL group document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SGM-C according to procedures specified in IETF RFC 7252 [23]; 
c)	shall create or update the MBMS resource configuration resource pointed at by the CoAP URI with the content of "MbmsResourceConfig" object received in the request and return a CoAP 2.01 (Created) or a CoAP 2.04 (Changed) response;
d)	if monitoring configuration is included in the "monitorConfig" attribute:
1)	if the "receptionQuality" attribute is present and is set to "true", shall start monitoring the MBMS bearer quality;
2)	if the "receptionQuality" attribute is not present or is present and is set to "false", shall stop monitoring the MBMS bearer quality;
3)	if the "unicastResource" attribute is present and is set to "true", shall start monitoring the associated unicast resource; and
4)	if the "unicastResource" attribute is not present or is present and is set to "false", shall stop monitoring the associated unicast resource; and
e)	shall check the condition for sending a listening status report.
[bookmark: _Toc123645587]* * * Next Change * * * *
6.2.3.3.5.2	MBMS bearer de-announcement procedure
Upon reception of an CoAP DELETE request where the CoAP URI of the request identifies MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.3, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP DELETE request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP DELETE request is not authorized to delete the requested MBMS resource configuration resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP DELETE request and skip rest of the steps;
b)	shall support handling an CoAP DELETE request from a SNRM-S according to procedures specified in IETF RFC 7252 [23];
c)	shall delete the MBMS resource pointed at by the CoAP URI];
d)	if monitoring configuration was included in the "monitorConfig" attribute, shall stop the monitoring accordingly; and
e)	shall check the condition for sending a listening status report.
[bookmark: _Toc123645621]* * * Next Change * * * *
6.2.4.2.4	SNRM server CoAP procedure
Upon reception of an CoAP POST request where the CoAP URI of the request identifies the QoS Sessions resource URI according to the resource definition in clause A.2.1.2.2.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP POST request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP POST request is not authorized to create the QoS session, shall respond with a 4.03 (Forbidden) response to the CoAP POST request and skip rest of the steps;
b)	shall support handling an CoAP POST request from a SNRM-C according to procedures specified in IETF RFC 7252  [23]; and
c)	shall create a new Individual QoS Session resource and for each VAL UE in the list of participants shall create a new Individual Session Participant resource and shall return a CoAP 2.01 (Created) response with the "QosSession" object including its resource URI in "resUri" attribute, and optionally a reporting configuration in "reportConf" attribute.
[bookmark: _Toc123645626]* * * Next Change * * * *
6.2.4.3.4	SNRM server CoAP procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies Individual QoS Session Participant resource as described in clause A.2.1.2.4.3.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update requested QoS session participant resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [23]; and
c)	shall update the individual QoS session paritcipant resource pointed at by the CoAP URI with the content of "SessionParticipant" object received in the request and return a CoAP 2.04 (Changed) response; and
d)	if reported QoS is included in "reportedQoS" attribute, shall determine any needed actions to fulfill the end-to-end QoS for the QoS session.
[bookmark: _Toc123645712]* * * Next Change * * * *
[bookmark: _Toc123645652][bookmark: _Toc106982301][bookmark: _Toc123645700]7.7.4U	IANA registration template for NetworkQoSManagementInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-network-QoS-managment-info +xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 7231 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.3.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
* * * Next Change * * * *
A.3.1.2.2.1	Description
The MBMS Rresource cConfiguration resource allows a SNRM-S to manage the MBMS Rresource Cconfiguration of an SNRM-C.
* * * Next Change * * * *
A.3.1.3.2.3	Type: MbmsResourceState
Table A.3.1.3.2.3-13: Definition of type MbmsResourceState
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi
	Tmgi
	M
	1
	Temprorary Mobile Group Identity for identifying the MBMS Resource.
	

	monitorConfig
	MbmsResourceMonitoringConfig
	M
	1
	MBMS Resource monitoring configuration of the SNRM-C.
	

	receptionQualityLevel
	integer
	O
	0..1
	Reception quality level measured for the MBMS bearer.
	

	suspendingState
	boolean
	O
	0..1
	Indicates if the MBMS bearer’s intended suspension state:
-	"true" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period;
-	"false" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period;
	

	unicastListeningState
	boolean
	O
	0..1
	Indicate the unicast listening status:
-	"true" indicates that the VAL UE is listening;
-	"false" indicates that the VAL UE is not listening;
	



* * * End of Changes * * * *
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