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	Reason for change:
	TS 33.503 states in clause 6.3.3.3.2 (due to the agreed CRs S3-223316 and S3-223706) the following:

If the CP-PRUK is stale, the PAnF treats it as invalid based on local policy. When receiving a Npanf_ProseKey_get request in such case, the PAnF responses with CP-PRUK not found.
And also:

If the 5G ProSe Remote UE receives from the 5G ProSe UE-to-Network Relay a Direct Connection Reject due to CP-PRUK ID not found in the network, the 5G ProSe Remote UE shall not attempt to reconnect with the 5G ProSe UE-to-Network Relay using the CP-PRUK ID. The 5G ProSe Remote UE may attempt to connect with the 5G ProSe UE-to-Network Relay using its SUCI. 
NOTE:	The CP-PRUK ID not being found condition is detected by the PAnF if it does not find a ProSe context info for the 5G ProSe Remote UE that corresponds to the received CP-PRUK ID. The 5G ProSe UE-to-Network Relay is informed of this condition via the AUSF of the 5G ProSe Remote UE and AMF of the 5G ProSe UE-to-Network Relay.

The above statements in YELLOW may give an indication that a new Rejection cause should be introduced in the RELAY KEY REJECT message to reflect the "CP-PRUK not found" situation.

But looking more closely, we can see that the current procedure can work without introducing a new Rejection cause in the RELAY KEY REJECT message due to the following reasons/motivation:

1- The intention of the "CP-PRUK not found" situation is to make the Remote UE use the SUCI instead of CP-PRUK ID.in the next PROSE DIRECT LINK ESTABLISHMENT REQUEST message as highlighted in GREEN above. This still can be achieved using the existing design, i.e. when the Remote UE gets a Rejection from the Relay UE due to security failure and the Remote UE has used CP-PRUK ID in the request, then the Remote UE can simply use the SUCI in the next attempt.

2- Actually the RELAY KEY REJECT message currently doesn’t contain any IE for Rejection causes since it was seen as no need for that, and it will be too late to add a new IE in the message given the stable state of Rel-17, and considering that the scenario can already be handled as specified in point 1).

Hence given the above, it is proposed to capture the intended scenario without introducing new IEs in the message and by just adding a NOTE that clarifies how the handling is achieved with current design.


	
	

	Summary of change:
	Adding a NOTE that clarifies how the "CP-PRUK not found" situation is handled.

It is worth to mention that, even that the change is just adding a NOTE, the change was seen important for Rel-17 for not having an assumption that stage-3 missed to align with stage-2/security requirements.

Backward compatibility analysis:
The CR is backward compatible since it doesn't change any existing functionality.


	
	

	Consequences if not approved:
	Not clear how the "CP-PRUK not found" situation is handled and how it is impacting network and UE, and misalignment with SA3 requirements.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc123896412]5.5.4.5	UE-initiated authentication and key agreement procedure not accepted by the network
If the UE-initiated authentication and key agreement procedure is not accepted by the network, the AMF shall:
a)	create a RELAY KEY REJECT message;
b)	set the PRTI IE of the RELAY KEY REJECT message to the PRTI value of the received RELAY KEY REQUEST message if the network decides to reject the RELAY KEY REQUEST message; or
NOTE:	The network decides to reject the RELAY KEY REQUEST message when e.g. the CP-PRUK is not found in the network.
	set the PRTI IE of the RELAY KEY REJECT message to the PRTI value of the received RELAY AUTHENTICATION RESPONSE message and include the EAP message IE set with EAP-failure message if the AMF receives an EAP-failure message from the AUSF; and
c)	send the RELAY KEY REJECT message to the UE.
Upon receiving the RELAY KEY REJECT message, the UE shall consider the authentication has failed and perform the PC5 signalling protocol procedure as specified in subclause 7.2.2.5 of 3GPP 24.554 [19E].
***** End of changes *****

