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A trusted non-3GPP access network (TNAN) includes a trusted non-3GPP access point (TNAP) and a trusted non-3GPP gateway function (TNGF). The TNAN and a UE initiate an exchange of EAP-Request and EAP-Response messages including Identity as specified in IETF RFC 3748 [9] for link layer authentication of the UE by the TNAP. Upon completion of the EAP-Request/Response messages, an exchange of the EAP-5G messages are initiated once the UE receives an EAP-Request/5G-Start from the TNGF. The UE also at that time informs the upper layers that the access stratum connection is established.
An exchange of the NAS messages which are encapsulated in EAP-5G messages occur until the UE is authenticated by the 5GCN. Upon completion of the UE authentication and reception of the EAP-Success by the UE, the UE and the TNAP employs the TNAP key to establish access specific layer-2 security such as 4-way handshake in case IEEE 802.11 [19] is used between the TNAP  and the UE.
Upon completion of successful establishment of access specific layer-2 security, the UE is configured with an IP address by TNAN by e.g. DHCP and the UE initiates an IKE_SA_INIT exchange as specified in IETF RFC 7296 [6].
The UE establishes the IP based secure connection by establishing an IKE SA and first child SA for NAS signalling traffic to the TNGF over NWt. Once the UE establishes the IKE SA and the signalling IPsec SA with the TNGF, the UE initiates establishment of a TCP connection for transport of NAS message with TNGF, secured using the signalling IPsec SA. The UE and the TNGF exchanges NAS messages over the TCP connection once it is established. Additional child SAs (user plane IPsec SAs) can be established to transfer user plane traffic (see clause 7.5).
An example of an IKE SA and first child SA establishment procedure is shown in figure 7.3A.1-1.The figure illustrates that EAP messages are employed for the communication between the UE and the TNAP while the TNAP is transparent to the communication between the UE and the TNGF when employing EAP-5G messages. Link layer protocol is used to exchange these messages between the UE and the TNAN. The internal protocol used for the communications between the TNAP and the TNGF, is illustrated as dashed lines in this figure and is out of the scope of 3GPP.


Figure 7.3A.1-1: IKE SA and first child SA establishment procedure for UE registration over trusted non-3GPP access
The TNAN selection procedure based on the TNAN information provided to the UE in the REGISTRATION REJECT message (see 3GPP TS 24.501 [4]) is specified in clause 7.3A.x.
***** Next change *****
[bookmark: _Toc20212093][bookmark: _Toc27744976][bookmark: _Toc36114777][bookmark: _Toc45271371][bookmark: _Toc51936630][bookmark: _Toc58230300][bookmark: _Toc123635626]7.3A.2.2	Identity transaction
Upon reception of EAP-Request/Identity message (as described in IETF RFC 3748 [9]), encapsulated in the link layer protocol packets from the TNAP, the UE shall:
a)	construct an EAP-Response/Identity message as described in IETF RFC 3748 [9] containing an NAI as specified in clause 28.7.6 or clause xxy of 3GPP TS 23.003 [8] to request a PLMN or SNPN when the trusted connectivity is 5G connectivity using trusted non-3GPP access; and
b)	transmit the EAP-Response of identity type encapsulated in the link layer protocol packets towards the TNAP.
***** Next change *****
7.3A.x	TNAN selection based on TNAN information provided to the UE in the REGISTRATION REJECT message
When the UE that supports slice-based TNGF selection receives TNAN information IE in the REGISTRATION REJECT message as specified in 3GPP TS 24.501 [4], the UE shall proceed as follows:
a)	If the SSID is included in the received TNAN information IE, the UE shall connect to a TNAN based on the received SSID; otherwise, the UE shall not change the previously used SSID; and
b)	If the TNGF ID is included in the received TNAN information IE, the UE shall construct a NAI taking the received TNGF ID into account as specified in clause xxy of 3GPP TS 23.003 [8]; otherwise, the UE shall construct the NAI as specified in clause 28.7.6 of 3GPP TS 23.003 [8].
Then the UE shall proceed with the EAP authentication as specified in clause 7.3A.2 and by using the new constructed NAI.

***** End of changes *****
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