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Abstract: This contribution discusses the background of the NSSRG restriction on pending NSSAI and the potential impact based on the new requirements from eNS_Ph3. This paper also analyzes some existing solutions and gives a feasible solution to address the editor’s note about NSSRG restriction on pending NSSAI.

1. Introduction
The topic of whether and how to apply the NSSRG restriction on pending NSSAI is raised in CT1#135e. A simple example is given:

Pre-info:
Configured NSSAI = {S-NSSAI 1, S-NSSAI 2, S-NSSAI 3, S-NSSAI 4};
NSSRG information:
S-NSSAI 1 = {v1, v2};
S-NSSAI 2 = {v1, v2};
S-NSSAI 3 = {v1, v3}
S-NSSAI 4 = {v4};

Step 1: the UE uses the requested NSSAI = {S-NSSAI 1, S-NSSAI 2} to initiate the registration.
Step 2: the S-NSSAI 1 is subjected to NSSAA. AMF sends to UE that S-NSSAI 1as a pending NSSAI and S-NSSAI 2 as a allowed NSSAI;
Step 3: when the S-NSSAI 1 is stored as a pending NSSAI, if the UE needs to obtain new services, whether S-NSSAI 4 can be included in the requested NSSAI is not clear.

Furtherly, CT1 sends the LS (C1-224073) to ask SA2 to provide a clarification in CT1#136e. SA2 has given some opinions in the reply LS (C1-226344) shown as follows:

“Question: Should the UE take the S-NSSAIs in the Pending NSSAI into account when applying NSSRG restrictions in the Requested NSSAI?

SA2 Answer: Yes, the UE should consider the S-NSSAI in Pending NSSAI as an S-NSSAI requested by the UE if the UE is still interested in the S-NSSAI of the Pending NSSAI and therefore the UE considers the S-NSSAIs in the Pending NSSAI which the UE is still interested in order to apply the NSSRG restrictions. The UE behaviour is captured in the attached CR.
For the case when the UE is no longer interested in a S-NSSAI in pending NSSAI is considered as a rare case and asks CT1 to develop solution for this scenario in stage 3.

SA2 also leaves it to CT1 to discuss whether to further enhance the work in Rel-18.”

During CT1#139 meeting, to address the case when the UE is no longer interested in an S-NSSAI in the pending NSSAI, CT1 has a vigorous and full discussion in Rel-17 and Rel-18. The key point is that some companies think we can ignore the case and some companies provide solutions to address the case. Finally, one CR in Rel-17 and one CR in Rel-18 are approved. Rel-17 CR (C1-227187) states the UE shall comply with NSSRG restriction on pending NSSAI and requested NSSAI, and the AMF shall comply with NSSRG restriction on allowed NSSAI and pending NSSAI. Rel-18 TS 24.501 states an editor’s note as follows:

Editor's note: It is FFS how to address the case when the UE is not interested in the S-NSSAI(s) in the pending NSSAI.
This paper aims to introduce the potential impact from FS_eNS_Ph3, analyze the related statements in Rel-17 and propose a feasible solution to resolve this issue in Rel-18.


2. Discussion
2.1. Scenario rationality

From the service level’s perspective, it is entirely possible for the user to choose a new network slice. 
· If no pending NSSAI exists, the UE can de-register the old network slices (e.g., allowed NSSAI) and request a completely new set of network slices that it is interested in and has not registered yet. 
· If the pending NSSAI exists, the UE also has a similar motivation to choose a new set of network slices just like no pending NSSAI existing scenario.

In addition, in the reply LS (C1-226344), SA2 also admits the case should be considered when the UE is no longer interested in an S-NSSAI.

For the case when the UE is no longer interested in a S-NSSAI in pending NSSAI is considered as a rare case and asks CT1 to develop solution for this scenario in stage 3.

SA2 also leaves it to CT1 to discuss whether to further enhance the work in Rel-18.

Observation 1: The case when the UE is no longer interested in an S-NSSAI in pending NSSAI is the real demand and needs solutions in stage 3.


[bookmark: _Hlk107855147]2.2. Analysis on Rel-17 statements 

In Rel-17 TS 24.501, the UE is required to ensure the requested NSSAI and the pending NSSAI, if any, share at least one common NSSRG value. It means the UE is forbidden to request an S-NSSAI which does not share at least NSSRG value with the existing pending NSSAI, though the UE is interested in that S-NSSAI. The scenario proposed in clause 2.1 is completely ignored.

“The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to the current PLMN or SNPN, if the S-NSSAI is neither in the rejected NSSAI nor associated to the S-NSSAI(s) in the rejected NSSAI. In addition, if the NSSRG information is available, the subset of configured NSSAI provided in the requested NSSAI shall be associated with at least one common NSSRG value. If the UE is in 5GMM-REGISTERED state over the other access and has already an allowed NSSAI for the other access, all the S-NSSAI(s) in the requested NSSAI for the current access shall share at least an NSSRG value common to all the S-NSSAI(s) of the allowed NSSAI for the other access. If the UE is simultaneously performing the registration procedure on the other access, the UE shall include S-NSSAIs that share at least a common NSSRG value across all access types. The S-NSSAIs in the pending NSSAI and requested NSSAI shall be associated with at least one common NSSRG value.”

In Rel-17 TS 24.501, the AMF is required to ensure the allowed NSSAI and the pending NSSAI, if any, share at least one common NSSRG value. If the result of NSSAA is a success, then this S-NSSAI will be added into the allowed NSSAI, which ensures the consistency of NSSRG values in the assigned allowed NSSAI. If the result of NSSAA fails, then this S-NSSAI will be added into the rejected NSSAI, which has no impact on the assigned allowed NSSAI. Thus, it guarantees the consistency of NSSRG values in the allowed NSSAI.

“The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to this PLMN or SNPN, if the S-NSSAI is neither in the rejected NSSAI nor associated to the S-NSSAI(s) in the rejected NSSAI. In addition, if the NSSRG information is available, the subset of configured NSSAI provided in the requested NSSAI shall be associated with at least one common NSSRG value. If the UE is in 5GMM-REGISTERED state over the other access and has already an allowed NSSAI for the other access, all the S-NSSAI(s) in the requested NSSAI for the current access shall share at least an NSSRG value common to all the S-NSSAI(s) of the allowed NSSAI for the other access. If the UE is simultaneously performing the registration procedure on the other access, the UE shall include S-NSSAIs that share at least a common NSSRG value across all access types. The S-NSSAIs in the pending NSSAI and requested NSSAI shall be associated with at least one common NSSRG value.”

Observation 2: The statements in Rel-17 secure the consistency of NSSRG values in the allowed NSSAI with the expense of the UE demand.

In the current mechanism, if the NSSRG values do not satisfy the NSSRG restriction, the AMF will believe the NSSRG information stored in the UE is not up to date and send the latest NSSRG information to the UE.

“If the AMF needs to update the NSSRG information and the UE has set the NSSRG bit to "NSSRG supported" in the 5GMM capability IE of the REGISTRATION REQUEST message, then the AMF shall include the new NSSRG information in the REGISTRATION ACCEPT message. In addition, the AMF shall start timer T3550 and enter state 5GMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.1.3.2.3.3.”

Observation 3: Without any further information, the AMF will always believe the NSSRG information stored in the UE is not up to date if the NSSRG restriction is not satisfied by the UE.


2.3. Motivation from Rel-18 FS_eNS_Ph3

[bookmark: _Hlk127309507]In Rel-18, FS_eNS_Ph3 has introduced a new feature to require the UE needs to register the network slice only on demand. More details can be found in the conclusion of KI#6 TR 23.700-41 and the latest CR in SA2 (S2-2301606).

That means the UE will register fewer network slices for the first time compared with the legacy UE. If the UE needs a new service, the UE will initiate new registration of the corresponding network slice. Thus, the odds of UE’s action that the UE is not interested in an S-NSSAI in pending NSSAI are several times higher than before. The case is not a rare case anymore and needs to be addressed in Rel-18.

Assuming that the Rel-17 regulation applies to Rel-18, the possible consequence is the UE is limited to using the new service and a long time will be wasted waiting for the result of the pending NSSAI. It is not a feasible idea.

Observation 4: New requirement in FS_eNS_Ph3 that the UE needs to register the network slice only on demand increases the necessity of the solution to address the NSSRG restriction on pending NSSAI other than ignoring the UE demand as Rel-17 does.


2.4. Analysis on historical ideas/solutions 

During the CT1#139 meeting, several companies propose their solutions/ideas for Rel-18.

Solution A (see C1-226758): The UE provides a UE indication to indicate the requested NSSAI is created without considering pending NSSAI. The AMF checks NSSRG values without considering pending NSSAI. However, how AMF handles the pending NSSAI is not been mentioned. Besides, it has a problem when Rel-18 UE interacts with the legacy network. The legacy network does not know such an indication and believes the NSSRG information stored on the UE side is not up to date. It may cause the legacy network to send the new network information to the UE.

Solution B (see C1-226368): The AMF determines how to update pending NSSAI using UCU messages when the NSSAA result comes out. This solution keeps the consistency of NSSRG values in the allowed NSSAI and introduces an IE in the UCU message. However, the consequence of no indication from UE is that, the no-updated UE may unintentionally “trick” networks with a “false demand”. The network mistakenly believes no-updated UEs are not interested in pending S-NSSAIs because the current allowed NSSAI does not share any NSSRG values with pending NSSAI. Besides, the backward compatibility issue exists in the interaction between Rel-18 UE with the legacy network.

Solution C (see C1-226647): It introduces a new IE, abandoned NSSAI IE, allowing UE to include some uninterested S-NSSAI. The UE and AMF remove the uninterested S-NSSAI from the pending NSSAI. The AMF still ensures the allowed NSSAI and pending NSSAI share at least one common NSSRG value. This solution admits the UE demand and emphasizes the NSSRG values in the allowed NSSAI and pending NSSAI. However, removing the pending S-NSSAI directly in the AMF is not an excellent choice. Compared with solution B, the NSSAA result received later is discarded and no longer used to notify the UE, especially the case the result fails. The current session between AMF and NSSAAF is futile and the AMF needs to perform NSSAA again when the UE re-requests that slice. Besides, the backward compatibility issue exists because legacy AMFs will be dazed to understand Rel-18 UE’s behaviors (UE does not follow NSSRG values between requested NSSAI and pending NSSAI).

Observation 5: Some proposed solutions have backward compatibility issues, especially in the case of Rel-18 UE interacting with the Rel-17 AMF.

Solution D (see C1-226745): The AMF let the UE to re-initiate registration if AMF is unable to determine allowed NSSAI when NSSAA is successful. When the NSSAA result of pending NSSAI is a success and it is conflict with the NSSRG values of the current allowed NSSAI, the AMF is unable to determine and let the UE determine the real demand. However, if the NSSRG values stored on the UE side are not updated, the above procedures may be repeated and the allowed NSSAI can not be determined in a short time. It may increase the signaling flows.

Solution E (see C1-226694): If the UE is no longer interested in the S-NSSAI of the Pending NSSAI, the UE deletes the S-NSSAI. This solution only mentions the UE behaviors, the UE deletes the S-NSSAI locally, but the network still maintains the pending NSSAI. How AMF handles the pending NSSAI is not been mentioned.

Solution/idea F: same actions as Rel-17 statements. There are no backward compatibility issues. However, it is an idea, not a solution. It ignores the UE demand without any suggestive opinion on resolving this. More important of all, the challenges prohibited in observation 2 and observation 4 will never be overcome in Rel-18.

Observation 6: The historical solutions/ideas all need to be enhanced. The following should be considered:
a) UE needs to provide some related information to AMF;
b) AMF needs to handle the pending NSSAI after the NSSAA result comes out; and
c) backward compatibility issues when the Rel-18 UE interacts with the Rel-17 AMF.


2.4. Proposal

Based on the current statements in Rel-17 and FS_eNS_Ph3 in Rel-18, we seek a feasible solution in Rel-18 to satisfy the above two aspects (i.e., UE demand, and consistency of NSSRG values in the allowed NSSAI). Besides, the backward compatibility issue mentioned in subclause 2.4 should be resolved.

Solution details in steps:
1) The AMF provides a network indication to indicate whether the UE is allowed to ignore the pending NSSAI or not. 
2) The UE can send the UE indication only when the network indication is received. The UE requests one or more S-NSSAIs not sharing a common NSSRG value with the S-NSSAI(s) of the pending NSSAI.
3) With the UE indication, the AMF enforces the NSSRG restriction without checking the pending NSSAI. Regardless the UE indication, sharing at least one common NSSRG value between the allowed NSSAI and the pending NSSAI is not required in the AMF. The AMF only ensures the consistency of NSSRG values in the allowed NSSAI.
4) After the NSSAA of the {pending S-NSSAI} is completed, if the result fails, the AMF includes it in the rejected NSSAI. If the result is a success and it shares common NSSRG values with the current allowed NSSAI, the AMF includes it in the allowed NSSAI. If the result is a success but it fails to share common NSSRG values with the current allowed NSSAI, the AMF utilizes the UCU message to update the pending NSSAI. The new pending NSSAI includes the old pending NSSAI except {the S-NSSAI}.

Proposal 1: The AMF provides a network indication to indicate whether the UE is allowed to ignore the pending NSSAI. Under this, the UE can provide the UE indication to tell the AMF to enforce the NSSRG restriction without checking the pending NSSAI. The AMF updates the NSSAA result of the pending NSSAI utilizing the UCU message.

Backward compatibility analysis
The Rel-18 network may include the network indication to the legacy UE. But the legacy UE will never know the meaning and always consider the NSSRG values of the pending NSSAI as Rel-17 does. Then, the Rel-18 network will comply with NSSRG restrictions on allowed NSSAI and pending NSSAI because no UE indication will be received in such cases. Updating pending NSSAI will never happen in the future. 

The legacy network will never send the network indication to the Rel-18 UE. So, the Rel-UE is not allowed to ignore the NSSRG values of the pending NSSAI. The Rel-18 UE will act as Rel-17 stated. Updating pending NSSAI will also never happen in the future. 

Observation 7: Proposal 1 is backward compatible.


3. Conclusion
Observation 1: The case when the UE is no longer interested in an S-NSSAI in pending NSSAI is the real demand and needs solutions in stage 3.

Observation 2: The statements in Rel-17 secure the consistency of NSSRG values in the allowed NSSAI with the expense of the UE demand.

Observation 3: Without any further information, the AMF will always believe the NSSRG information stored in the UE is not up to date if the NSSRG restriction is not satisfied by the UE.

Observation 4: New requirement in FS_eNS_Ph3 that the UE needs to register the network slice only on demand increases the necessity of the solution to address the NSSRG restriction on pending NSSAI other than ignoring the UE demand as Rel-17 does.

Observation 5: Some proposed solutions have backward compatibility issues, especially in the case of Rel-18 UE interacting with the Rel-17 AMF.

Observation 6: The historical solutions/ideas all need to be enhanced. The following should be considered:
a) UE needs to provide some related information to AMF;
b) AMF needs to handle the pending NSSAI after the NSSAA result comes out; and
c) backward compatibility issues when the Rel-18 UE interacts with the Rel-17 AMF.
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In this paper, we introduce the scenario rationality and analyze the Rel-17 statements on the issue of NSSRG restriction on pending NSSAI. In addition, the potential impact from FS_eNS_Ph3 is elaborated. On this basis, this paper analyzes some solutions in detail. At last, a feasible solution is proposed on the UE side and AMF side without any backward compatibility issues. 

The CR implementing the proposed solution is attached as C1-230468.

