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Introduction

3GPP TS 24.545 [1] indicates that there is need of a new IANA UDP pot allocation for the SEAL off-location management protocol (SLMP). However, at the last CT plenary (#98e), it was indicated by the Chair that IETF has indicated to 3GPP that allocation of new ports used only for 3GPP is very difficult and only justified if there is no other alternative.
This paper describes the status of the SLMP, analyses potential alternatives, and finally the present paper proposes a way forward to resolve the current issue on new IANA UDP port allocation.

2
Discussion
2.1
General

3GPP TS 24.545 [1] was updated in the Rel-17 with the definition of a new protocol for off-network location management, i.e., the SEAL off-location management protocol (SLMP). The definition of this protocol relies on a new IANA UDP port allocation which is capture in the specification by editor’s note and in the Annex C on IANA “UDP port registration form”.

At the last CT plenary (#98e), the CT Chair indicated that IETF has indicated to 3GPP that allocation of any new port, which is only used by 3GPP networks, will be likely rejected. The only exception is if there is no alternative possible than allocation a new IANA port.
Additionally, the CT Chair brought to the attention that 3GPP has developed a TR, i.e., 3GPP TR 29.941 [2] (under CT4 responsibility) which provides alternatives to IANA ports for resolving the problem with allocating port numbers for new 3GPP interfaces. Furthermore, CT4 has developed a new specification, i.e., 3GPP TS 29.641 [3] under the WID on Repository for the 3GPP Allocated Port Numbers for New 3GPP Interfaces [PortAl]. This specification provides 3GPP procedures for Service Name and Port Number registry management. These procedures should be followed by 3GPP WGs when requesting new port numbers for the 3GPP allocated port number solution#6, which is specified in clause 4.4 of the 3GPP TR 29.941 [2].
2.2
Alternative to new IANA UDP port for SLMP
It is important to note that the new UDP port which is required for SLMP is in fact only used within 3GPP networks so an alternative which does not rely on a new IANA port should be investigated.
3GPP TR 29.941 [2] provides different alternatives (8 in total) which are summarized in the following table:

	Solution
	Port allocation method
	Applicable transport layer protocol
	Suitable (NOTE)
	Comments

	
	
	
	Inter-domain 
	Intra-domain
	

	#1
	Un-assigned
	UDP, TCP, SCTP
	Part
	Yes
	DNS infrastructure based solution (DNS-SD)

The port number is selected dynamically by the interface application locally. DNS server is kept up-to-date with the records like hostnames, IP addresses, locally assigned port numbers, service names supported, etc. for application clients to discover using DNS PTR query.
This solution is suitable for inter-domain scenario with certain limitations.

Inter-PLMN service discovery can be provided using operator DNS servers connected to the IPX, the private, inter-operator IP backbone network. But if the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown to security gateway/firewall.

	#2
	Un-assigned
	UDP, TCP, SCTP
	Part
	Yes
	DNS infrastructure based solution (DNS SRV)

This is an alternative to solution#1 in which there is only one logical instance of service <Service> and all clients are expected to use that one logical instance. Application clients can discover the server end point details using DNS SRV query.

Requires DNS infrastructure application clients that support DNS queries.
This solution is suitable for inter-domain scenario with certain limitations.
Inter-PLMN service discovery can be provided using operator DNS servers connected to the IPX, the private, inter-operator IP backbone network operator DNS servers connected to the IPX, the private, inter-operator IP backbone network. But if the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown to security gateway/firewall.

	#3
	Un-assigned
	UDP, TCP, SCTP
	No
	Yes
	Multicast DNS based solution (mDNS)

Instead of sending the DNS query to a unicast DNS server, the query is sent to a link-local multicast address. The nodes are implemented with mDNS resolver and responder. The node supporting the service responds to the mDNS query.

This solution is not suitable for Inter-domain scenario, because multicast is restricted to local link.

	#4
	Un-assigned
	UDP, TCP, SCTP
	Part
	Yes
	Unicast DNS based solution (uDNS)

Similar to Solution#3 with only difference that the mDNS query is sent to a pre-configured IP address instead of the link-local multicast address.
This solution is suitable for inter-domain scenario with certain limitations.

If the IP address can be dynamically resolved, e.g. using an FQDN to retrieve an IP from the DNS and inter-domain interface is secured it can be used for Inter-domain scenario. But if DNS has to be used, then this solution has less value than the Solution#1 and the Solution#2.

	#5
	Fixed
	SCTP
	Yes
	Yes
	SCTP MUX based solution using standardized PPID (SCTP MUX)

All new interfaces/applications use a common standardized port number and unique standardized SCTP Payload Protocol Identifier (PPID). The server side implements an SCTP multiplexer that distributes the traffic to intended applications based on PPID value.
This solution is suitable for Inter-domain scenario.

	#6
	Fixed
	UDP, TCP, SCTP
	Part
	Yes
	3GPP allocated port number solution (3GPP)

IANA does not assign any port number from the Dynamic/Private range [49152 - 65535]. If 3GPP standardizes a subrange [65400 - 65500] from this range for 3GPP interfaces and starts allocating port numbers, this may cause port number clash during the actual deployments.

This solution is suitable for inter-domain scenario with certain limitations. The limitation may be mitigated if firewall implementations will start supporting 3GPP allocated port number range.

	#7
	Fixed
	UDP, TCP, SCTP
	No
	Yes
	OAM allocated port number solution (OAM)

Operator becomes responsible for allocating port numbers via OAM from either the User range [1024-49151] or from the Dynamic/Private range [49152 - 65535]. Operator is also responsible for avoiding port number clashes.
This solution is not suitable for Inter-domain scenario.

	#8
	Un-assigned
	UDP, TCP, SCTP
	Yes
	Yes
	Port Registration and Retrieval via NRF based solution (NRF)

NRF is enhanced to support the registration of port number information and the retrieval of the port number by an application client. An application client can use the NF Discovery service to retrieve the port number of a specific protocol, by indicating the protocol type.

On client side, this solution requires support of SBI interface to NRF. On server side, NRF will need to support port number registration and discovery for non-SBI interfaces/applications. If the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown for security gateway/firewall.
This solution is suitable for inter-domain scenario.

	NOTE:
'Part' indicates the solution is partially suitable for the inter-domain scenario and certain limitations need to be considered. For instance, with inter-domain scenario, it is not possible to prevent firewalls/security gateways located between two domains from restricting outgoing/incoming network traffic for a specific port not assigned by IANA. It is therefore strongly recommended for 3GPP to apply to IANA for assigned service name and port number.


When considering the case of the SLMP only the solution #6 (3GPP allocated port number solution) seems appropriate as none of the others seems to be applicable to the SLMP case.

The solution #6 relies in allocating a 3GPP port number (3GPP decided to set aside a sub-range of 101 ports from 65400 to 65500) which is to be documented in 3GPP TS 29.641 [3].
Finally, there is need of follow an appropriate procedure for allocating the 3GPP port number as follows (see [3]):
[image: image1.png]4.2 3GPP allocated Service Name and Port Number registry
This clause specifies 3GPP procedure for the port number allocation based on the solution#6 (see clause 4.4 in
3GPP TR 29.941 [2]).

1. Ifa 3GPP working group decides to utilize 3GPP allocated port number solution#6. the working group -
a. Therequest should be for a protocol, which is supported by intra-domain interface(s).

b. The request should indicate that the request cannot meet IANA/IETF requirements for the port number
allocation (see Annex C in 3GPP TR 29.941 [2]).

c. Therequest should indicate that solution#6 is preferable and selected after evaluating other solutions specified in
3GPP TR 29.941 [2].

2. 3GPP CT4 shall inform the 3GPP WG that has requested new port number allocation and also may inform
other, relevant 3GPP WGs about the decision. 3GPP CT4 creates respective CR. If CT plenary approves the CR.
then the assigned port number will be added to the Table 5-1 (see clause 5).




Hence, it is proposed to liaise CT4 requesting a new 3GPP allocated port number for SLMP. CT1 should wait for the CT4 reply before updating 3GPP TS 24.545 [1].

However, note that 3GPP TS 24.545 [1] is not the only CT1 specification which indicate the need of a new IANA UDP port. Actually, 3GPP TS 24.538 [4] also in Rel-17 indicates the need of such a new IANA port and the authors of this papers provided the IANA UDP registration template (see C1-226038 [5]). To the authors of this paper it seems that the 3GPP TS 24.538 [4] may also benefit from requesting a new 3GPP allocated port number, and therefore an LS capturing the need of two different 3GPP allocated port numbers for CT1 protocols should considered by CT1.
3
Conclusion

The authors of this paper provide information about the issue that IETF has indicated to 3GPP; the allocation of any new port, which is only used by 3GPP networks, will be likely rejected. The only exception is if there is no alternative possible than allocation a new IANA port.

To overcome the issue of allocating any new IANA port, 3GPP studied a number of alternatives that 3GPP WGs need to consider (see 3GPP TR 29.941 [2]). As a result of that work, CT4 created a 3GPP registry for Service Names and Port Numbers (3GPP TS 29.641 [3]) under the WID on Repository for the 3GPP Allocated Port Numbers for New 3GPP Interfaces [PortAl].

When considering the SLMP case, the use of a 3GPP allocated port number seems best. In order to proceed with this port number allocation the procedures defined by 3GPP TS 29.641 [3] needs to be followed which requires the sending on a request to CT4. In the Rel-17 version of 3GPP specifications another protocol also requires a new port number (see 3GPP TS 24.538 [4]).
The authors provide a draft outgoing liaison statement to CT4 for requesting allocation of new port numbers for CT1 protocols (see C1-23072). Note that CT1 should consider to send a common LS to CT4 if also the protocol in 3GPP TS 24.538 [4] can work with a 3GPP allocated port number.
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