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	Reason for change:
	In the CT1#137-e meeting, the CR4615 against TS 24.501 was agreed and later approved by TSG CT (i.e., CP-222146).

The CR proposed to make corrections related to the relay key request procedure including the message definition of the new RELAY KEY ACCEPT message (i.e., the mandatory Relay key response parameters IE format and length).

However, the published TS 24.501 v17.8.0 failed to implement the CR4615 correctly as the correction ot the Relay key response parameters IE format was not implemented in the new version of the specification. This means that implementers cannot implement correctly the new RELAY KEY ACCEPT message.

So this CR proposed to correct the implementation error of approved CR4615 so that the format of the Relay key response parameters IE is fixed.

This issue is in fact serious as it has been discovered by the ETSI TF160 team that implements the RAN5 test cases in TTCN. So test cases cannot be developed for the new RELAY KEY ACCEPT message. Note that the format of the mandatory Relay key response parameters IE does not match the length specified.

	
	

	Summary of change:
	Correct the implementation of approved CR4615 so that the message definition of the new RELAY KEY ACCEPT message is fixed (i.e., the Relay key response parameters IE format).

Backward Compatibility Analysis
The CR is backward compatible as the new RELAY KEY ACCEPT message cannot be implemented based on the current message definition. Note that the format of the Relay key response parameters IE does not match the length specified.

	
	

	Consequences if not approved:
	Wrong implementation of CR4615 remains which causes undesired behavior as the Relay key response parameters IE format is wrong for the new RELAY KEY ACCEPT message. Hence, implementers cannot implement the mandatory Relay key response parameters IE as currently specified.
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[bookmark: _Toc114485209]8.2.35.1	Message definition
The RELAY KEY ACCEPT message is sent by the AMF to the UE as specified in 3GPP TS 33.503 [56]. See table 8.2.35.1.
Message type:	RELAY KEY ACCEPT
Significance:	dual
Direction:	network to UE
Table 8.2.35.1: RELAY KEY ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Relay key accept message identity
	Message type
9.7
	M
	V
	1

	
	PRTI
	ProSe relay transaction identity
9.11.3.88
	M
	V
	1

	
	Relay key response parameters
	Relay key response parameters
9.11.3.90
	M
	TLV-E
	51-65537

	78
	EAP message
	EAP message
9.11.2.2
	O
	TLV-E
	7-1503
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