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	Reason for change:
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	Summary of change:
	For service provisionin reposnse, for each EES information the security credential is added.  
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* * * First Change * * * *
[bookmark: _Toc61651673][bookmark: _Toc65746347][bookmark: _Toc101529489][bookmark: _Toc104651416]9	Security
The authentication and authorization between EEC and ECS shall be as specified in 3GPP TS 33.558 [7].
The authentication and authorization between EEC and EES shall be as specified in 3GPP TS 33.558 [7].
The security credentials to be used for verification and authorization of various API requests from EEC shall be as specified in 3GPP TS 33.558 [7].
[bookmark: _GoBack]The EEC, prior to consuming services offered by the EES APIs, may obtain the "access tokens" from the ECS, by invoking the Eecs_ServiceProvisioning service, as described in 3GPP TS 33.558 [7]. 
* * * End of Changes * * * *
