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1. Overall Description:
[bookmark: _Hlk118277894]CT1 has discussed the failure case of direct link establishment procedure for UE-to-network relay due to the following scenarios:
Scenario 1) After the relay UE receives the direct link establishment request, integrity verification of the message was successful but decrypted RSC value is not matched with the one that it sent in the discovery message.
Scenario 2) After successful processing of the direct link establishment request, during Direct Security Mode procedure, the integrity protection verification of Direct Security Mode Command message or Direct Security Mode Complete message fails.
TS 33.503 does not specify the protocol details whether the UE has to send the relevant rejection message 
From protocol design point of view, without sending the reject message, the peer UE will re-attempt the direct link establishment procedure up to the implementation specific maximum times as per current specification. CT1 has discussed to send the rejection message to the peer UE with appropriate cause value to avoid such unnecessary reattempting, but it was suggested to check with SA3 if there is any security issue.
2. Actions:
To SA WG3 group.
ACTION: 	CT WG1 asks SA WG3 group to provide CT WG1 feedback for above mentioned failure cases whether sending the reject message could bring any security issues.

3. Date of Next CT1 Meetings:
CT1#140	27th February - 03rd March 2023		Athens, Greece
CT1#141e	17th - 21st April 2023 		E-Meeting

