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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc114843790]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-GUTI	5G-Globally Unique Temporary Identifier
5GMM	5GS Mobility Management
5GS	5G System
ACDC	Application specific Congestion control for Data Communication
AKA	Authentication and Key Agreement
AMBR	Aggregate Maximum Bit Rate
APN	Access Point Name
APN-AMBR	APN Aggregate Maximum Bit Rate
ARP	Allocation Retention Priority
BCM	Bearer Control Mode
CIoT	Cellular IoT
CP-CIoT	Control Plane CIoT
CP-EDT	Control Plane EDT
CSG	Closed Subscriber Group
E-UTRA	Evolved Universal Terrestrial Radio Access
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAB	Extended Access Barring
ECM	EPS Connection Management
eDRX	Extended idle-mode DRX cycle
EDT	Early Data Transmission
EENLV	Extended Emergency Number List Validity
eKSI	Key Set Identifier for E-UTRAN
EMM	EPS Mobility Management
eNode B	Evolved Node B
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
EPS-UPIP	User-plane integrity protection in EPS
ESM	EPS Session Management
GBR	Guaranteed Bit Rate
GEO	Geostationary Orbit
GUMMEI	Globally Unique MME Identifier
GUTI	Globally Unique Temporary Identifier
HeNB	Home eNode B
HRPD	High Rate Packet Data
IoT	Internet of Things
IP-CAN	IP-Connectivity Access Network
ISR	Idle mode Signalling Reduction
kbps	Kilobits per second
KSI	Key Set Identifier
L-GW	Local PDN Gateway
LEO	Low Earth Orbit
LHN-ID	Local Home Network Identifier
LIPA	Local IP Access
M-TMSI	M-Temporary Mobile Subscriber Identity
Mbps	Megabits per second
MBR	Maximum Bit Rate
MEO	Medium Earth Orbit
MME	Mobility Management Entity
MMEC	MME Code
MT-EDT	Mobile Terminated-Early Data Transmission
MUSIM	Multi-USIM
NB-IoT	Narrowband IoT
NR	New Radio
NSSAI	Network Slice Selection Assistance Information
PD	Protocol Discriminator
PDN GW	Packet Data Network Gateway
ProSe	Proximity-based Services
PSM	Power Saving Mode
PTI	Procedure Transaction Identity
QCI	QoS Class Identifier
QoS	Quality of Service
RACS	Radio Capability Signalling Optimisation
RLOS	Restricted Local Operator Services
ROHC	RObust Header Compression
RRC	Radio Resource Control
S-NSSAI	Single NSSAI
S-TMSI	S-Temporary Mobile Subscriber Identity
S101-AP	S101 Application Protocol
S1AP	S1 Application Protocol
SAE	System Architecture Evolution
SCEF	Service Capability Exposure Function
SDNAEPC	Secondary DN authentication and authorization over EPC
SGC	Service Gap Control
SIPTO	Selected IP Traffic Offload
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
TFT	Traffic Flow Template
TI	Transaction Identifier
TIN	Temporary Identity used in Next update
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
URN	Uniform Resource Name
USS	UAS Service Supplier
UUAA	USS UAV Authorization/Authentication
V2X	Vehicle-to-Everything
WUS	Wake-Up Signal
[bookmark: _Hlk118708345]***** Next change *****
[bookmark: _Toc20218097][bookmark: _Toc27743982][bookmark: _Toc35959553][bookmark: _Toc45202986][bookmark: _Toc45700362][bookmark: _Toc51920098][bookmark: _Toc68251158][bookmark: _Toc114844145]6.4.3.1	General
The purpose of the EPS bearer context modification procedure is to modify an EPS bearer context with a specific QoS and TFT, or re-negotiate header compression configuration associated to an EPS bearer context. The EPS bearer context modification procedure is initiated by the network, but it may also be initiated as part of the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure.
The network may also initiate the EPS bearer context modification procedure to update the Measurement Assistance Information. See clause 4.4 of 3GPP TS 24.193 [61].
The network may also initiate the EPS bearer context modification procedure to update the APN-AMBR of the UE, for instance after an inter-system handover. See 3GPP TS 23.401 [10] annex E.
The MME may also initiate the EPS bearer context modification procedure to update the WLAN offload indication to the UE, for instance after the MME received an updated WLAN offload indication of a PDN Connection from HSS. See 3GPP TS 23.401 [10] clause 4.3.23.
The MME may also initiate the EPS bearer context modification procedure to update information required for inter-system change from S1 mode to N1 mode (e.g. session-AMBR, QoS rule(s)). See 3GPP TS 24.501 [54].
The network may initiate the EPS bearer context modification procedure together with the completion of the service request procedure.
The network may initiate the EPS bearer context modification procedure to initiate the procedure for the UUAA-SM for the UAS services.
The network may initiate the EPS bearer context modification procedure to initiate the procedure for the secondary DN authentication and authorization over EPC when the UE indicates its support for the secondary DN authentication and authorization over EPC.
***** Next change *****
[bookmark: _Toc20218099][bookmark: _Toc27743984][bookmark: _Toc35959555][bookmark: _Toc45202988][bookmark: _Toc45700364][bookmark: _Toc51920100][bookmark: _Toc68251160][bookmark: _Toc114844147]6.4.3.3	EPS bearer context modification accepted by the UE
Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, if the UE provided an APN for the establishment of the PDN connection, the UE shall stop timer T3396, if it is running for the APN provided by the UE. If the UE did not provide an APN for the establishment of the PDN connection and the request type was different from "emergency" and from "handover of emergency bearer services", the UE shall stop the timer T3396 associated with no APN if it is running. If the MODIFY EPS BEARER CONTEXT REQUEST message was received for an emergency PDN connection, the UE shall not stop the timer T3396 associated with no APN if it is running. For any case, the UE shall then check the received TFT before taking it into use and send a MODIFY EPS BEARER CONTEXT ACCEPT message to the MME.
If the MODIFY EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]), the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the EPS bearer context modification is related (see clause 6.5.3 and clause 6.5.4).
If the MODIFY EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]) and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
If the EPS bearer context that is modified is a GBR bearer and the MODIFY EPS BEARER CONTEXT REQUEST message does not contain the Guaranteed Bit Rate (GBR) and the Maximum Bit Rate (MBR) values for uplink and downlink, the UE shall continue to use the previously received values for the Guaranteed Bit Rate (GBR) and the Maximum Bit Rate (MBR) for the corresponding bearer.
The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.
If a WLAN offload indication information element is included in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the WLAN offload acceptability values for this PDN connection and use the E-UTRAN offload acceptability value to determine whether this PDN connection is offloadable to WLAN or not.
If the UE receives an APN rate control parameters container in the protocol configuration options IE or extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the APN rate control parameters value and use the stored APN rate control parameters value as the maximum allowed limit of uplink user data related to the corresponding APN in accordance with 3GPP TS 23.401 [10]. If the UE has a previously stored APN rate control parameters value for this APN, the UE shall replace the stored APN rate control parameters value for this APN with the received APN rate control parameters value.
If the UE receives an additional APN rate control parameters for exception data container in the protocol configuration options IE or extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the additional APN rate control parameters for exception data value and use the stored additional APN rate control parameters for exception data value as the maximum allowed limit of uplink exception data related to the corresponding APN in accordance with 3GPP TS 23.401 [10]. If the UE has a previously stored additional APN rate control parameters for exception data value for this APN, the UE shall replace the stored additional APN rate control parameters for exception data value for this APN with the received additional APN rate control parameters for exception data value.
If the UE receives a small data rate control parameters container in the protocol configuration options IE or the extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the small data rate control parameters value and use the stored small data rate control parameters value as the maximum allowed limit of uplink user data for the corresponding PDU session that becomes transferred after inter-system change from S1 mode to N1 mode in accordance with 3GPP TS 23.501 [58]. If the UE has a previously stored small data rate control parameters value for this PDU session, the UE shall replace the stored small data rate control parameters value for this PDU Session with the received small data rate control parameters value.
If the UE receives an additional small data rate control parameters for exception data container in the protocol configuration options IE or the extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the additional small data rate control parameters for exception data value and use the stored additional small data rate control parameters for exception data value as the maximum allowed limit of uplink exception data for the corresponding PDU session that becomes transferred after inter-system change from S1 mode to N1 mode in accordance with 3GPP TS 23.501 [58]. If the UE has a previously stored additional small data rate control parameters for exception data value for this PDU session, the UE shall replace the stored additional small data rate control parameters for exception data value for this PDU session with the received additional small data rate control parameters for exception data value.
Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message with a session-AMBR and QoS rule(s) in the protocol configuration options IE or the extended protocol configuration options IE, the UE stores the session-AMBR and QoS rule(s) for use during inter-system change from S1 mode to N1 mode.
If the UE receives the MODIFY EPS BEARER CONTEXT REQUEST message containing the Uplink data allowed parameter in the extended protocol configuration options IE, then the UE may start transmitting uplink user data over EPS bearer context(s) of the corresponding PDN connection. The MODIFY EPS BEARER CONTEXT REQUEST message as a part of authorization procedure for the C2 communication, can include an extended protocol configuration options IE containing the service-level-AA container with the length of two octets. The service-level-AA container with the length of two octets:
a)	contains the service-level-AA response with the C2AR field set to the C2 authorization result informed by the UAS NF;
b)	can contain the service-level-AA payload parameter set to the C2 authorization payload and the service-level-AA payload type parameter set to "C2 authorization payload"; and
c)	can contain the service-level device ID with the value set to a new CAA-level UAV ID.
NOTE 1:	The C2 authorization payload in the service-level-AA payload can include the C2 pairing information and the C2 session security information.
[bookmark: _Hlk118708466]Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, if the service-level-AA container with the length of two octets is included in the extended protocol configuration options IE, the UE shall forward the contents of the service-level-AA container with the length of two octets to the upper layers.
If the EPS bearer context being modified is associated with a PDN connection for UAS services, the MODIFY EPS BEARER CONTEXT REQUEST message includes the extended protocol configuration options IE containing the service-level-AA container with the length of two octets containing the service-level-AA response parameter with the SLAR field set to "Service level authentication and authorization was successful", the UE supporting UAS services:
a)	shall consider the UUAA procedure as successfully completed and provide the service-level-AA response to the upper layers;
b)	if the service-level-AA container with the length of two octets contains the service-level device ID parameter carrying a CAA-level UAV ID, shall provide the CAA-level UAV ID to the upper layers; and
c)	if the service-level-AA container with the length of two octets contains the service-level-AA payload type parameter with the value "UUAA payload" and the service-level-AA payload parameter carrying the UUAA payload, shall provide the UUAA payload to the upper layers.
If the EPS bearer context being modified is associated with a PDN connection for UAS services, the MODIFY EPS BEARER CONTEXT REQUEST message includes the extended protocol configuration options IE containing the service-level-AA container with the length of two octets which, then the UE supporting UAS services shall provide the service-level-AA payload to the upper layers.
Upon reception of a service-level-AA payload from the upper layers, the UE supporting UAS services shall include the extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT ACCEPT message. In the extended protocol configuration options IE, the UE shall include the service-level-AA container with the length of two octets. In the service-level-AA container with the length of two octets, the UE shall:
a)	include the service-level-AA payload parameter set to the service-level-AA payload received from the upper layers; and
b)	set the service-level-AA payload type parameter to the type of the service-level-AA payload.
Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, if the SDNAEPC EAP message is included in the Extended protocol configuration options IE, the UE shall forward the SDNAEPC EAP message to the upper layers.
Upon reception of an SDNAEPC EAP message from the upper layers, the UE supporting secondary DN authentication and authorization over EPC shall include the Extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT ACCEPT message and include the SDNAEPC EAP message in the Extended protocol configuration options IE.
The MODIFY EPS BEARER CONTEXT REQUEST message may include an extended protocol configuration options IE containing the ATSSS response with the length of two octets PCO parameter. If the UE receives an ATSSS response with the length of two octets PCO parameter in the extended protocol configuration options IE of the MODIFY EPS BEARER CONTEXT REQUEST message, the PDN connection associated with the EPS bearer context is established as a user-plane resource of an MA PDU session and the Measurement assistance information indicator is set to "Measurement assistance information length field and the measurement assistance information field included", the UE shall replace the stored Measurement assistance information with the received Measurement assistance information.
If the UE supports provisioning of ECS configuration information to the EEC in the UE, then upon receiving:
-	at least one of ECS IPv4 address(es), ECS IPv6 address(es), ECS FQDN(s);
-	at least one associated ECSP identifier; and
-	optionally spatial validity conditions associated with the ECS address
in the Extended protocol configuration options IE of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall pass them to the upper layers.
NOTE 2:	The IP address(es) and/or FQDN(s) are associated with the ECSP identifier and replace previously provided ECS configuration information associated with the same ECSP identifier, if any.
Upon receipt of the MODIFY EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timer T3486 and enter the state BEARER CONTEXT ACTIVE.
***** End of changes *****

