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1	Introduction
The incoming LS in C1-225589 and the SA2 CR #1257 on TS 23.228 agreed in SA2 #153-e meeting (see S2-2209268) proposes that the encryption of signalling should be possible to turn offon during a call when the UE moves from one PLMN to another. In particular it may be needed if the UE moves from the HPLMN to a VPMN requiring to be able to perform lawful intercept. It seems that the CR will be discussed again in SA2#154 to include a requirement to also indicate the caller and/or callee of the original call.
2	Problem statement
In the figure below, taken from S2-2209268 steps 1 and 2 are under CT3 remit and is already implemented in TS 29.214. Steps 3 and 6 transport a re-authentication and re-INVITE request respectively. It is for discussion whether the re-authenticate request is needed or if the S-CSCF can decide on re-authentication based on the PLMN ID of the VPLMN. The re-INVITE request needs to include SDP. Using SIP UPDATE method instead of re-INVITE should also be possible.
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Figure W.4.3-1: PLMN change detected by EPC/5GC
The open questions in the above figure are how to specify the Re-authentication request and the Re-INVITE request. 


2	Solution alternatives
A re-authenticate request can be included in the SIP MESSAGE used to inform about the PLMN change using e.g. a feature-capability indicator, a parameter to the P-Visited-Network-Id header field or just by configuration in the S-CSCF based on the S-CSCF knowing which VPLMNs that require a re-authentication.
The Re-INVITE request can be triggered by a feature-capability indicator or some other mechanism. The AS needs to know that the registration process is complete in order to decide when to send the Re-INVITE (or UPDATE).

3	Discussion and proposal
A header field parameter requires an RFC for IANA registration which may or may not be a long process. A feature-capapbility indicator is relatively light-weight to define and needs to express a supported feature. One possibility is for the feature-capability indicator to indicate that the P-CSCF supports handling seamless handover between networks. The feature-capability indicator can then have informative elements informing the core network elements (AS or S-CSCF) the state of the handover process (newly attached, re-authenticated). The network entity can then use this information as it wishes. This would provide a unified approach for both the re-authentication request and the request for an SDP description. The re-INVITE or UPDATE request itself needs to contain SDP, but the SDP should be the same as the existing SDP and hence have a <sess-version> parameter in the "o=" line that is unchanged.
The possible addition to this mechanism to include an indication of who is the original caller/callee has not been included in this discussion but may need to be taken into account.
