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[bookmark: _Toc20212040][bookmark: _Toc27744922][bookmark: _Toc36114722][bookmark: _Toc45271316][bookmark: _Toc51936574][bookmark: _Toc58230244][bookmark: _Toc106898441]5.3A.1	General
When the UE is not operating in SNPN access mode Tthere are two modes of PLMN selection, namely, manual PLMN selection and automatic PLMN selection.
The UE follows one of the following two procedures defined in clause 5.3.2.2 and clause 5.3.2.3 depending on its implementation. The N5CW device that is not registered or cannot register via NG-RAN performs manual mode WLAN selection procedure as defined in clause 5.3.2.2.
The PLMN selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected PLMN and use the NAI as the identity for authentication and authorization with the PLMN and usage of the WLAN.
[bookmark: _Toc20212041]The procedures described in this clause 5.3A shall apply to the UE and the N5CW device.
[bookmark: _Toc27744923][bookmark: _Toc36114723][bookmark: _Toc45271317][bookmark: _Toc51936575][bookmark: _Toc58230245][bookmark: _Toc106898442]*** Next change ***
5.3A.2	PLMN solicitation
The UE not operating in SNPN access mode shall determine which PLMNs are available from each WLAN on the list of available WLANs constructed using the WLAN selection procedure described in clause 5.3.2 using the following procedures:
i)	the UE selects a WLAN from the list of selected WLAN(s) constructed using the WLAN selection procedure described in clause 5.3.2;
NOTE 1:	An N5CW device that is not registered or cannot register via NG-RAN uses only the manual mode WLAN selection procedure described in clause 5.3.2.
ii)	if both the WLAN selected in step i) and the UE support ANQP specified in IEEE Std 802.11 [19] and if the UE did not obtain a list of realms using ANQP in clause 5.3.2.3 item 1, the UE shall send an ANQP request for a list of realms (i.e. ANQP-elements "NAI Realm") and/or PLMN identities (i.e. ANQP-element "3GPP Cellular Network"); and
NOTE 2:	The UE uses procedures defined in IEEE Std 802.11 [19] to determine if the WLAN supports ANQP and to send the ANQP request for ANQP-elements "NAI Realm" and/or "3GPP Cellular Network", as specified in IEEE Std 802.11 [19].
iii)	if either the WLAN selected in step i) or the UE does not support ANQP (see IEEE Std 802.11 [19]) or the UE does not receive a list of realms in item ii), an EAP-Request/Identity is received and the EAP-Request/Identity does not include one or more of realms and/or PLMN identities (encoded in accordance with IETF RFC 4284 [31]), the UE supports IEEE 802.1x authentication (see IEEE Std 802.1X™ [30]), the UE shall request a list of realms and/or PLMN identities interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI; and
iv)	the UE repeats this procedure for all WLANs from the available list of WLANs as constructed using the WLAN selection procedure described in clause 5.3.2.
NOTE 3:	The list with realms and/or PLMN identities received in accordance with procedures in IETF RFC 4284 [31], is of limited size and might not contain all the realms and/or PLMN identities available via the WLAN.
The UE shall convert any received PLMN identities into realms of the PLMNs using the rules defined in clause 19 and clause 28 of 3GPP TS 23.003 [8]. The N5CW device shall convert any received PLMN identities into realms of the PLMNs using the rules defined in clause 28 of 3GPP TS 23.003 [8].
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5.3A.3	Manual PLMN selection mode procedure
[bookmark: _Hlk118115820]The UE not operating in SNPN access mode indicates to the user the PLMNs which are available via the WLAN. The UE may obtain the PLMNs available for WLAN access using procedures as described in clause 5.3A.2. The UE selects the PLMN based on the user preference.
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5.3A.4	Automatic mode PLMN selection procedure
[bookmark: _Hlk8735028][bookmark: _Toc20212044][bookmark: _Toc27744926][bookmark: _Toc36114726][bookmark: _Toc45271320][bookmark: _Toc51936578][bookmark: _Toc58230248][bookmark: _Toc106898445]5.3A.4.1	General
The purpose of this procedure is for a UE not operating in SNPN access mode to:
-	select a PLMN over WLAN; and
-	construct a NAI for use with authentication signalling with the selected PLMN in order for the UE to be authorised to use the WLAN.
[bookmark: _Hlk8811993]Until the highest priority PLMN is found, the UE shall verify if a PLMN available over a WLAN of the selected WLAN(s) is the highest priority PLMN:
1)	using the PLMNs which are available for WLAN as described in clause 5.3A.2, the UE uses the realms of the PLMN in the remaining steps of this clause;
2)	if the UE is registered over 3GPP access, the realm of the RPLMN of the 3GPP access is included in the list of realms created in clause 5.3A.2 and the realm of the RPLMN of the 3GPP access does not match a realm converted from any PLMN ID in the list of "forbidden PLMNs for non-3GPP access to 5GCN", the UE shall select the RPLMN of the 3GPP access;
3)	if the UE is registered over 3GPP access, the realm of the RPLMN of the 3GPP access is not included in the list of realms created in clause 5.3A.2, the PLMN is in the "N3AN node selection information" (see 3GPP TS 24.526 [17]) and the PLMN is not in the list of "forbidden PLMNs for non-3GPP access to 5GCN" then the UE shall select the RPLMN of the 3GPP access and performs N3AN node selection with the RPLMN as defined in clause 7.2;
4)	if the condition in steps 2) and 3) are not satisfied, the UE shall select a PLMN in the following order:
i)	if the UE used the procedures in IETF RFC 4284 [31] (see clause 5.3A.2) to obtain a list of realms, then the UE is only required to select the realm of the HPLMN (if available);
ii)	if the UE can determine the country it is located in (see clause 7.2.3) and the UE determines it is located in the home country, the UE follows the procedures in clause 5.3A.4.2;
iii)	if the UE can determine the country it is located in (see clause 7.2.3) and the UE determines it is located in a visited country, the UE determines whether it is mandatory to select a PLMN in the visited country.
	If the UE determines that it is not mandatory to select a PLMN in the visited country, the UE shall follow the procedures in clause 5.3A.4.2;
	If the UE determines that it is mandatory to select a PLMN in the visited country, the UE shall select, in priority order, a PLMN from the list of realms created in clause 5.3A.2, if:
I)	the PLMN is in the User Controlled PLMN Selector list (see 3GPP TS 31.102 [35]); or
II)	the PLMN is in the Operator Controlled PLMN Selector list (see 3GPP TS 31.102 [35]).
	If no match is found in either of the lists, the UE may perform N3AN node selection as defined in clause 7.2.
The UE shall construct a NAI for authentication with the highest priority PLMN as follows:
1)	if the PLMN selected was selected from:
i)	a list of realms obtained using IETF RFC 4284 [31]; or
ii)	a list of PLMNs obtained from the PLMN List IE (see annex H of 3GPP TS 24.302 [7]), and the PLMN was neither present in the PLMN List with S2a Connectivity IE, in the PLMN List with trusted 5G Connectivity IE nor the PLMN List with trusted 5G connectivity-without-NAS IE;
[bookmark: _Hlk117972317]	then the UE constructs a NAI as specified in clause 5.2.3.2.3 of 3GPP TS 24.302 [7] for the case when the NAI is used for access via non-3GPP access to EPC and in accordance to the rules of 3GPP TS 23.003 [8] and the UE proceeds processing as defined in 3GPP TS 24.302 [7];
2)	if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with trusted 5G Connectivity IE or the PLMN List with trusted 5G connectivity-without-NAS IE (see annex H of 3GPP TS 24.302 [7]) then the UE constructs a NAI as specified in:
i)	clause 28.7.6 of 3GPP TS 23.003 [8] if the selected type of trusted connectivity is 5G connectivity using trusted non-3GPP access; or
ii)	clause 28.7.7 of 3GPP TS 23.003 [8] if the selected type of trusted connectivity is 5G connectivity without NAS using trusted non-3GPP access; or
3)	if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with S2a Connectivity IE (see annex H of 3GPP TS 24.302 [7]) for the case when the NAI is used for access via trusted non-3GPP access to EPC, then the UE constructs a NAI as specified in clause 5.2.3.2.3 of 3GPP TS 24.302 [7] and the UE proceeds processing as defined in 3GPP TS 24.302 [7].
NOTE 1:	UE implementations can optimize the steps described above, e.g. by combining the ANQP procedures described in clause 5.3A.2 with the ANQP procedures in clause 5.3.2.3.
NOTE 2:	Selecting a WLAN from multiple WLANs advertising support for the selected PLMN is UE implementation specific. 
[bookmark: _Toc20212045]NOTE 3:	The N5CW device which is not registered or cannot register via NG-RAN only uses the PLMN List with trusted 5G connectivity-without-NAS IE, and the PLMN List with trusted 5G connectivity-without-NAS IE is only used by the N5CW devices.
[bookmark: _Toc20212047][bookmark: _Toc27744930][bookmark: _Toc36114730][bookmark: _Toc45271324][bookmark: _Toc51936582][bookmark: _Toc58230252][bookmark: _Toc106898449]5.3X	SNPN selection procedures using trusted non-3GPP access
5.3X.1	General
When the UE is operating in SNPN access mode there are two modes of SNPN selection, namely, manual SNPN selection and automatic SNPN selection.
The UE follows one of the following two procedures defined in clause 5.3.2.2 and clause 5.3.2.3 depending on its implementation.
The SNPN is selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected SNPN and use the NAI as the identity for authentication and authorization with the SNPN and usage of the WLAN.
5.3X.2	SNPN solicitation
The UE operating in SNPN access mode shall determine which SNPNs are available from each WLAN on the list of available WLANs constructed using the WLAN selection procedure described in clause 5.3.2 using the following procedures:
i)	the UE selects a WLAN from the list of selected WLAN(s) constructed using the WLAN selection procedure described in clause 5.3.2;
ii)	if both the WLAN selected in step i) and the UE support ANQP specified in IEEE Std 802.11 [19] and if the UE did not obtain a list of realms using ANQP in clause 5.3.2.3 item 1, the UE shall send an ANQP request for a list of realms (i.e. ANQP-elements "NAI Realm") and/or SNPN identities (i.e. ANQP-element "3GPP Cellular Network"); and
NOTE 2:	The UE uses procedures defined in IEEE Std 802.11 [19] to determine if the WLAN supports ANQP and to send the ANQP request for ANQP-elements "NAI Realm" and/or "3GPP Cellular Network", as specified in IEEE Std 802.11 [19].
iii)	if either the WLAN selected in step i) or the UE does not support ANQP (see IEEE Std 802.11 [19]) or the UE does not receive a list of realms in item ii), an EAP-Request/Identity is received and the EAP-Request/Identity does not include one or more of realms and SNPN identities (encoded in accordance with IETF RFC 4284 [31]), the UE supports IEEE 802.1x authentication (see IEEE Std 802.1X™ [30]), the UE shall request a list of realms and/or SNPN identities interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI; and
iv)	the UE repeats this procedure for all WLANs from the available list of WLANs as constructed using the WLAN selection procedure described in clause 5.3.2.
NOTE 3:	The list with realms and/or SNPN identities received in accordance with procedures in IETF RFC 4284 [31], is of limited size and might not contain all the realms and/or SNPN identities available via the WLAN.
The UE shall convert any received SNPN identities into realms of the SNPNs using the rules defined in clause 19 and clause 28 of 3GPP TS 23.003 [8]. 
5.3X.3	Manual SNPN selection mode procedure
The UE operating in SNPN access mode indicates to the user the SNPNs which are available via the WLAN. The UE may obtain the SNPNs available for WLAN access using procedures as described in clause 5.3X.2. The UE selects the SNPN based on the user preference.
5.3X.4	Automatic mode SNPN selection procedure
5.3X.4.1	General
The purpose of this procedure is for the UE operating in SNPN access mode to:
-	select an SNPN over WLAN; and
-	construct a NAI for use with authentication signalling with the selected SNPN in order for the UE to be authorised to use the WLAN.
The UE shall select one entry in the "list of subscriber data", if any, or the PLMN subscription, if any, to be used for automatic mode SNPN selection. How the UE selects the entry in the "list of subscriber data" or the PLMN subscription is UE implementation specific.
Until the highest priority SNPN is found, the UE shall verify if a SNPN available over a WLAN of the selected WLAN(s) is the highest priority SNPN:
1)	using the SNPNs which are available for WLAN as described in clause 5.3A.2, the UE uses the realms of the SNPN in the remaining steps of this clause;
2)	if the UE is registered over 3GPP access, the realm of the RSNPN of the 3GPP access is included in the list of realms created in clause 5.3A.2, if the realm of the RSNPN of the 3GPP access does not match a realm converted from any SNPN ID in the "temporarily forbidden SNPNs" list for non-3GPP access or "permanently forbidden SNPNs" list for non-3GPP access associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, then the UE shall select the RSNPN of the 3GPP access;
3)	if the condition in step 2) is not satisfied, the UE shall select, in priority order, an SNPN from the list of realms created in clause 5.3A.2, if:
i)	the SNPN identified by an SNPN identity of the subscribed SNPN in the selected entry of the "list of subscriber data";
ii)	if the UE supports access to an SNPN using credentials from a credentials holder, using the SNPN selection parameters in the selected entry of the "list of subscriber data" or associated with the selected PLMN subscription:
I)	each SNPN indicating that access using credentials from a credentials holder is supported and which is identified by an SNPN identity contained in the user controlled prioritized list of preferred SNPNs (in priority order);
II)	each SNPN indicating that access using credentials from a credentials holder is supported and which is identified by an SNPN identity contained in the credentials holder controlled prioritized list of preferred SNPNs (in priority order);
III)	each SNPN indicating that access using credentials from a credentials holder is supported and indicating a GIN contained in the credentials holder controlled prioritized list of GINs (in priority order). If more than one such SNPN indicate the same GIN, the priority order is UE implementation specific;
III)	each SNPN identified by an SNPN identity which is included neither in the SNPN selection parameters of the entries of the "list of subscriber data" nor in the SNPN selection parameters associated with the PLMN subscription, which does not indicate a GIN which is included in the credentials holder controlled prioritized list of GINs, and which indicates that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN. If more than one such SNPN is available, the order in which the UE attempts registration on those SNPNs is UE implementation specific.
The UE shall construct a NAI for authentication with the highest priority SNPN as follows:
1)	if the SNPN selected was selected from a list of realms obtained using IETF RFC 4284 [31] then the UE constructs a NAI as specified in clause 5.2.3.2.3 of 3GPP TS 24.302 [7] and the UE proceeds processing as defined in 3GPP TS 24.302 [7]; or
2)	if the SNPN selected was selected from a list of SNPNs obtained from the SNPN List with trusted 5G Connectivity IE (see annex H of 3GPP TS 24.302 [7]) then the UE constructs a NAI as specified in clause 28.7.6 of 3GPP TS 23.003 [8] if the selected type of trusted connectivity is 5G connectivity using trusted non-3GPP access and the UE proceeds processing as defined in 3GPP TS 24.302 [7].
NOTE 1:	UE implementations can optimize the steps described above, e.g. by combining the ANQP procedures described in clause 5.3C.2 with the ANQP procedures in clause 5.3.2.3.
NOTE 2:	Selecting a WLAN from multiple WLANs advertising support for the selected SNPN is UE implementation specific. 
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