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1. Introduction
The LS C4-225044 / S2-2209965 "LS on re-establishment of the MBS context during mobility registration update or service request procedure" seeks CT1 opinion on Solution #20/#21 in TR 23.700-47 (i.e. R18 study on 5MBS Phase 2) in SA2.
2. Discussion
Solution #20/#21 in TR 23.700-47 are summarized in the LS as follows:
· When the UE initiates the mobility registration update (or service request) procedure (e.g. when it leaves the RNA) and in the meantime wants to join new multicast MBS session(s) and/or leave the multicast MBS session(s) (e.g. due to pending requests from upper layers), it includes the associated PDU session ID and MBS session information container (similar to the "Requested MBS container" IE in the PDU Session modification request message as specified in TS 24.501 in Rel-17) in Registration Request (or Service Request) message. There is no SM message (e.g. PDU session modification) included in the message.
· Per the received associated PDU session ID, the AMF routes the multicast MBS session information container to the related SMF for multicast MBS session handling, e.g. Joining or leaving the multicast MBS session.
Regarding "the AMF routes the multicast MBS session information container to the related SMF for multicast MBS session handling" and following procedures in the 5GC, clause 6.20 of TR 23.700-47 gives a more detailed description for Solution #20, see below (-- the same procedures are performed in Solution #21):
"-	In step 17, the AMF invokes the Nsmf_PDUSession_UpdateSMContext towards the SMF(s) serving the associated PDU Session(s). The Nsmf_PDUSession_UpdateSMContext contains the MBS session information container for the associated PDU Session. Then, based on the multicast MBS session information in the MBS session information container:
-	if the multicast MBS session information contains the MBS Session ID(s) and indication of "join" for the multicast MBS session(s) that the UE wants to join, steps from step 2 onwards described in clause 7.2.1.3 of TS 23.247 [4] are executed to complete the multicast MBS session join procedure for the UE to join the multicast MBS session(s) identified by the MBS Session ID(s).
-	if the multicast MBS session information contains the MBS Session ID(s) and an indication of "leave" for the multicast MBS session(s) that the UE wants to leave, steps from step 3a onwards described in clause 7.2.2.2 of TS 23.247 [4] are executed to remove the UE from the multicast MBS session(s) identified by the MBS Session ID(s).
-	if, according to the MBS session context in the SMF, there is/are multicast MBS session(s) that the UE has joined but with MBS Session ID(s) not included the MBS session information container, the SMF considers that the UE remains joined in the multicast MBS session(s). If the network allows the UE to remain in the multicast MBS session, steps from step 5 onwards described in clause 7.2.1.3 of TS 23.247 [4] are executed to complete the multicast MBS session resource establishment procedure for the multicast MBS session(s); otherwise, steps from step 3 onwards described in clause 7.2.2.3 of TS 23.247 [4] are executed to remove the UE from the multicast MBS session(s). "
Here in Solution #20/#21, in response to the AMF, the SMF performs the same procedure as in Rel-17, i.e. N1 SM message (PDU session modification command) and N2 SM information which contain the multicast MBS session information are included in the Nsmf_PDUSession_UpdateSMContext response.
From CT1 perspective:
When the UE initiates the mobility registration update (or service request) procedure and in the meantime wants to join new multicast MBS session(s) and/or leave the multicast MBS session(s) (e.g. due to pending requests from upper layers), it includes the associated PDU session ID and MBS session information container in Registration Request (or Service Request) message.
The Registration Request message can be extended by including a new IE, e.g. MBS information container IE, as shown in Table 1 (-- similar extension applies to Service Request message).
Table 1: REGISTRATION REQUEST message content (see Table 8.2.6.1.1 in TS 24.501)
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type
9.11.3.7
	M
	V
	1/2

	
	ngKSI
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	5GS mobile identity
	5GS mobile identity
9.11.3.4
	M
	LV-E
	6-n

	..
	..
	..
	
	
	

	72
	Service-level-AA container
	Service-level-AA container
9.11.2.10
	O
	TLV-E
	6-n

	32
	NID
	NID
9.11.3.79
	O
	TLV
	8

	[bookmark: _Hlk98751856]2A
	Requested PEIPS assistance information
	PEIPS assistance information
9.11.3.80
	O
	TLV
	3-n

	
	MBS information container
	MBS information container
	O
	TLV-E
	8-65538



The MBS information containter IE is coded as shown in Figure 1 and Figure 2.
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	MBS information container IEI
	octet 1

	Length of MBS information container contents

	octet 2
octet 3

	
Extended requested MBS container 1
	octet 4

octet i

	
Extended requested MBS container 2
	octet i+1*

octet l*

	
…
	octet l+1*

octet m*

	
Extended requested MBS container p
	octet m+1*

octet n*



Figure 1: MBS information container information element
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	Associated PDU session ID
	octet 4

	
Requested MBS container

	octet 5

octet i



Figure 2: Extended MBS session information
The Associated PDU session ID contains the PDU session ID of the PDU session associated with the MBS session, and coded as specified in clause 9.4 of TS 24.501. The Requested MBS container is coded the same as the Requested MBS container IE defined in clause 9.11.4.30 of TS 24.501.
The AMF sends the Associated PDU session ID and Requested MBS container towards the SMF which serves the PDU session identified by the Associated PDU session ID. The SMF handles the Requested MBS container and include the Received MBS container IE in the PDU SESSION MODIFICATION COMMAND message as specified in clause 6.3.2.2 of TS 24.501, i.e. to accept/reject MBS join, request MBS leave and/or update MBS session information to the UE, with the difference that the network-requested PDU session modification procedure is triggered by a registration procedure for mobility registration update and the UE has included the Requested MBS container in the REGISTRATION REQUEST message. And then the UE handles the Received MBS container IE in the PDU SESSION MODIFICATION COMMAND message as specified in clause 6.3.2.3 of TS 24.501, i.e. to complete MBS join/leave and/or update MBS session information.
Regarding "coordinating the MM/SM handling" raised in the LS:
Coordination between the protocols for 5GS mobility management and 5GS session management is described in clause 4.2 of TS 24.501 for the case that a 5GS session management (5GSM) message is piggybacked in specific 5GS mobility management (5GMM) transport messages. In this case, the UE, the AMF and the SMF execute the 5GMM procedure and the 5GSM procedure in parallel. The success of the 5GMM procedure is not dependent on the success of the piggybacked 5GSM procedure.
Similarly, when the UE includes the multicast MBS session join/leave request information in the Registration Request (or Service Request) message, and the multicast MBS session join/leave request information received by the SMF triggers the SM procedure (i.e. network-requested PDU session modification) for MBS, the SM procedure and MM procedure (i.e. registration procedure for mobility registration update, or service request procedure) can executed by the UE, AMF and SMF in parallel. There is no issues / problems identified with adopting this proposed procedure in Rel-18.

3. Conclusion
Based on the discussion, the following conclusion can be reached:
It is possible that the SMF handles the procedure as described in Solution #20/#21. That is, the SMF processes the multicast MBS session join/leave request information from the UE, and includes the multicast MBS operation (e.g. accept/reject MBS join, request MBS leave) and possible multicast MBS session context information in Received MBS container IE in the PDU SESSION MODIFICATION COMMAND message as specified in clause 6.3.2.2 of TS 24.501.
When the UE includes the multicast MBS session join/leave request information in the Registration Request (or Service Request) message, and the multicast MBS session join/leave request information received by the SMF triggers the SM procedure (i.e. network-requested PDU session modification) for MBS, the SM procedure and MM procedure (i.e. registration procedure for mobility registration update, or service request procedure) can be executed by the UE, AMF and SMF in parallel. There is no issues / problems identified with adopting this proposed procedure in Rel-18.


Annex: 
Possble enhancement to Update SM Context service operation for Solution #20/#21 (from CT4 perspective):
If multicast MBS Session join is initiated by the UE during registration procedure, the AMF uses the Update SM Context service operation to send the multicast MBS Session join information (i.e. MBS Session ID(s) and join indication) contained in the Requested MBS container IE to the SMF serving the associated PDU session.
Base on the multicast MBS Session join information, the SMF responds to the UE with the multicast MBS Session join result and also informs the NG-RAN about the multicast MBS Session context using the Update SM Context service operation.


Figure 5.2.2.3.1-1: SM context update
The procedure in Figure 5.2.2.3.1-1 of clause 5.2.2.3.1 in TS 29.502 is performed, with the following modifications:
In Step 1, the payload body of the POST request shall contain:
-	the multicast MBS Session join information (i.e. MBS Session ID(s) and join indication) contained in the Requested MBS container IE as specified in 3GPP TS 24.501.
-	the PDU Session ID of the PDU Session associated with the multicast MBS session(s).
Two new attributes "AssociatedPduSessionId" and "RequestedMbsContainer" can be added to the SmContextUpdateData as shown in Table 2.
The difference compared to Rel-17 is that the multicast MBS Session join information (i.e. Requested MBS container IE) is contained in the SmContextUpdateData directly instead of in the n1SmMsg (i.e. PDU session modification request) in the SmContextUpdateData. The associated PDU Session ID indicates the PDU session for which the SMF needs to initiate PDU session modification for MBS handling.
Step 2a and 2b. the SMF handles the multicast MBS Session information and responds to the AMF the same as in Rel-17. That is:
In Step 2a, the payload body of the POST response shall contain:
-	the multicast MBS Session join result and multicast MBS Session context information contained in the Received MBS container IE as specified in 3GPP TS 24.501 [7], as part of N1 SM information;
-	the multicast MBS Session context information contained in the MBS Session Setup Request List IE or MBS Session Setup or Modify Request List IE as specified in 3GPP TS 38.413 [9], as part of N2 SM information.
In Step 2b. if the join request is rejected, the payload body of the response shall contain:
-	the multicast MBS Session join result and rejection cause contained in the Received MBS container IE as specified in 3GPP TS 24.501 [7], as part of N1 SM information.
If multicast MBS Session leave is initiated by the UE during mobility registration update procedure, i.e. the UE requests to leave an previously joined multicast MBS session, similar procedures as above (see Step 1 and 2a) are performed, with the difference that leave indication and leave result for the multicast MBS session are contained in the Requested MBS container IE and Received MBS container IE respectively.
Table 2: Definition of type SmContextUpdateData (see Table 6.1.6.2.4-1 in TS 29.502)
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.
When present, this IE shall contain the permanent equipment identifier.
	

	servingNfId
	NfInstanceId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility, or upon a N2 handover execution with AMF change.
When present, it shall contain the identifier of the serving NF (e.g. AMF).
	

	smContextStatusUri
	Uri
	C
	0..1
	This IE shall be present if the servingNfId IE is present. It may be present otherwise.
When present, this IE shall include the callback URI to receive notification of SM context status.
	

	guami
	Guami
	C
	0..1
	This IE shall be present if the servingNfId of AMF is present.
When present, it shall contain the serving AMF's GUAMI.
	

	servingNetwork
	PlmnIdNid
	C
	0..1
	This IE shall be present if the servingNfId IE is present.
When present, it shall contain the serving core network operator PLMN ID and, for an SNPN, the NID that together with the PLMN ID identifies the SNPN. 
	

	...
	...
	...
	...
	...
	...

	AssociatedPduSessionId
	PduSessionId
	C
	0..1
	This IE shall contain the PDU Session ID of the PDU Session associated with the multicast MBS session(s).
	MBS

	RequestedMbsContainer
	RequestedMbsContainer
	C
	0..1
	This IE shall contain the Requested MBS Container IE as defined in clause 9.11.4.30 of 3GPP TS 24.501.
	MBS
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