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	Reason for change:
	In CT1#137e meeting, backoff of S-NSSAI at unsuccessful NSSAA in C1-224946 was proposed. However, it was postponed because of below two reason.

1. The failure with cause value “S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization” is a permanent failure.
2. NSSAA is similar as 2nd DN authentication and authorization, which is a subscription related feature.

Then, in the CT1#138e meeting, it was proposed to address this issue so that similar back-off mechanism handled by NSAC function is used to solve unsuccessful NSSAA failure.

However, it was postponed after receiving a comment saying that it is better to handle it similar to a general re-attempt timer than using back-off mechanim used in NSAC function.

So, we propose to use general re-attempt timer at unsuccessfual NSSAA failure.

Here is problem details.

According to the TS24.501 and TS29.500, the failure with cause value “S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization” can be temporary network failure.


Section 5.2.2.2 in TS29.500 mentions that AMF may re-initiate NSSAA procedure for temporary network failure as below.
If it is due to receiving a response with HTTP status code "504 Gateway Timeout" or due to lack of response from the NSSAAF during an NSSAA procedure, the AMF may later re-initiate slice-specific authentication and authorization procedure based on its policy. The AMF should wait for a configured period before re-initiating slice-specific authentication and authorization procedure. If the retry attempts are exhausted, the AMF stops the slice-specific authentication and authorization procedure.

Section 4.6.2 in TS24.501 says that 
.
NOTE 5:	If the AMF receives the HTTP code set to "4xx" or "5xx" as specified in 3GPP TS 29.500 [20AA] or the AMF detects that the NSSAAF failure as specified in 3GPP TS 29.526 [21A] during the NSSAA procedure for an S-NSSAI, then the AMF considers the NSSAA procedure has failed for this S-NSSAI.

Also, section 4.6.1 in TS24.501 says that
NOTE 3:	Based on network local policy, network slice-specific authentication and authorization procedure can be initiated by the AMF for an S-NSSAI in rejected NSSAI for the failed or revoked NSSAA when the S-NSSAI is requested by the UE based on its local policy.

If the NSSAA procedure fails due to a temporary network failure, the use of a similar backoff algorithm concept in the NSAC function will help in the case where the S-NSSAI is rejected due to an NSSAA failure. So, this CR proposes that network provides list of S-NSSAIs with presence of the associated back-off timer value applied to each S-NSSAI in the list.

Section 5.5.2.3.2 has incorrect indentation. So, it needs to be corrected.

	
	

	Summary of change:
	The network could provide T3526 time value with rejected S-NSSAI with the rejection cause "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" to the UE in case of temporary network failure.

Incorrect indentation is fixed.


	
	

	Consequences if not approved:
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[bookmark: _Toc114313828][bookmark: _Toc20232433][bookmark: _Toc27746519][bookmark: _Toc36212699][bookmark: _Toc36656876][bookmark: _Toc45286537][bookmark: _Toc51947804][bookmark: _Toc51948896][bookmark: _Toc114476066]5.3.xx	Handling of network rejection not due to congestion control
The network may include a back-off timer value in a 5GMM connection management reject message to regulate the time interval at which the UE may retry the same procedure for 5GMMM cause values #62 " No network slices available " and one of the cause value of a Rejected S-NSSAI in Rejected NSSAI is "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization".
The network may also include the re-attempt indicator to indicate whether the UE is allowed to re-attempt the corresponding 5GMM connection management procedure for the same S-NSSAI.

[bookmark: _Toc20232965][bookmark: _Toc27747073][bookmark: _Toc36213262][bookmark: _Toc36657439][bookmark: _Toc45287107][bookmark: _Toc51948377][bookmark: _Toc51949469][bookmark: _Toc114314256]8.2.9.1	Message definition
The REGISTRATION REJECT message is sent by the AMF to the UE. See table 8.2.9.1.1.
Message type:	REGISTRATION REJECT
Significance:	dual
Direction:	network to UE
Table 8.2.9.1.1: REGISTRATION REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration reject message identity
	Message type
9.7
	M
	V
	1

	
	5GMM cause
	5GMM cause
9.11.3.2
	M
	V
	1

	5F
	T3346 value
	GPRS timer 2
9.11.2.4
	O
	TLV
	3

	16
	T3502 value
	GPRS timer 2
9.11.2.4
	O
	TLV
	3

	78
	EAP message
	EAP message
9.11.2.2
	O
	TLV-E
	7-1503

	69
	Rejected NSSAI
	Rejected NSSAI
9.11.3.46
	O
	TLV
	4-42

	75
	CAG information list
	CAG information list
9.11.3.18A
	O
	TLV-E
	3-n

	68
	Extended rejected NSSAI
	Extended rejected NSSAI
9.11.3.75
	O
	TLV
	5-90

	2C
	Disaster return wait range
	Registration wait range
9.11.3.84
	O
	TLV
	4

	71
	Extended CAG information list
	Extended CAG information list
9.11.3.86
	O
	TLV-E
	3-n

	3A
	Lower bound timer value
	GPRS timer 3
9.11.2.5
	O
	TLV
	3

	3B
	Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming"
	5GS tracking area identity list
9.11.3.9
	O
	TLV
	9-114

	3C
	Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"
	5GS tracking area identity list
9.11.3.9
	O
	TLV
	9-114

	37
	Back-off timer value
	GPRS timer 3
9.11.2.5
	O
	TLV
	3

	1D
	Re-attempt indicator
	Re-attempt indicator
9.11.4.17
	O
	TLV
	3



8.2.9.xx	Back-off timer value
The network may include this IE only if the 5GMM cause is #62 "No network slices available" and one of the cause value of a Rejected S-NSSAI in Rejected NSSAI is "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization".
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8.2.9.xx	Re-attempt indicator
The network may include this IE only if the 5GMM cause is #62 "No network slices available" and one of the cause value of a Rejected S-NSSAI in Rejected NSSAI is "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization".
This IE is included to indicate whether the UE is allowed to re-attempt the corresponding 5GMM connection management procedure.
*** final change ***
