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	Reason for change:
	The UE can update configured NSSAI with S-NSSAI(s) it receives in S1 mode. Please see TS 24.501 clause 4.6.2.2

4.6.2.2	NSSAI storage

If the UE having a stored configured NSSAI for a PLMN ID, receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15] or via ePDG as specified in 3GPP TS 24.302 [16], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already included in the configured NSSAI;

But currently in S1 mode, the UE can only receive S-NSSAI values as part of PCO (Protocol Configuration Options) but not the corresponding NSSRG information. Hence updating the configured NSSAI with a new S-NSSAI received in S1 mode will lead to a case where some S-NSSAI(s) in the configured NSSAI have associated NSSRG values and some don’t, which will lead to a configured NSSAI with inconsistent NSSRG configuration. As per TS 24.501, It is expected that all S-NSSAI(s) in the configured NSSAI have associated NSSRG value:

Table 9.11.3.82.1: NSSRG information information element
NOTE 2:	The NSSRG information IE shall contain the complete set of S-NSSAI(s) included in the configured NSSAI.

Hence, for the case wherein in S1 mode a S-NSSAI value is provided by network when NSSRG is supported, and UE has already received NSSRG values, the network needs to provide corresponding NSSRG value as well.

	
	

	Summary of change:
	The UE shall store the NSSRG information associated with S-NSSAI provided in PCO or ePCO.

Backwards compatibility analysis
This CR is backward compatible as the UE deletes old NSSRG information when no new NSSRG information is provided with new configured NSSAI.


	
	

	Consequences if not approved:
	If the UE does not store received NSSRG information associated with S-NSSAI in S1 mode, UE can have configured NSSAI without NSSRG information for all S-NSSAI(s) in S1 mode and subsequently upon inter-system change to N1 mode, which will be inconsistent with stage-2 and stage-3 specifications leading to incorrect implementation.
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[bookmark: _Toc114840693]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-GUTI	5G-Globally Unique Temporary Identifier
5GMM	5GS Mobility Management
5GS	5G System
ACDC	Application specific Congestion control for Data Communication
AKA	Authentication and Key Agreement
AMBR	Aggregate Maximum Bit Rate
APN	Access Point Name
APN-AMBR	APN Aggregate Maximum Bit Rate
ARP	Allocation Retention Priority
BCM	Bearer Control Mode
CIoT	Cellular IoT
CP-CIoT	Control Plane CIoT
CP-EDT	Control Plane EDT
CSG	Closed Subscriber Group
E-UTRA	Evolved Universal Terrestrial Radio Access
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAB	Extended Access Barring
ECM	EPS Connection Management
eDRX	Extended idle-mode DRX cycle
EDT	Early Data Transmission
EENLV	Extended Emergency Number List Validity
eKSI	Key Set Identifier for E-UTRAN
EMM	EPS Mobility Management
eNode B	Evolved Node B
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
EPS-UPIP	User-plane integrity protection in EPS
ESM	EPS Session Management
GBR	Guaranteed Bit Rate
GEO	Geostationary Orbit
GUMMEI	Globally Unique MME Identifier
GUTI	Globally Unique Temporary Identifier
HeNB	Home eNode B
HRPD	High Rate Packet Data
IoT	Internet of Things
IP-CAN	IP-Connectivity Access Network
ISR	Idle mode Signalling Reduction
kbps	Kilobits per second
KSI	Key Set Identifier
L-GW	Local PDN Gateway
LEO	Low Earth Orbit
LHN-ID	Local Home Network Identifier
LIPA	Local IP Access
M-TMSI	M-Temporary Mobile Subscriber Identity
Mbps	Megabits per second
MBR	Maximum Bit Rate
MEO	Medium Earth Orbit
MME	Mobility Management Entity
MMEC	MME Code
MT-EDT	Mobile Terminated-Early Data Transmission
MUSIM	Multi-USIM
NB-IoT	Narrowband IoT
NR	New Radio
NSSAI	Network Slice Selection Assistance Information
NSSRG	Network Slice Simultaneous Registration Group
PD	Protocol Discriminator
PDN GW	Packet Data Network Gateway
ProSe	Proximity-based Services
PSM	Power Saving Mode
PTI	Procedure Transaction Identity
QCI	QoS Class Identifier
QoS	Quality of Service
RACS	Radio Capability Signalling Optimisation
RLOS	Restricted Local Operator Services
ROHC	RObust Header Compression
RRC	Radio Resource Control
S-NSSAI	Single NSSAI
S-TMSI	S-Temporary Mobile Subscriber Identity
S101-AP	S101 Application Protocol
S1AP	S1 Application Protocol
SAE	System Architecture Evolution
SCEF	Service Capability Exposure Function
SGC	Service Gap Control
SIPTO	Selected IP Traffic Offload
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
TFT	Traffic Flow Template
TI	Transaction Identifier
TIN	Temporary Identity used in Next update
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
URN	Uniform Resource Name
USS	UAS Service Supplier
UUAA	USS UAV Authorization/Authentication
V2X	Vehicle-to-Everything
WUS	Wake-Up Signal
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[bookmark: _Toc114841066]6.5.1.3	UE requested PDN connectivity procedure accepted by the network
Upon receipt of the PDN CONNECTIVITY REQUEST message, the MME checks whether the ESM information transfer flag is included. If the flag is included the MME waits for completion of the ESM information request procedure before proceeding with the PDN connectivity procedure. The MME then checks if connectivity with the requested PDN can be established. If no requested APN is included in the PDN CONNECTIVITY REQUEST message or the ESM INFORMATION RESPONSE message and the request type is different from "emergency" and from "handover of emergency bearer services" and from "RLOS", the MME shall use the default APN as the requested APN. If the request type is "emergency" or "handover of emergency bearer services", the MME shall use the APN configured for emergency bearer services or select the statically configured PDN GW for unauthenticated UEs, if applicable. If the request type is "RLOS", the MME shall use the APN configured for RLOS.
If the network receives a PDN CONNECTIVITY REQUEST message with the same combination of APN and PDN type as an already existing PDN connection, and multiple PDN connections for a given APN are allowed, the network retains the existing EPS bearer contexts for the PDN connection and proceeds with the requested PDN connectivity procedure.
If the lower layers provide a GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a LIPA PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the GW Transport Layer Address value as the P-GW address in the EPS bearer context of the LIPA PDN connection.
If the lower layers provide a SIPTO L-GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the SIPTO L-GW Transport Layer Address value as the P-GW address in the EPS bearer context of the SIPTO at the local network PDN connection.
If the lower layers provide a LHN-ID value together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the LHN-ID value in the EPS bearer context of the SIPTO at the local network PDN connection.
NOTE 1:	The receipt of a LHN-ID value during the establishment of the PDN connection, during tracking area updating procedure or during inter-MME handover can be used as an indication by the MME that the SIPTO at the local network PDN connection is established to a stand-alone GW (see 3GPP TS 23.401 [10]).
If connectivity with the requested PDN is accepted by the network, the MME shall initiate the default EPS bearer context activation procedure (see clause 6.4.1).
If connectivity with the requested PDN is accepted and the network considers this PDN connection a LIPA PDN connection, then subject to operator policy the MME shall include in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection".
If connectivity with the requested PDN is accepted, but with a restriction of IP version (i.e. both an IPv4 address and an IPv6 prefix is requested, but only one particular IP version, or only single IP version bearers are supported/allowed by the network), ESM cause #50 "PDN type IPv4 only allowed", #51 "PDN type IPv6 only allowed", or #52 "single address bearers only allowed", respectively, shall be included in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
If connectivity with the requested PDN is accepted and the UE provided the Header compression configuration IE in the PDN CONNECTIVITY REQUEST message, the MME may include the Header compression configuration IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. Furthermore, if the MME decides that the associated PDN connection is only for control plane CIoT EPS optimization (see clause 5.3.15), the MME shall include the Control plane only indication in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3482 and enter the state PROCEDURE TRANSACTION INACTIVE. The UE should ensure that the procedure transaction identity (PTI) assigned to this procedure is not released immediately. The way to achieve this is implementation dependent. While the PTI value is not released, the UE regards any received ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the same PTI value as a network retransmission (see clause 7.3.1).
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection", the UE provides an indication to the upper layers that the connectivity is provided by a LIPA PDN connection.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, if the 3GPP PS data off UE status is "activated", the UE behaves as described in clause 6.3.10.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, if the SCEF or P-GW indicates acceptance of use of Reliable Data Service to transfer data for the PDN connection, the UE behaves as described in clause 6.3.11.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, if an S-NSSAI, and the PLMN ID and NSSRG information (if any) that this S-NSSAI relates to are provided in the protocol configuration options IE or extended protocol configuration options IE, the UE shall delete the stored S-NSSAI, and the PLMN ID and NSSRG information that this S-NSSAI relates to, if any, and shall store the S-NSSAI, and the PLMN ID along with the NSSRG information this S-NSSAI relates to that is provided in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message and the associated PLMN ID along with the corresponding PDU session ID that the UE provided in the PDN CONNECTIVITY REQUEST message. The usage of the PDU session ID and the corresponding S-NSSAI with the associated PLMN ID and NSSRG information is specified in 3GPP TS 24.501 [54]. Additionally, the UE shall remove the S-NSSAI, if present, from the rejected NSSAI as specified in 3GPP TS 24.501 [54] clause 4.6.2.2.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with a session-AMBR and QoS rule(s), which correspond to the default EPS bearer of the PDN connectivity being activated, in the protocol configuration options IE or the extended protocol configuration options IE, the UE stores the session-AMBR and QoS rule(s) for use during inter-system change from S1 mode to N1 mode.
If the UE requests the PDN type "IPv4v6", receives the selected PDN type set to "IPv4" and the ESM cause value #50 "PDN type IPv4 only allowed", the UE shall not automatically send another PDN CONNECTIVITY REQUEST message to the same APN (or no APN, if no APN was indicated by the UE) to obtain a PDN type different from the one allowed by the network until:
-	the UE is registered to a new PLMN;
-	the UE is switched off; or
-	the USIM is removed.
If the UE requests the PDN type "IPv4v6", receives the selected PDN type set to "IPv6" and the ESM cause value #51 "PDN type IPv6 only allowed", the UE shall not automatically send another PDN CONNECTIVITY REQUEST message to the same APN (or no APN, if no APN was indicated by the UE) to obtain a PDN type different from the one allowed by the network until:
-	the UE is registered to a new PLMN;
-	the UE is switched off; or
-	the USIM is removed.
NOTE 2:	For the ESM cause values #50 "PDN type IPv4 only allowed" and #51 "PDN type IPv6 only allowed", re-attempt in A/Gb, Iu, or N1 mode for the same APN (or no APN, if no APN was indicated by the UE) is only allowed using the PDN type(s) indicated by the network.



*** end of change ***
