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1. Introduction

As per specified in the current TS 24.501, the NSAG information IE is included in the Registration accept and Configuration update command message as type 6 IE but the maximum length is unspecified.
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This paper attempts to analyse whether it is feasible to specify the maximum length of the NSAG information IE and also evaluate the minimum length of this IE. Finally, it proposes to specify a clear maximum and minimum length of the NSAG information IE in TS 24.501.

2. Discussion
2.1. TAI lists restriction for NSAG information

As per specified in stage 2 TS 23.501 as below, there is a TAI lists restriction for NSAG information which is mainly to save the storage capacity of the UE.
"The UE shall store the currently valid NSAG information received in the registered PLMN or SNPN when registered in this PLMN or SNPN and:

…
-
At most 4 NSAGs can have an optional TAI associated with it."
During the discussion happened in CT1#138e meeting, there are different understanding options on above TAI lists restriction:
Option #1: TAI lists restriction is only applied to the NSAG information stored at the UE, rather than the NSAG information IE created by the AMF. That is to say, the AMF can still provide TAI lists for more than 4 NSAG entries in the NSAG information IE but the UE just stores 4 NSAG entries with TAI list and all other NSAG entries with TAI list will be locally deleted at the UE.
Option #2: TAI lists restriction is applied to the NSAG information IE created by the AMF and hence naturally applied to the NSAG information stored at the UE. That is to say, the AMF will always provide TAI lists for up to 4 NSAG entries in the NSAG information IE and all other NSAG entries without TAI list.
Based on below text given in TS 23.501:
"The NG-RAN provides (and updates) the AMF with the values of the NSAG(s) an S-NSSAI is associated with in a TA using the NG Set Up and RAN Configuration Update procedures (see TS 38.413 [34]). The AMF in turn provides this information to the NSSF. In deployments where the total number of groups does not exceed the number of groups associated with the NSAG size limit defined in TS 38.331 [28]), all the NSAGs configured in the NG-RAN may be unique per PLMN or SNPN. If the UE has indicated that the UE supports NSAG in the 5GMM Core Network Capability (see clause 5.4.4a), the AMF may, with or without NSSF assistance, configure the UE with NSAG Information for one or more S-NSSAIs in the Configured NSSAI, by including this NSAG Information in the Registration Accept message or the UE Configuration Command message. The UE uses the NSAG Information as defined in clause 5.3.4.3.1. The AMF shall indicate in the NSAG Information in which TA a specific NSAG association to S-NSSAI(s) is valid if the AMF provides in the UE configuration a NSAG value which is used in different TAs with a different association with NSSAIs. The configuration the AMF provides includes at least the NSAGs for the UE for the TAs of the Registration Area."
One can see:
(1) The text indicates that the NSAG information is provided by the NG-RAN on a per TA level as per specified in TS 38.413. This can be found in the related NG-AP messages and IE definitions given in TS 38.413 and excerpted in the Annex B. This does mean the received NSAG information (NSAG ID + S-NSSAIs) by the AMF from the NG-RAN has always associated a TAI.
(2) The text indicates that when the AMF creates the NSAG information IE content provided to the UE, it will only provide NSAG information for configured S-NSSAI(s). This does mean the NSAG information provided to the UE is somehow the subset of the NSAG information provided by the NG-RAN.
(3) The text indicates that if an NSAG associates different S-NSSAI(s) in different TAIs, then TAI shall be included in the NSAG information IE provided to the UE. This does mean NSAGs configured in the NG-RAN is NOT unique in a PLMN/SNPN. This is aligned with what CT1 conclusion that if no TAI list provided by the AMF, the NSAG is valid in the whole RPLMN. In other words, in deployments that a NSAG configured in the NG-RAN is NOT unique in a PLMN/SNPN and the AMF decides to provide it to the UE, then the TAI list shall be included in the NSAG information IE.
(4) The text indicates that the AMF needs to provide the NSAG informaton for the current RA. Based on above (3), if the NSAGs configured in the NG-RAN is NOT unique in the PLMN/SNPN, the TAI list (e.g. the whole RA or the part of the RA) shall be included in the NSAG information IE; otherwise, the TAI list needs not to be included.
Hence, based on above bullets observations, each AMF actually know following information:

(a) The whole picture of NSAG informaiton configured at all NG-RAN nodes in all TAs served by the AMF. 
(b) Based on the deployment policy, the AMF could clearly know which NSAG configured in the NG-RAN is unique in the PLMN/SNPN or not.
(c) The configured NSSAI.
(d) The UE 's current RA.

However, at the UE side, it only has above information (c) and (d).
With above discussion, the evaluaiton on Option #1 and Option #2 can be shown in Table 1.

Table 1. Evaluation on TAI lists restriction for NSAG information
	Understanding options
	Pros.
	Cons.
	Comments

	Option #1: TAI lists restriction enforced at UE only
	· The AMF needs not to apply TAI lists restriction when creating the NSAG information IE.
	· The UE is enforced for such TAI lists restriction and needs to decide which NSAG entries with TAI list need to be deleted. All these will make the UE handling for NSAG more complicated.
· The NSAG information is not synchronized between the AMF and the UE.

· Waste of NAS and RRC signalling load for the NSAG entries which were locally deteted by the UE, which makes the max. length of the NSAG information IE bigger (i.e. 6307 see section 2.3).

· It is not a good protocol design principle that the sender already knows the information will be definitely deleted by the receiver but still send it.
	Option #1 is not preferred

	Option #2: TAI lists restriction enforced at both AMF and UE
	· The UE needs not to apply TAI lists restriction before storing the received NSAG information IE which makes the UE handling simpler.
· The NSAG information is synchronized between the AMF and the UE.
· The AMF has whole picture to create the NSAG information with up to 4 NSAG entries with TAI list.

· The AMF just sends the useful NSAG informtion could be completely stored at the UE which makes NAS and RRC signalling more efficient and the max. length of the NSAG information IE smaller (i.e. 3143 see section 2.3, less than half of Option #1).
	· The AMF needs to apply TAI lists restriction when creating the NSAG information IE.
	Option #2 is preferred


Based on above evaluation, we could have:
Proposal #1. It proposes to adopt Option #2, i.e. the TAI lists restriction is applied to the NSAG information IE created by the AMF which enforced at both the AMF and the UE.

2.2. AMF enforcement on TAI lists restriction

Based on bullets observations given in section 2.1, it is useful to clearly specify on how does the AMF enforce such TAI lists restrictions when creating the NSAG information IE in case of more than 4 NSAGs are NOT unique in the PLMN/SNPN. As per stage 2 requirements given in TS 23.501, the AMF should:
(1) Include the NSAG entries with higher priority as far as possible; and
(2) Include the NSAG entries for the TAI list included in the current RA as far as possible.
Proposal #2. The AMF needs to take the NSAG priority and the current RA into account when creating the NSAG information IE.

Another way forward is to leave this up to the AMF internal implementation. However, this will make different AMFs provide different NSAG information under the same deployment case, which finally causes different slice based cell reselection and random access. Hence, this way is not preferred.
2.3. Maximum and minimum length of NSAG information IE

The NSAG information IE is defined in TS 24.501 sub 9.11.3.87 (copied in Annex). From the IE definition and related stage 2 statements, we could see:

(1) The IE itself has two octets length field.

(2) The IE can contain a maximum of 32 NSAG entries.
(3) Each NSAG field also has two octets length field.

(4) Each NSAG field contains:

a) One octet NSAG ID;
b) One octet NSAG priority;

c) S-NSSAI list of NSAG with variable length; and
d) TAI list with variable length.

(5) The S-NSSAI list of NSAG field consists of one or more S-NSSAIs in the configured NSSAI while the maximum no. of configured NSSAI is 16.
(6) Each S-NSSAI in S-NSSAI list of NSAG field is coded as the length and value part of S-NSSAI IE starting with the second octet, without the mapped HPLMN SST field and without the mapped HPLMN SD field. Hence, each S-NSSAI in S-NSSAI list of NSAG field has maximum 5 octets length as per S-NSSAI IE definition given in subclause 9.11.2.8 of TS 24.501.
(7) The TAI list field is coded as the length and value part of the 5GS tracking area identity list IE starting with the second octet. As per 5GS tracking area identity list IE defined in subclause 9.11.3.9 of TS 24.501, the maximum length of TAI list field is 113.
Based on above (5) and (6), the maximum length of S-NSSAI list of NSAG in an NSAG is 1+16 * 5 = 81.
Then taking above (4) and (7) into account, actually the maximum length of value part of each NSAG field is: 1+1+81+113 = 196 < 255. With this, cannot see why each NSAG field has two octets length field.
Observation #1. The maximum length of value part of each NSAG field in the NSAG information IE is 196 octets.

Proposal #3. It proposes to have only one octet length field for each NSAG field in the NSAG information IE.

Note that as per RAN2/RAN3/SA2 understanding about the NSAG feature, the NSAG information currently is only used for slice-based cell reselection and Random Access for the current camping cell in the current TA and hence, only the slice for the current RPLMN or RSNPN needs to be provided to the UE. With this, as per above (6) indicated, the S-NSSAI included in each NSAG does not include the mapped HPLMN S-NSSAI value part.
Now about the maximum length of the NSAG information IE:

· If going to the understanding Option #1 given in section 2.1, based on above (2) and Observation #1, the maximum length of the whole NSAG information IE will be: 1 octet (IEI) + 2 octets (Length field) + 32 * 197 octets (32 NSAG entries) = 6307.
· If going to the understanding Option #2 given in section 2.1, based on above (2) and Observation #1, the maximum length of the whole NSAG information IE will be: 1 octet (IEI) + 2 octets (Length field) + 197 * 4 octets (4 NSAG entries with TAI list) + 84 * 28 octets (28 NSAG entries without TAI list) = 3143. This is less than half of the understanding Option #1 (i.e. 6307)
Based on proposal #1, we could have:
Observation #2. The maximum length of the NSAG information IE is 3143 octets.

Proposal #4. It proposes to clearly specify the maximum length of the NSAG information IE in TS 24.501 without leaving it unspecified.

Based on above Observation #1, then the minimum length of the whole NSAG information IE should be 9 octets.
Proposal #5. It proposes to correct the minimum length of the NSAG information IE in TS 24.501.

3 Conclusion
This paper has discussed the TAI lists restriction for NSAG information and AMF enforcement on TAI lists restriction, and evaluated the maximum length of each field of the NSAG information IE and conclude that the maximum length of the NSAG information IE can be specified.
Based on the discussion, following observations were provided:
Observation #1. The maximum length of value part of each NSAG field in the NSAG information IE is 196 octets.

Observation #2. The maximum length of the NSAG information IE is 3143 octets.

Based on the discussion and above observations, following proposals were provided:
Proposal #1. It proposes to adopt Option #2, i.e. the TAI lists restriction is applied to the NSAG information IE created by the AMF which enforced at both the AMF and the UE.

Proposal #2. The AMF needs to take the NSAG priority and the current RA into account when creating the NSAG information IE.

Proposal #3. It proposes to have only one octet length field for each NSAG field in the NSAG information IE.

Proposal #4. It proposes to clearly specify the maximum length of the NSAG information IE in TS 24.501 without leaving it unspecified.

Proposal #5. It proposes to correct the minimum length of the NSAG information IE in TS 24.501.

Proposals #1 and #2 are captured in CR C1-226563 (R17) and C1-226564 (R18). Proposal #4 is captured in CR C1-226561 (R17) and C1-226562 (R18). Proposals #3 and #5 were captured in C1-226065 (R17) and C1-226066 (R18) and agreed in CT1#138e meeting.
Annex A: NSAG information IE definition in TS 24.501
9.11.3.87
NSAG information
The purpose of the NSAG information information element is to provide NSAG information to the UE.

The NSAG information information element is coded as shown in figures 9.11.3.87.1, 9.11.3.87.2, 9.11.3.87.3 and table 9.11.3.87.1.
The NSAG information information element can contain a maximum of 32 NSAG entries.

The NSAG information is a type 6 information element, with a minimum length of 10 octets.
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	NSAG information IEI
	octet 1

	Length of NSAG information contents


	octet 2
octet 3

	NSAG 1
	octet 4
octet m

	NSAG 2
	octet m+1*
octet n*

	…

	octet n+1*
octet u*

	NSAG x
	octet u+1*
octet v*


Figure 9.11.3.87.1: NSAG information information element
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	Length of NSAG
	octet 4

	
	octet 5

	NSAG identifier
	octet 6

	S-NSSAI list of NSAG
	octet 7
octet j

	NSAG priority
	octet j+1

	TAI list
	octet j+2*
octet m*


Figure 9.11.3.87.2: NSAG
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	Length of S-NSSAI list of NSAG
	octet 7

	S-NSSAI value 1
	octet 8

octet k

	S-NSSAI value 2
	octet k+1*

octet s*

	…


	octet s+1*
octet i-1*

	S-NSSAI value x
	octet i*
octet j*


Figure 9.11.3.87.3: S-NSSAI list of NSAG

Table 9.11.3.87.1: NSAG information information element

	NSAG part of the NSAG information information element (octet 4 to m)
Each entry of the NSAG information information element consists of one NSAG in the NSAG information IE.



	NSAG identifier(octet 6)

NSAG identifier field contains an 8 bits NSAG ID value.


	S-NSSAI list of NSAG (octet 7 to j)

S-NSSAI list of NSAG field consists of one or more S-NSSAIs in the configured NSSAI. Each S-NSSAI in S-NSSAI list of NSAG field is coded as the length and value part of S-NSSAI information element as specified in subclause 9.11.2.8 starting with the second octet, without the mapped HPLMN SST field and without the mapped HPLMN SD field.


	NSAG priority (octet j+1) 

The NSAG priority field indicates the priority of NSAG for cell reselection (see 3GPP TS 38.304 [28]) and random access (see 3GPP TS 38.321 [xx]).


	TAI list (octet j+2 to m)

The TAI list field is coded as the length and value part of the 5GS tracking area identity list IE defined in subclause 9.11.3.9 starting with the second octet.



Annex B: Related NG-AP messages and IE definition in TS 38.413
9.2.6.1
NG SETUP REQUEST

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>>>Extended TAI Slice Support List
	O
	
	Extended Slice Support List

9.3.1.191
	Additional Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	YES
	reject

	>>>>TAI NSAG Support List
	O
	
	9.3.1.238
	NSAG information associated with the slices per TAC, per PLMN or per SNPN.
	YES
	ignore

	>>Configured TAC Indication
	O
	
	9.3.3.50
	
	YES
	ignore

	>>RAT Information
	O
	
	9.3.1.125
	RAT information associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	NB-IoT Default Paging DRX
	O
	
	9.3.1.137
	
	YES
	ignore

	Extended RAN Node Name
	O
	
	9.3.1.193
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


9.2.6.4
RAN CONFIGURATION UPDATE

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>>>Extended TAI Slice Support List
	O
	
	Extended Slice Support List

9.3.1.191
	Additional Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	YES
	reject

	>>>>TAI NSAG Support List
	O
	
	9.3.1.238
	NSAG information associated with the slices per TAC, per PLMN or per SNPN.
	YES
	ignore

	>>Configured TAC Indication
	O
	
	9.3.3.50
	
	YES
	ignore

	>>RAT Information
	O
	
	9.3.1.125
	RAT information associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the AMF.
	-
	

	NB-IoT Default Paging DRX
	O
	
	9.3.1.137
	
	YES
	ignore

	Extended RAN Node Name
	O
	
	9.3.1.193
	
	YES
	ignore


9.3.1.238
TAI NSAG Support List
This IE contains the slice group mapping for all groups configured at the NG-RAN node per TAI.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TAI NSAG Support Item
	
	1..<maxnoofNSAGs>
	
	

	>NSAG ID
	M
	
	INTEGER (0..255, …)
	

	>NSAG Slice Support List
	M
	
	Extended Slice Support List 9.3.1.191
	Indicates the list of slices which belong to the NSAG.


	Range bound
	Explanation

	maxnoofNSAGs
	Maximum no. of Slice Groups for the TAI. Value is 256.


9.3.1.191
Extended Slice Support List

This IE indicates a list of supported slices.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Slice Support Item
	
	1..<maxnoofExtSliceItems>
	
	

	>S-NSSAI
	M
	
	9.3.1.24
	


	Range bound
	Explanation

	maxnoofExtSliceItems
	Maximum no. of signalled slice support items. Value is 65535.


9.3.1.24
S-NSSAI

This IE indicates the S-NSSAI as defined in TS 23.003 [23].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SST
	M
	
	OCTET STRING (SIZE(1))
	

	SD
	O
	
	OCTET STRING (SIZE(3))
	


