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[bookmark: _Toc20154594][bookmark: _Toc27727570][bookmark: _Toc45204028][bookmark: _Toc99095637]***** Next change *****
H.2.4.1	Information Element Identity (IEI)
Indicates the information element identity. The following values for IEI are defined in this version of the specification:
00000000	PLMN List
00000001	PLMN List with S2a connectivity
00000010	PLMN List with trusted 5G connectivity
00000011	PLMN List with trusted 5G connectivity-without-NAS
00000100	SNPN List with trusted 5G connectivity
000001010²
	To
11111111	Reserved
***** Next change *****
[bookmark: _Toc20154595][bookmark: _Toc27727571][bookmark: _Toc45204029][bookmark: _Toc99095638][bookmark: _Toc27727574][bookmark: _Toc45204032][bookmark: _Toc99095641]H.2.4.X	SNPN list with trusted 5G connectivity IE
The SNPN list with trsuted 5G connectivity information element is used by a WLAN to indicate the SNPNs, for which the WLAN supports connectivity to a 5GC, using trusted non-3GPP access. The format of the SNPN list with trusted 5G connectivity information element coded according to figure H.2.4.X-1, figure H.2.4.X-2 and table H.2.4.X-1.
The SNPN list with trusted 5G connectivity information element is a type 6 information element.

	7
	6
	5
	4
	3
	2
	1
	0
	

	SNPN list with trusted 5G connectivity IEI
	octet 1

	Length of SNPN list with trusted 5G connectivity contents
	octet 2
octet 3

	SNPN with trusted 5G connectivity parameter 1
	octet 4
...
octet x1

	SNPN with trusted 5G connectivity parameter 1
	octet x+1

octet x2

	
	

	SNPN with trusted 5G connectivity parameter n
	Octet xi+1

octet n



Figure H.2.4.X-1: SNPN list with trusted 5G connectivity information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	SNPN with trusted 5G connectivity parameter IEI
	octet 4

	Length of SNPN with trusted 5G connectivity parameter
	octet 5

	MCC digit 2
	MCC digit 1
	octet 6

	MNC digit 3
	MCC digit 3
	octet 7

	MNC digit 2
	MNC digit 1
	octet 8

	NID value digit 1
	Assignment mode
	octet 9

	NID value digit 3
	NID value digit 2
	octet 10

	NID value digit 5
	NID value digit 4
	octet 11

	NID value digit 7
	NID value digit 6
	octet 12

	NID value digit 9
	NID value digit 8
	octet 13

	0 (Reserved)
	NID value digit 10
	octet 14

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	On-SNPN
	octet 15



Figure H.2.4.X-2: SNPN with trusted 5G connection parameter IE is a type 4 information element
Table H.2.4.X-1: SNPN with trusted 5G connection parameter of SNPN list with trusted 5G connectivity IE
	Mobile country code (MCC) (octet 6, octet 7 bits 1 to 4)

	The MCC field is coded as in Table H.2.4.2-1.

	

	Mobile network code (MNC) (octet 7 bits 5 to 8, octet 8).

	The MNC field is coded as in Table H.2.4.2-1.

	

	Assignment mode (octet 9, bits 1 to 4)

	The assignment mode field represents the binary encoding of the assignment mode of the NID as defined in 3GPP TS 23.003 [3].

	

	NID value (octet 9 bits 5 to 8, octets 10 to 13, octet 14 bits 1 to 4)

	The NID value field represents the binary encoding of each hexadecimal digit of the NID value as defined in 3GPP TS 23.003 [3]. 


	Bits 5 to 8 of octet 14 are reserved and shall be coded as zero.

	

	On-SNPN (octet 15 bit 1)

	Bit

	1

	1
	Indication that onboarding is enabled.

	0
	Indication that onboarding is not enabled.

	

	Bits 2 to 8 of octet 15 are spare and shall be coded as zero.

	



***** End of changes *****

