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Abstract of the contribution: This paper discusses recent concerns with indicating forbidden TAs in Registration Accept and Registration Reject when multiple TAs are supported by the current satellite cell, concludes that the principles of the currently specified mechanism do not suffer from issues resulting in frequent and serious mis-operation, and no enhancements or corrections for this functionality is needed in specification under CT4 remit.

1. Background
In Rel-17 support for satellite access was added to 5GS and one of the conceptual differences was that the serving satellite cell can broadcast multiple tracking areas for the UE accessing 5GS via that cell. Regarding the handling of forbidden TAs, SA2 specified that the UE is in a non-forbidden area if at least one of the TAs broadcast by the cell is not forbidden for the UE, and the UE is in a forbidden area if all the TAs broadcast by the cell are forbidden TAs for the UE. Based on these requirements CT1 specified NAS enhancements by which the AMF can include the TAIs of the forbidden TAs that were broadcast in the satellite cell in specific IEs in the Registration Accept message or the Registration Reject message so that the UE can update its stored "5GS forbidden tracking areas for roaming" and "5GS forbidden tracking areas for regional provision of service".

The main reason for including forbidden TAIs in the Registration Reject message was that upon receiving such a reject with cause value #12, #13 or #15, the TA(s) broadcast by the satellite cell, as received by the UE, would be added to the corresponding forbidden list. However, the AMF bases its reject on the TAI(s) broadcast by the satellite cell, as indicated by the gNB in the NGAP signaling. As these evaluations in UE and AMF, respectively, are done at different points in time, there is no guarantee that the TAI list used in UE and AMF are identical. Consequentely, there is a risk that the UE adds a non-forbidden TAI to one of the forbidden TAI lists, and the UE could incorrectly consider itself in a forbidden area which would prevent the user from getting service. This is a serious mis-operation that justifies the agreed mechanism.

Observation 1: Forbidden TA list IE(s) were added to Registration Reject to avoid a potential unavailability of service caused by a race condition in the signaling.

The main reason for including forbidden TAs in Registration Accept was that the UE can update its forbidden TAI lists with the correct forbidden status for all TAs broadcast by the satellite cell and upon mobility to a satellite cell broadcasting only forbidden TAs, the UE would be aware of being in a forbidden area without having to trigger a registration procedure. Thereby a Registration Request with Reject would be saved. This is an optimization and was agreed as such.

Observation 2: Forbidden TA list IE(s) were added to Registration Accept to optimize signaling and UE power consumption and reduce the number of futile mobility registration update attempts in case of mobility into a forbidden area.


2. Discussion
2.1 Concerns with UDM part in assessment of forbidden TAs
After agreement of CP-220147 [1] (technically identical revision of C1-221736) that added the option of including Forbidden TA list IEs in Registration Accept, CT1 discussed the possible need for updates in CT4 specifications regarding the information sent from UDM to AMF about the “forbidden status” of each TA in the TA list. An LS (C1-222786 [2]) was sent to request CT4 to update the Nudm_UEContextManagement. 

In the reply LS (C4-224409/C1-225548 [3]), CT4 replied that “the AMF is made aware of the complete list of the UE's forbidden TAIs in the Serving PLMN as part of the Nudm_SDM Get service operation”. Further CT4 clarified that the forbidden TA information part of the UE's subscription information does not indicate which TAIs are forbidden for roaming and which TAIs are forbidden for regional provision of service, and that CT4 could not agree on whether CT4 updates are needed or not.

Observation 3: Complete forbidden TA information is made available to the AMF as part of the UE subscription information.

Observation 4: Forbidden TA information does not include details on type of forbidden TA, i.e. forbidden for roaming or forbidden for regional provision of service.

Some CT1 delegates interpreted the response from CT4 in such a way that it would not be possible for the AMF to provide the UE with forbidden TAIs in the Registration Accept or Registration Reject message.

But for the above functionality on forbidden TAs and the decision whether a specific TA is forbidden for roaming or for regional provision of service, it is important to look at the legacy non-NTN case where there is only one TA to assess for the AMF. The clarification provided by CT4 is equally applicable to the legacy case where the AMF is provided with the complete forbidden TA information for the UE as part of the UE subscription. In a registration procedure, the UDM can indicate an accept or reject, but this decision does not take the specific TA where the UE is located into account.

In the UDM reject case, the reject cause provided by the UDM indicates a generic, "high level" cause, like "RAT not allowed" or "access [type] not allowed". The AMF takes the UDM provided cause into account and determines a NAS reject cause (for example, #12, #13 or #15), based on various additional parameters such as the UE's HPLMN and local configuration/operator’s preferences. This means, also for this legacy non-NTN case, the cause indicated by the UDM is not sufficient for the AMF to make a decision between 5GMM cause value #12 on one hand or #13/#15 on the other hand.

Observation 4: In the legacy non-NTN case, the AMF determines whether a TA is forbidden for roaming or for regional provision of service by parameters such as the UE’s HPLMN and local configuration/operator’s preferences.

For the NTN case when there are multiple TAs applicable for the registration request, the UDM assessment and decision will correspond to the non-NTN case and the TA list broadcast by the satellite cell is irrelevant as TA information is not considered by the UDM. For the AMF there can however be multiple TAs rather than the single TA non-NTN case, but the assessment procedure for each TA will be the same as for a single TA case. There is thus no additional information required by the AMF but the list of TAs can be assessed using the same type of information and configuration as in the legacy non-NTN case. Therefore, there is no additional UDM requirement for the CT1 agreed functionality of including Forbidden TA list IEs in Registration Reject.

Observation 5: In the NTN case with multiple TAIs broadcast by the satellite cell, the AMF can evaluate the forbidden status for all TAs in the TA list using the same type of information and configuration as in the legacy non-NTN case.

Observation 6: No updates are needed for the UDM to facilitate AMF evaluation of the TA forbidden status in the NTN case with multiple TAIs broadcast by the satellite cell.

In the UDM accept case, the registration request is accepted from a UDM point of view, and again the specific TA where the UE is located is not considered. Upon receipt of a registration accept indication from the UDM, the AMF needs to perform a further assessment of the registration request in which both the UE location in a specific TA or in the list of TAs applicable for the satellite cell and the subscriber information on forbidden TAs is considered. This assessment can result in either Registration Accept or Reject.

Observation 7: If UDM accepts the registration, no selection of a 5GMM cause value is needed for the UDM response.


2.2 AMF assessment of forbidden TAs
Part of the AMF evaluation of a registration request is to assess the UE location in a TA considering the UE subscription information on forbidden TAs for the UE. In the legacy case there is only one TA to evaluate, but in the NTN case there can be a list of more than one TA. As the AMF has information on forbidden TAs for the UE, each TA can be individually evaluated. In legacy non-NTN case this evaluation is needed for the single TA only, whereas in the NTN case the evaluation is needed for each TA in the TA list broadcast by the satellite cell.

Following stage 2 requirements, as mentioned above, one or more non-forbidden TA in the TA list results in the UE being in non-forbidden area, and if all TAs in the TA list are forbidden the UE is in a forbidden area. Thus, when the AMF has evaluated each TA in the TA list, as done for the single TA in legacy, the AMF can determine whether the registration request is accepted or rejected from a forbidden TA aspect and which of the TAs in the list are forbidden, including applicable NAS cause value(s). From the determined cause value(s) the AMF can inform the UE to which list the TAs in the TA list shall be added.

Observation 8: AMF can evaluate forbidden TA status for all TAs in a TA list using the same logic and information as is available for the corresponding evaluation in the legacy non-NTN case.

From a UE perspective, the registration request will be accepted or rejected. For both cases the UE follows the included TA list(s) to update the stored the list of "5GS forbidden tracking areas for regional provision of service" and/or the list of "5GS forbidden tracking areas for regional provision of service" accordingly.

Observation 9: The UE receives sufficient information to correctly update the UE stored forbidden lists in received Forbidden TA list IE(s).


[bookmark: _Hlk115269849]2.3 Single or dual Forbidden TA list(s)
When the Forbidden TA list IEs were added to the specification, this was done using two separate IEs corresponding to the two forbidden TA lists stored in the UE. This was done to clearly inform the UE to which list an individual forbidden TA part of the TA list shall be added, i.e. whether the individual TA would be forbidden with a cause value #13/#15 or cause value #12. For updating the UE stored forbidden TA lists the exact cause value (#13 or #15) is not needed as long as it is clear to which list the individual TA is added. A solution with two lists gives the additional flexibility of mapping all forbidden TAs to one of the UE stored forbidden lists, or to add forbidden TAs to both UE stored forbidden lists.

If a registration request is rejected there will be a 5GMM cause value, and in the legacy case this will inform the UE which of the UE stored forbidden lists shall be updated with the single TA, if applicable. In the NTN case there still is a 5GMM cause value, but the UE will also be informed by the included Forbidden TA list IE(s) how to update the stored forbidden lists. In principle it is possible that a registration reject message contains inconsistent information for the UE, e.g., if the 5GMM cause value corresponds to updating one of the UE stored forbidden lists whereas the included Forbidden TA list IE informs the UE to update the other list. This kind of inconsistency can be avoided by specifying that when one or two Forbidden TA list IE(s) are included in the reject message, the UE adds the TAs to the UE stored forbidden TA lists strictly based on the contents of the Forbidden TA list IE(s).

If a registration request is accepted there is no 5GMM cause value and in the legacy case the single TA cannot be forbidden. In the NTN case, if there are forbidden TAs in the TA list these are added to the included Forbidden TA list IE(s) and the UE will be informed how to update its stored forbidden TA lists. So in the NTN case, the UE updating of the stored forbidden lists is clear and there cannot be a contradiction with a 5GMM cause value.

Observation 10: A solution with two separate Forbidden TA(s) list IEs adds the flexibility to update one or both UE stored forbidden lists with the Registration Accept message. To avoid ambiguities for the Registration Reject case, the addition of the TAs to the UE stored forbidden TA lists needs to be strictly based on the contents of the Forbidden TA list IE(s).

It has been proposed to replace the two possible Forbidden TA list IEs with a single Forbidden TA list IE which then needs to be combined with a 5GMM cause value. For the Registration Reject message this would remove the possibility of sending inconsistent information in the registration reject message. For the Registration Accept message, replacing the two Forbidden TA list IEs with a single IE would require adding a 5GMM cause value for the UE to determine which stored forbidden TA list needs updating. A further consequence for both messages would be that all included forbidden TAs can only be added to one of the UE stored forbidden lists. In practice, this may be an acceptable limitation, as the use case for updating both lists with the same registration accept or reject is not clear.

Observation 11: In a solution with a single Forbidden TA(s) list IE, inconsistent information in the Registration Reject can be avoided, but the solution also requires addition of a 5GMM cause value in Registration Accept.

It must be noted, however, that replacing the two forbidden TA list IEs with a single IE is a non-backwards compatible change to a frozen Rel-17 specification which can cause interoperability issues. E.g., a UE implementing a single list only interoperating with an AMF implementing two lists per message can result in the UE ignoring the information on the forbidden TAs part of the broadcasted TA list, or adding the received TAs to the wrong UE stored forbidden TA list.

Observation 12: Update to a single list solution is a non-backwards compatible change to a frozen Rel-17 specification and can cause interoperability issues. It is difficult to justify such a change if no "frequent and serious mis-operation" (FASMO) has been identified. 


2.4 Removing Forbidden TA list IE(s) from Registration Accept and/or Reject
It has also been proposed that the AMF indication of forbidden TAs should be removed from Registration Accept and possibly also Registration Reject. 

But in our view there are good reasons for including the Forbidden TA list IE(s), as already mentioned in section 1 Background above.

For Registration Reject there is a clear inter-operability risk if different TA lists are used in UE and AMF. Marking a non-forbidden TA as forbidden can result in a service failure, and therefore inclusion of the Forbidden TA list IE(s) is well justified.

Observation 13: Removing Forbidden TA list IE(s) from Registration Reject would create a risk for race conditions in the signaling which can result in service unavailability for the UE.

For Registration Accept, the Forbidden TA list IE(s) are a useful signaling optimization, allowing to reduce the number of futile registration attempts. This is a less strong justification, but nevertheless the optimization was agreed and is present in the frozen Rel-17 specification.

An argument mentioned for removing the optimization is that the functionality would be equally applicable for the non-NTN case and should therefore not be agreed for NTN only, but more generally assessed. This might be a conclusion at a quick assessment of the functionality, but cases are fundamentally different for the network in the non-NTN case and the NTN case with TA lists. In non-NTN the AMF only needs to evaluate the single TA forbidden status. The relation to other TAs is not obvious for the AMF and such knowledge is gained through observed UE mobility which requires mobility registration update, or local configuration. In the TA list NTN case however, the AMF is informed of the neighboring TAs by presence in the TA list. To assess UE location being non-forbidden or forbidden, as described above, the AMF evaluates the TAs included in the TA list. To introduce such functionality for non-NTN without support of TA lists would imply significant network impact and cannot be compared to the NTN case which supports TA list and required functionality and parameters are already in place.

If Forbidden TA list IE(s) are removed from registration accept case, no inter-operability issues should arise. The only negative impact is losing the optimization that justified adding the lists. This would be valid independent of whether the UE or the AMF supports the functionality while the other side does not support it. It is, however, a change of frozen Rel-17 specification for which no FASMO issue has been identified.

Observation 14: Removing Forbidden TA list IE(s) from Registration Accept would be backwards compatible, but it removes an optimization to avoid futile registration attempts.

Observation 15: Removing Forbidden TA list IE(s) from Registration Accept would be a change to a frozen Rel-17 specification that cannot be justified by a frequent and serious mis-operation (FASMO).

Conclusion
In the above the following observations were made, leading to below conclusions:

Observation 1: Forbidden TA list IE(s) were added to Registration Reject to avoid a potential unavailability of service caused by a race condition in the signaling.

Observation 2: Forbidden TA list IE(s) were added to Registration Accept to optimize signaling and UE power consumption and reduce the number of futile mobility registration update attempts in case of mobility into a forbidden area.

Conclusion 1: From Observations 1-2 it can be concluded that Forbidden TA list IEs were added before Rel-17 freeze based on justified use cases.


Observation 3: Complete forbidden TA information is made available to the AMF as part of the UE subscription information.

Observation 4: Forbidden TA information does not include details on type of forbidden TA, i.e. forbidden for roaming or forbidden for regional provision of service.

Observation 5: In the NTN case with multiple TAIs broadcast by the satellite cell, the AMF can evaluate the forbidden status for all TAs in the TA list using the same type of information and configuration as in the legacy non-NTN case.

Observation 6: No updates are needed for the UDM to facilitate AMF evaluation of the TA forbidden status in the NTN case with multiple TAIs broadcast by the satellite cell.

Observation 7: If UDM accepts the registration, no selection of a 5GMM cause value is needed for the UDM response.

Observation 8: AMF can evaluate forbidden TA status for all TAs in a TA list using the same logic and information as is available for the corresponding evaluation in the legacy non-NTN case.

Conclusion 2: From Observations 3-8 it can be concluded that AMF can perform the needed evaluation for forbidden TAs in the NTN case with multiple TAIs broadcast by the satellite cell, without any updates to specification under CT4 remit.


Observation 9: The UE receives sufficient information to correctly update the UE stored forbidden lists in received Forbidden TA list IE(s).


Observation 10: A solution with two separate Forbidden TA(s) list IEs adds the flexibility to update one or both UE stored forbidden lists with the Registration Accept message. To avoid ambiguities for the Registration Reject case, the addition of the TAs to the UE stored forbidden TA lists needs to be strictly based on the contents of the Forbidden TA list IE(s).

Observation 11: In a solution with a single Forbidden TA(s) list IE, inconsistent information in the Registration Reject can be avoided, but the solution also requires addition of a 5GMM cause value in Registration Accept.

Observation 12: Update to a single list solution is a non-backwards compatible change to a frozen Rel-17 specification and can cause interoperability issues. It is difficult to justify such a change if no "frequent and serious mis-operation" (FASMO) has been identified. 

Conclusion 3: From Observations 10-12 it can be concluded that replacing a solution with two lists with a solution using one list is a non-backwards compatible change to a frozen Rel-17 specification.


Observation 13: Removing Forbidden TA list IE(s) from Registration Reject would create a risk for race conditions in the signaling which can result in service unavailability for the UE.

Observation 14: Removing Forbidden TA list IE(s) from Registration Accept would be backwards compatible, but it removes an optimization to avoid futile registration attempts.

Observation 15: Removing Forbidden TA list IE(s) from Registration Accept would be a change to a frozen Rel-17 specification that cannot be justified by a frequent and serious mis-operation (FASMO).

Conclusion 4: From Observations 13-15 it can be concluded that complete removal of Forbidden TA list IE(s) from registration procedure is non-backwards compatible change to a frozen Rel-17 specification, not justified by frequent and serious mis-operation.


Based on these observations and conclusions, the following is proposed:

Proposal 1: It is proposed to reply to CT4 in a LS reply that there are no changes needed in specification under CT4 remit for the CT1 introduced functionality for forbidden TA lists in the NTN case supporting TA lists.

A LS is available in C1-226436


Proposal 2: It is proposed that the functionality of forbidden TA indication from AMF to UE in Registration Reject and Registration Accept in frozen Rel-17 is kept.

Nevertheless, if CT1 should conclude to replace the solution using two lists with a one list solution, a CR to implement a one list solution is available in C1-226434-35.
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