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1. Abstract
This discussion paper discusses alternatives to resolve the problem of the insufficient IEI values for type 6 IE in 5GMM messages.

Changes to previous version are indicated by MS Word change marks.

2. Discussion
2.1 Introduction
In CT1#136-e meeting, IEIs of type 6 IEs for the 5GMM protocol were discussed in C1-223767 proposing a number of ways to resolve the issue of running out of non-comprehension required IEIs for type 6 IEs.

In CT1#137-e meeting, discussion continued in C1-224586, C1-224939, C1-224999 and related CRs. As interim solution for Rel-17, it was agreed to re-assign two IEIs (7CH and 7DH) of formerly "comprehension required" scheme for type 6 IEs in C1-225101 and use one of those IEIs (7CH) in C1-225310. However, such solution is not future proof as only 3 unassigned IEIs (7DH, 7EH, 7FH) for type 6 IEs remain.

In CT1#138-e meeting, discussion continued with C1-225874 and related CRs.

The following solutions were identified so far:

A potential solution (proposal A) is simply to continue using the formerly type 6 "comprehension required" IEI 7DH and existing type 6 "comprehension required" IEI (7EH, 7FH) and to accept the side effects to implementations. However, the extra 3 remaining IEI values may be not sufficient for the lifespan of 5GS for the REGISTRATION ACCEPT message. Note that legacy UEs and AMFs will still handle IEs of IEIs 7DH, 7EH, 7FH as "comprehension required" as legacy UEs and AMFs follow the legacy TSs. To avoid message discarding due an unknown IE of "comprehension required" scheme by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of the IEI value 7DH, 7EH, 7FH and the senders would include the new IEs with IEI value 7DH, 7EH, 7FH only if the receiver indicated support of support of the IEI value 7DH, 7EH, 7FH. I.e. this corresponds to the same solution as agreed for 7CH in C1-225310.

Another potential solution (proposal B) is to adjust the rules of encoding a "comprehension required" IE (see sub-clause 11.2.5 of TS 24.007) so that for UEs and AMFs supporting new versions of the specifications there is no "comprehension required" IEs of type 6 so the side effects of its use are effectively avoided. Again, the 2 remaining IEI values (7EH, 7FH), in addition to the already modified 7DH, may be not sufficient for the lifespan of 5GS for the REGISTRATION ACCEPT message. Note that legacy UEs and AMFs will still handle IEs of re-assigned IEIs as "comprehension required" as legacy UEs and AMFs follow the legacy TSs. To avoid message discarding due an unknown IE of "comprehension required" scheme by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of the "no "comprehension required" IEs of type 6" and the senders would include the new IEs with IEI value 7DH, 7EH, 7FH only if the receiver indicated support of "no "comprehension required" IEs of type 6".

Another potential solution (proposal C) is to modify the definition of IEIs of type 6 IEs for 5GMM so that a larger IEI value range would be available for type 6 IEs. This can be achieved by deviating from the existing rules and re-assigning some IEIs of type 4 IEs as IEIs for type 6 IEs so that UEs and AMFs supporting new versions of the specifications can make use of the new extended IEI value range for type 6 IEs. Note that legacy UEs and AMFs will still handle IEs of re-assigned IEIs as type 4 IEs as legacy UEs and AMFs follow the legacy TSs. To avoid incorrect decoding by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of the re-assigned IEIs and the senders would include an IE of re-assigned IEIs only if the receiver indicated support of the re-assigned IEIs.

Another potential solution (proposal D) would be not to apply the rules for blind IE type detection to known type 6 IEs for the 5GMM protocol. The sub-clause 11.2.4 of TS 24.007 states rules for the receiver of a message to apply blind IE type detection to unknown IEs (i.e., IEs to be introduced in future versions of the protocols) and also there is a recommendation to apply it to known ones (i.e., already defined IEs). Note that this solution does not require to modify the criteria for "comprehension required" encoding. However, legacy implementations would still perform blind IE type detection for type 6 IEs as today’s defined and would decode the message incorrectly. To avoid incorrect decoding by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of "not applying the rules for blind IE type detection" and the senders would include an IE of re-assigned IEIs only if the receiver indicated support of "not applying the rules for blind IE type detection".

The solution proposal (proposal E) during the call #5 of CT1#136-e is to introduce a new type 6 IE which will be a container for transporting type 6 IEs. This was discussed by CT1 back in 2018 and not pursued but this has to be considered once more, as having 4 bits for assigning type 6 IEs per message has proved to be insufficient already in the third release (Rel-17) of 3GPP TS 24.501 [3]. This proposal can use the formerly type 6 "comprehension required" IEI 7DH or one of the remaining type 6 "comprehension required" IEIs 7EH, 7FH. Note that legacy UEs and AMFs will still handle IEs of IEI 7DH, 7EH, and 7FH as "comprehension required" as legacy UEs and AMFs follow the legacy TSs. To avoid message discarding due an unknown IE of "comprehension required" scheme by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of the new container for transporting type 6 IEs and the senders would include the container for transporting type 6 IEs only if the receiver indicated support of container for transporting type 6 IEs. Disadvantage of this solution is that the length of the container contents for transporting type 6 IEs can be up to 65535 octets while individual type 6 IEs in TLV-E format included in the container can also be up to 65538 octets long. So, the container for transporting type 6 IEs is not even able to carry a single type 6 IE in TLV-E format of maximum value length.

Another possible solution (proposal F) is to define a new container IE with length indicator of 3 octets, for transporting of type 6 IEs. IEs with length indicator of 3 octets would be called "type 8 IEs". Such container IE would be assigned an IEI from range of type 6 IEs with "comprehension required" or from range of type 4 IEs with "comprehension required". Note that legacy UEs and AMFs will still handle such container IE of the re-assigned IEI as an IE with "comprehension required" scheme, as legacy UEs and AMFs follow the legacy TSs. To avoid message discarding due an unknown IE of "comprehension required" scheme by legacy UEs and AMFs, UEs and AMFs compliant to the current release would indicate support of receiving type 8 IEs and the senders would include the new container IE (as it is a type 8 IE) or any other type 8 IE defined in future only if the receiver indicated support of receiving type 8 IEs. Advantage of this solution is that the container IE (due to its length indicator of 3 octets) is able to carry up to 255 type 6 IEs in TLV-E format, each of the maximum length of 65538 octets.

2.2 Addressing comments raised to alternative F
It was commented that AS provides transport of NAS messages of a limited length only (up to 9000 octets for the RRC message, when segmentation is not applied, and up to 45000 octets for RRC message, when segmentation is applied (possible only in some RRC messages)). However, this limit has not been applied to the NAS protocol design so far - in REGISTRATION ACCEPT, there are already 13 type 6 IEs, and several of them have maximum size "n" or 65538 (e.g. Extended emergency number list, SOR transparent container, Ciphering key data, CAG information list, Service-level-AA container, Service-level-AA container, Extended CAG information list, NSAG information). Thus, already today NAS protocol enables NAS message bigger than 65535 octets. Since type 6 IEs have not been constrained by AS limit for transport of NAS messages so far, we should not introduce this limitation on new type 6 IEs now - it would limit evolution of NAS protocol for new features. While transport for NAS messages currently supports lower maximum NAS message size, this can be changed in future, if there are requirements for such change.

It was commented that introduction of a new IE type (i.e. type 8) in the middle of a release of a system is not desirable. However, according to the proposal:
- new entities indicate support of receiving type 8 IEs; and
- are allowed to send a message with a type 8 IE only, if the receiver earlier indicated support of receiving type 8 IEs.
So, a legacy entity cannot receive a type 8 IE in a correctly working system. 
Furthermore, according to the proposal, IEIs of existing "comprehension required" scheme are used for the type 8 IEs. If a new entity incorrectly sends a message with a type 8 IE to a legacy entity, the legacy entity discards the message due to IEI of the type 8 IE being an IEI is of "comprehension required" scheme.
The above is similar as when 7C and 7D IEI values were re-assigned from "comprehension required" scheme for type 6 IEs to non-"comprehension required" scheme for type 6 IEs, in C1-225310, as pre-Rel-17 compliant entity discards a message with a type 6 IE with IEI set to 7C or 7D.
Thus, introduction of a new IE type (i.e. type 8) is safe.

It was commented that increasing the maximum (worst-case) message size from 45kB to more than 16 000 kB (= maximum size of the proposed new IE type) is an increase by a factor > 350. However, the fact that type 8 based container enables carrying up to 16 000 kB does not mean that such long containers (and NAS messages carrying the container) will be needed. Size of the container is driven by the IEs which need to be transported in the container.

It was commented that the container of a type 6 IE is sufficient. However, there is no indication that new type 6 IEs to be defined in future will be smaller than those existing ones. If a single type 6 IE of maximum length (i.e. 65538 octets in TLV format) needs to be carried in container, a type 6 based container cannot carry it (as a type 6 IE can carry a value of only up to 65535 octets).

3. Conclusions
This paper provides further information to the discussion of IEIs of type 6 IEs in order for CT1 to make a decision for the 5GMM protocol. Also, the present paper shows a number of different solutions to provide a solution to the issue observed with insufficient number of IEs of type 6 of the 5GMM protocol.

For the REGISTRATION ACCEPT message (see 3GPP TS 24.501 [3]), the limit of non-comprehension required type 6 IEI values specified in Rel-15 has been reached, out of the two re-assigned IEIs (7CH and 7DH) of formerly "comprehension required" scheme one was used and only one remains available, and any new introduced IEs need an IEI value. Hence, CT1 needs to make a decision for Rel-18 which should also consider new IEs that can be defined in future versions of the protocol.

4. Proposal
The authors of this paper propose that CT1 agree a way forward this meeting.

