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[bookmark: _Toc35896801][bookmark: _Toc91856475][bookmark: _Toc66460300]*****************Change 1************************
[bookmark: _Toc25305662][bookmark: _Toc26190238][bookmark: _Toc26190831][bookmark: _Toc34062135][bookmark: _Toc34394576][bookmark: _Toc45274380][bookmark: _Toc51932919][bookmark: _Toc58513646][bookmark: _Toc92304713][bookmark: _Toc106983353]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
SEAL group Group management Management client: An entity that provides the client side functionalities corresponding to the SEAL group management service.
SEAL group management server: An entity that provides the server side functionalities corresponding to the SEAL group management service.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.434 [2] apply:
SEAL client
SEAL server
SEAL service
VAL group
VAL group member
VAL server 
VAL service
VAL user
Vertical
Vertical application
[bookmark: _Toc25305663][bookmark: _Toc26190239][bookmark: _Toc26190832][bookmark: _Toc34062136][bookmark: _Toc34394577][bookmark: _Toc45274381][bookmark: _Toc51932920][bookmark: _Toc58513647][bookmark: _Toc92304714][bookmark: _Toc106983354]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
MIME	Multipurpose Internet Mail Extensions
SEAL	Service Enabler Architecture Layer for verticalsVerticals
SGM-C	SEAL Group Management Client
SGM-S	SEAL Group Management Server


*****************Change 2************************
[bookmark: _Toc25305664][bookmark: _Toc26190240][bookmark: _Toc26190833][bookmark: _Toc34062137][bookmark: _Toc34394578][bookmark: _Toc45274382][bookmark: _Toc51932921][bookmark: _Toc58513648][bookmark: _Toc92304715][bookmark: _Toc106983355]4	General description
Group management is a SEAL service that provides the group management related capabilities to one or more vertical applications. The present document enables a SEAL group Group management Management client Client (SGM-C) and a VAL server to manage group documents in a SEAL group Group management Management server Server (SGM-S).

*****************Change 3************************
[bookmark: _Toc25305666][bookmark: _Toc26190242][bookmark: _Toc26190835][bookmark: _Toc34062139][bookmark: _Toc34394580][bookmark: _Toc45274384][bookmark: _Toc51932923][bookmark: _Toc58513650][bookmark: _Toc92304717][bookmark: _Toc106983357]5.1	SEAL group Group management Management client Client (SGM-C)
[bookmark: _Toc25305667][bookmark: _Toc26190243][bookmark: _Toc26190836][bookmark: _Toc34062140][bookmark: _Toc34394581][bookmark: _Toc45274385][bookmark: _Toc51932924][bookmark: _Toc58513651][bookmark: _Toc92304718]The SGM-C is a functional entity that acts as the application client for management of groups.
To be compliant with the HTTP procedures in the present document, a SGM-C:
-	shall support the role of XCAP client as specified in IETF RFC 4825 [3];
-	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1_1 [4];
-	shall support the procedure in clause 6.2.2;
-	shall support the procedure in clause 6.2.3;
-	shall support the procedure in clause 6.2.4;
-	shall support the procedure in clause 6.2.5;
-	shall support the procedure in clause 6.2.6;
-	shall support the procedure in clause 6.2.7; and
-	shall support the procedure in clause 6.2.8.
To be compliant with the CoAP procedures in the present document the SGM-C:
-	shall support the role of CoAP client as specified in IETF RFC 7252 [15];
-	shall support the capability to observe resources as specified in IETF RFC 7641 [17];
-	shall support the block-wise transfer as specified in IETF RFC 7959 [16];
-	may support the robust block transfer as specified in IETF draft draft-ietf-core-new-block-14 [20];
-	should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [18];
-	shall support CBOR encoding as specified in IETF RFC 8949 [19];
-	shall support the procedures in clause 6.2.2;
-	shall support the procedure in clause 6.2.3;
-	shall support the procedure in clause 6.2.4;
-	shall support the procedure in clause 6.2.5;
-	shall support the procedure in clause 6.2.6;
-	shall support the procedure in clause 6.2.7; and
-	shall support the procedure in clause 6.2.8.
NOTE 1:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [5].
NOTE 2:	Support for TCP for the CoAP procedures is required if the client connects over the network which blocks or impedes the use of UDP, e.g. when NATs are present in the communication path.
NOTE 3:	The CoAP protocol supports mechanism for reliable message exchange over UDP. Use of TCP can also be beneficial if reliable transport is required for other reasons, e.g. better observability of resources. Usage of CoAP over TCP is an implementation choice.
NOTE 4:	Support for the robust block transfer mechanism for the CoAP procedures is beneficial in environments where packet loss is highly asymmetrical and where performance optimization of block transfers is required.
[bookmark: _Toc106983358]5.2	SEAL group Group management Management server Server (SGM-S)
The SGM-S functional entity provides for management of groups supported within the vertical application layer.
To be compliant with the HTTP procedures in the present document, a SGM-S:
-	shall support the role of XCAP server as specified in IETF RFC 4825 [3];
-	shall support the role of Group XDMS as specified in OMA OMA-TS-XDM_Group-V1_1_1 [4];
-	shall support the procedure in clause 6.2.2;
-	shall support the procedure in clause 6.2.3;
-	shall support the procedure in clause 6.2.4;
-	shall support the procedure in clause 6.2.5;
-	shall support the procedure in clause 6.2.6;
-	shall support the procedure in clause 6.2.7; and
-	shall support the procedure in clause 6.2.8.
To be compliant with the CoAP procedures in the present document the SGM-C:
-	shall support the role of CoAP server as specified in IETF RFC 7252 [15];
-	shall support the capability to observe resources as specified in IETF RFC 7641 [17];
-	shall support the block-wise transfer as specified in IETF RFC 7959 [16];
-	shall support the robust block transfer as specified in IETF draft draft-ietf-core-new-block-14 [20];
-	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [18];
-	shall support CBOR encoding as specified in IETF RFC 8949 [19];
-	shall support the procedures in clause 6.2.2;
-	shall support the procedure in clause 6.2.3;
-	shall support the procedure in clause 6.2.4;
-	shall support the procedure in clause 6.2.5;
-	shall support the procedure in clause 6.2.6;
-	shall support the procedure in clause 6.2.7; and
-	shall support the procedure in clause 6.2.8.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [5]

*****************Change 4************************
[bookmark: _Toc106983382]6.2.4.4	SGM server CoAP procedure
Upon reception of an CoAP PUT request where the CoAP URI of the request identifies Individual VAL Group Document resource as described in clause C.2.1.2.3.2, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.X, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update the requested VAL group document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SGM-C according to procedures specified in IETF RFC 7252  [12]; and
c)	shall update the VAL group document pointed according to the "VALGroupDocument" received in the request, and:
1)	for each new member in the group shall create a new individual group member resource; and
2)	for each member removed from the group shall delete the corresponding individual group member resource.
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.3.2. 

*****************Change 5************************
[bookmark: _Toc106983388]6.2.5.1.4	SGM server CoAP procedure
Upon reception of an CoAP PUT request where the CoAP URI of the request identifies an Individual VAL Group Document resource as described in annex C.2.1.2.3.2, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.3, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update the requested VAL group document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SGM-C according to procedures specified in IETF RFC 7252  [12]; and
c)	shall update the VAL group document pointed according to the "VALGroupDocument" received in the request, and:
1)	for each new member in the group shall create a new individual group member resource; and
2)	for each member removed from the group shall delete the corresponding individual group member resource.
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.3.2.

*****************Change 6************************
[bookmark: _Toc106983393]6.2.5.2.4	SGM server CoAP procedure
Upon reception of an CoAP GET request where the CoAP URI of the request identifies VAL Group Documents resource as described in clause C.2.1.2.2.3.2, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.X, and:
1)	if the sender is not authorized to fetch the requested VAL group document(s), shall respond with a 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SGM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall return a 2.05 (Content) response including all the VAL group documents matching all the given values of the query parameters.
Upon reception of an CoAP GET request where the CoAP URI of the request identifies Individual VAL Group Document resource as described in clause C.2.1.2.3.3.1, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.X, and:
1)	if the sender is not authorized to fetch the requested VAL group document, shall respond with a 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SGM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall check if the resource pointed at by the CoAP URI exists and:
1)	if it exists, shall return the VAL document in a 2.05 (Content) response with the content of the document matching the content filtering query parameters; or
2)	otherwise, shall return a 4.04 (Not found) response.
*****************Change 7************************
[bookmark: _Toc34062191][bookmark: _Toc34394632]6.2.8.2.2.2	Sending group modify notification
To send the group modification notification to the SGM-C, the SGM-S:
a)	shall check whether valid group events subscription exists for event SUBSCRIBE_GROUP_MODIFICATION (0x02) as defined in clause A.1.2 or not; if valid subscription does not exists then skip rest of the steps;
b)	shall generate an HTTP POST message to notify group announcement. In the HTTP POST message:
1)	shall set request URI to the call back URI received at the time of creating subscription;
2)	shall set Content-Type header to "application/json"; and
3)	shall include an HTTP request entity-body with the parameters specified in clause B.3 serialized into a JavaScript Object Notation (JSON) structure; and
c)	shall sent send the HTTP POST request towards SGM-C.


*****************Change 8************************

[bookmark: _Toc106983437]6.2.9.4	SGM server CoAP procedure
Upon reception of an CoAP DELETE request where the CoAP URI of the request identifies Individual Group Member resource as described in clause C.2.1.2.4.3.3, the SGM-S:
a)	shall determine the identity of the sender of the received CoAP DELETE request as specified in clause 6.2.1.X, and:
1)	if the identity of the sender of the received CoAP DELETE request is not authorized to delete the requested group member resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP DELETE request and skip rest of the steps;
b)	shall support handling an CoAP DELETE request from a SGM-C according to procedures specified in IETF RFC 7252  [12]; and
c)	shall delete the individual group member resource pointed at by the CoAP URI and shall update the "members" and "memberDetails" lists in the VAL group document.
Upon successful modification of the group, the SGM-S shall notify all group members about the group modification by following the procedure specified in clause 6.2.8.2.3.2. In the notification, the SGM-S shall send the modified VAL group document.
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