

	
3GPP TSG-CT WG1 Meeting #138-e	C1-225981
E-Meeting, 10th – 14th October 2022
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	24.538
	CR
	0021
	rev
	-
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	SEAL terms in 24.538 aligned with 24.546

	
	

	Source to WG:
	China Mobile

	Source to TSG:
	CT1

	
	

	Work item code:
	5GMARCH
	
	Date:
	2022-09-26

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	Several different terms with the same meaning are used in TS24.538 and they are needed to be modified to align with TS24.546. i.e. 
“Configuration Management Client” and “Configuration Management Server” is used for the SCM-C and SCM-S respectively; and “configuration management client functionality”/“configuration management server functionality” is used for the related capability.
TS24. 546 is also added as reference in some places in addition to TS23.434.

	
	

	Summary of change:
	SEAL terms in 24.538 aligned with 24.546

	
	

	Consequences if not approved:
	Different terms with the same meaning are used in TS24.538 and they are not aligned with TS24.546.

	
	

	Clauses affected:
	4, 5.2, 6.2.1.1, 6.2.1.2, 6.2.1.3, 6.2.2.1, 6.2.2.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc35896801][bookmark: _Toc91856475][bookmark: _Toc66460300]*****************Change 1************************
[bookmark: _Toc86042554][bookmark: _Toc86043111][bookmark: _Toc97379620][bookmark: _Toc104710953][bookmark: _Toc114862802][bookmark: _Toc86042557][bookmark: _Toc86043114][bookmark: _Toc97379623][bookmark: _Toc104710956][bookmark: _Toc114862805]4	General description
The MSGin5G Service (message service for MIoT over 5G System) is basically designed and optimized for massive IoT device communication including thing-to-thing communication and person-to-thing communication. The MSGin5G Service provides messaging communication capability in 5GS including the following message communication models:
a)	Point-to-Point message;
b)	Application-to-Point message/ Point-to-Application message;
c)	Group message;
d)	Broadcast message.
The MSGin5G Service support the message exchanging between the following UE types:
a)	MSGin5G UE:
1)	light weight Constrained UEs (e.g. sensors, actuators) and
2)	Unconstrained UEs with advanced capabilities (e.g. washing machine, micro-ovens).
b)	Legacy 3GPP UE.
c)	Non-3GPP UE.
The MSGin5G Client contained in the MSGin5G UE communicates with the MSGin5G Server over the MSGin5G-1 interface (see 3GPP TS 23.554 [2]). CoAP specified in IETF RFC 7252 [5] is used as the basic transport protocol of MSGin5G service in this reference point and shall be supported by the MSGin5G Client and MSGin5G Server. For supporting sending/receiving MSGin5G message for the MSGin5G Client contained in Constrained UE, the transport protocols of MSGin5G-6 interface is also CoAP specified in IETF RFC 7252 [5].
An MSGin5G UE-1 may be a Constrained UEs which does not have enough capability to communicate with MSGin5G Server. If allowed by configuration, an Unconstrained UE MSGin5G UE-2 may act as an MSGin5G Gateway UE or an MSGin5G Relay UE to MSGin5G UE-1. In this scenario, the MSGin5G UE-1 communicates with the MSGin5G UE-2 over the MSGin5G-5 and/or MSGin5G-6 interfaces (see 3GPP TS 23.554 [2]).
Additionally, the MSGin5G Client(s) may interacts with SEAL Clients over the SEAL-C reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The MSGin5G Server(s) may interacts with SEAL Servers over the SEAL-S reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The interaction between a SEAL Client and the corresponding SEAL Server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3].
By means of using the MSGin5G-1 interface, the following aspects can be provided:
a)	MSGin5G UE registration and de-registration towards the MSGin5G Server;
b)	MSGin5G message delivery and MSGin5G message delivery status report; and
c)	Messaging Topic Subscription.
By means of using the MSGin5G-5 interfaces, the following aspects can be provided:
a)	Constrained device registration and de-registration towards the MSGin5G Gateway UE; and
b)	The exchanging of message and message delivery status report between Constrained UE and MSGin5G Server by using MSGin5G Gateway UE.
By means of using the MSGin5G-5 and/or MSGin5G-6 interfaces, the following aspects can be provided:
a)	Constrained device registration and de-registration towards the MSGin5G Server by using MSGin5G Relay UE; and.
b)	The exchanging of MSGin5G message and MSGin5G message delivery status report between Constrained UE and MSGin5G Server by using MSGin5G Relay UE.
The necessary 5GC Network Capabilities, e.g. device triggering, may be used in MSGin5G Service as specified in 3GPP TS 23.554 [2]. The device trigger is delivered to the MSGin5G Client via SCEF/NEF and the Core Network as specified in 3GPP TS 23.502 [17] and is out of scope of this document.


*****************Change 2************************
5.2	MSGin5G Server
An MSGin5G Server functional entity provides server-side functionality for configuration, registration and message delivery.
The following functionalities of MSGin5G Server need to be considered in current document:
a)	exchanging MSGin5G messages with MSGin5G Client;
b)	routing MSGin5G messages based on UE Service ID;
c)	supporting transport level protocol selection and conversion for exchanging MSGin5G messages with MSGin5G UE;
d)	to resolve the MSGin5G Group Service ID to determine the members of the Group specified in 3GPP TS 23.434 [3];
e)	supporting MSGin5G message segmentation according to service provider's policy;
f)	supporting MSGin5G UE configuration procedures as specified in 3GPP TS 23.434 [3] and 3GPP TS 24.538 [12] or communicating with the SEAL Configuration Management Server to provide MSGin5G configuration data on a UE to be ready for the MSGin5G Service; and
g)	managing MSGin5G UE information related to the MSGin5G Service, such as MSGin5G Client availability.


*****************Change 3************************
[bookmark: _Toc86042561][bookmark: _Toc86043118][bookmark: _Toc97379627][bookmark: _Toc104710960][bookmark: _Toc114862809]6.2.1	MSGin5G UE Configuration
[bookmark: _Toc97379628][bookmark: _Toc104710961][bookmark: _Toc114862810]6.2.1.1	General
MSGin5G UE Configuration is based on the Configuration configuration management functionality specified in TS 23.434 [3] and TS 24.546 [6].
[bookmark: _Toc86042562][bookmark: _Toc86043119][bookmark: _Toc97379629][bookmark: _Toc104710962][bookmark: _Toc114862811]6.2.1.2	Procedure at MSGin5G Client
The MSGin5G UE should support the Configuration configuration management client functionality as specified in 3GPP TS 23.546 [6]. The configuration management client functionality may be collocated with MSGin5G Client or it can be separated with MSGin5G Client as per 3GPP TS 23.554 [2].
If the Configuration configuration management client functionality is not collocated with the MSGin5G Client, the MSGin5G Client should use SEAL-C interface to interact with Configuration configuration management client functionality for MSGin5G UE configuration.
The MSGin5G UE configuration procedures at the Configuration configuration management client functionality are based on the procedures in clause 6.2.3.3 of 3GPP TS 24.546 [6], in the procedures:
a)	the Configuration configuration management client functionality on the MSGin5G UE acts as SCM-C;
b)	the Configuration configuration management server functionality at the server-side acts as SCM-S;
c)	shall set the Option header to the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in Annex C.3.1 of 3GPP TS 24.546 [6],
1)	the "apiRoot" is set to the URI of the Configuration configuration management server functionality at the server-side;
2)	the "valServiceId" is set to the unique service identifier of MSGin5G service; and
3)	the Configuration configuration management client functionality shall make a GET request for the UE Configurations as described in Annex C.3.1.2.2.3.1 of 3GPP TS 24.546 [6] and shall set applicable query parameters defined in table C.3.1.2.2.3.1-1 of 3GPP TS 24.546 [6] with the clarification listed below.
i)	the ue-uri is set to the MSGin5G UE ID as specified in 3GPP TS 23.554 [2]
ii)	the ue-vendor and/or the ue-type parameter are set to the MSGin5G UE information as specified in 3GPP TS 23.554 [2] if included.
Upon receiving the requested MSGin5G UE configuration data, the Configuration configuration management client functionality shall submit the configuration data to MSGin5G Client by SEAL-C interface if it is not collocated with the MSGin5G Client. The MSGin5G Client shall store the configuration data, including MSGin5G UE Service ID, the address of MSGin5G Server and other available MSGin5G Service specific information.
The corresponding JSON Schema used in step e) is defined in 7.3.2.1.
[bookmark: _Toc86042563][bookmark: _Toc86043120][bookmark: _Toc97379630][bookmark: _Toc104710963][bookmark: _Toc114862812]6.2.1.3	Procedure at MSGin5G Server
The Configuration configuration management server functionality as specified in 3GPP TS 23.546 [6] may be collocated with MSGin5G Server or it can be separated with MSGin5G Server as per 3GPP TS 23.554 [2].
The MSGin5G UE configuration procedures at the Configuration configuration management server functionality are based on the procedures in clause 6.2.3.4 of 3GPP TS 24.546 [6]. In the procedures, the configuration management server function acts as SCM-S.


*****************Change 4************************
[bookmark: _Toc86042564][bookmark: _Toc86043121][bookmark: _Toc97379631][bookmark: _Toc104710964][bookmark: _Toc114862813]6.2.2	Constrained device Configuration
[bookmark: _Toc86042565][bookmark: _Toc86043122][bookmark: _Toc97379632][bookmark: _Toc104710965][bookmark: _Toc114862814]6.2.2.1	Procedure at MSGin5G Relay UE
When the MSGin5G Client on the MSGin5G Relay UE receives a CoAP GET request from UDP port XXX and the recipient's address included in the CoAP Option is set to the Configuration configuration management server functionalityfunction, the MSGin5G Relay UE acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP GET request as a uplink traffic to the Configuration configuration management server functionalityfunction.
Editor's note: The exact UDP port number on which the CoAP GET request is sent, is FFS.
When the MSGin5G Client-1 on the MSGin5G Relay UE receives a CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response from UDP port XXX and the recipient's address included in the CoAP Option is set to another MSGin5G Client-2 which has established a connection for One-to-one ProSe Direct Communication with it as specified in 3GPP  TS 23.304[9], the MSGin5G Relay UE acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response as a downlink traffic to the MSGin5G Client-2, Otherwise the MSGin5G Client-1 shall discard the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response.
Editor's note: The exact UDP port number on which the CoAP GET response is sent, is FFS.
[bookmark: _Toc86042566][bookmark: _Toc86043123][bookmark: _Toc97379633][bookmark: _Toc104710966][bookmark: _Toc114862815]6.2.2.2	Procedure at Constrained device with MSGin5G Client
In order to send an MSGin5G UE Configuration request, the Configuration configuration management client functionalityfunction on the Constrained device with MSGin5G Client shall use the procedures specified in clause 6.2.1.2.
Upon receiving an CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response and the recipient's address included in the CoAP Option is set to the MSGin5G Client itself, the MSGin5G Client shall handle the CoAP 2.05 (Content), 4.03 (Forbidden) or 4.04 (Not found) response as specified in clause 6.2.1.2.
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