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1 Background
SA6 is specifying the application layer architecture, procedures and information flows necessary for enabling PINAPP (Application layer support for Personal IoT Networks) in 3GPP Rel-18. This paper attempts to describe the status of PINAPP work under SA6 responsibility, and analyse potential stage-3 CT WGs impacts.
2 Discussion
2.1 SA6 SID info

SA6 has agreed on a Study item on Application layer support for Personal IoT Networks for Rel-18 in SP-220095. The key issues and solutions of the SA6 study are captured in TR 23.700-78 within the scope of the study. 
TR 23.700-78 specifies a total 14 solutions and the completion rate of the FS_PINAPP study item is currently 60%.
The next step for SA6 during its next WG meetings (SA6#51-e) is listed as following: 
· KI#1, KI#2, KI#4, KI#6 move into evaluation and conclusion;
· KI#3 and KI#5: Contents in PINAPP enabler layer that needs to move into normative should be identified; 
· KI#5: decide whether the KI#5 should be promoted in R18 TR phase and ask SA1 for requirements.
The SA6 SID on PINAPP is expected to send the normative work to SA plenary in SA#98 (Dec-2022). After the completion of SA6 (expected in SA6#52), the related CT WG WID can be discussed and approved in Feb-2023 (CT1#140), then the stage-3 work of CT WG can start accordingly.
Specifically, the following objectives are studied in PINAPP:
· Analyse the Stage 1 specifications (TS 22.261 and TS 22.101) to determine which requirements of PIN have potential application level impacts;
· [bookmark: _Hlk70970081][bookmark: _Hlk80978686]Develop key issues, corresponding architecture requirements and solution recommendations to enable the application layer support for PIN services over 3GPP systems
· Application layer architecture to support PIN network
· Information and support from 3GPP network to PIN network
· Service or applications discovery within a PIN network or by outside UE via 3GPP network.
· Service or applications authorization and access control
· To study the PINAPP service switch when path switch happens between PIN elements or PINAPP moves between PIN elements.
The objectives are mapped to 6 Key issues in TR 23.700-78:
· Key issue #1: PIN Management;
· Key issue #2: PINAPP accesses 5G network by application mechanism;
· Key issue #3: Service switch in PIN;
· Key issue #4: PIN Application Server Discovery;
· Key issue #5: Service continuity;
· Key issue #6: PEMC/PEGC replacement in PIN;
2.2 Function model



Figure 1: PINAPP architecture


Figure 2: SEAL based PINAPP architecture
The Figure 1 shows the architecture for enabling PINAPP and Figure 2 shows the SAEL based architecture for enabling PINAPP as per current version of TS 23.700-78.
The functional model consists of following entities:
-	PIN element with Management Capabilities (PEMC): A PIN Element with Management Capability is a PIN Element that provides a means for an authorized administrator to configure and manage a PIN. It provides following functionalities: for a network operator or authorized user to configure the policies of the PIN; provide life span information of the PIN to the authorized user or the PIN elements; maintain the UEs or PIN elements who joined the PIN. It includes maintaining available services, capability to act as a relay to other UEs or PIN elements; configure and manage a PIN;
-	PIN Server: It provides following functionalities: provisioning of configuration information to UE (PINAPP); provides supporting functions e.g. authorization of the Creation request of PIN, and arranges the PEGC information about access control to PIN;
-	PIN element with Gateway Capabilities (PEGC): A PIN Element with Gateway Capability is a PIN Element that provide any 5G services to any UE or PINAPP via a PEGC connected;
-	PIN client: The PIN enabler layer deployed in PIN elements to enable the management procedure to PEMC and routing control procedure to PEGC. It provides the following functionalities: registering the available service and capabilities; perform service discovery of other UEs or PIN elements; communicate with PIN clients of other UEs or PIN elements; act as a relay for other UEs or PIN elements; selects relay for direct communication; and indicate whether the UE or PIN element is discoverable or not;
-	Application client: Application client is the application resident in the PIN elements performing the client function;
-	SEAL group management client: It provides the following functionalities: the SEAL group management client at the PEMC, or the PIN server triggers the PIN creation; the SEAL group management client at the PEMC, or the PIN server triggers the PIN update; the SEAL group management client at the PEMC, or the PIN server triggers the PIN deletion; the SEAL group management client at the PIN element discovers the PIN from the server; the SEAL group management client at the PIN element discovers the PIN element from the server.
The functional model consists of following reference points:
PIN - 1: The interactions related to enabling PINAPP, between the Application client and the PIN client. 
PIN - 2: This reference point exists between PIN client and PEGC which connects PIN client of UE to PEGC. The PIN client uses this interface to communicate with other PIN clients within PIN or to access 3GPP network.. 
PIN - 3: This reference point exists between the PIN client and PEMC and following functionalities are supported over this reference point:
-	Authorizing PIN clients to access PIN;
-	Service discovery of other UEs or PIN elements;
-	Discovery and selection of relay UEs or PIN elements;
 -	Notifying the PIN information modification details (e.g. PEMC change, PEGC change, PIN capabilities change).
PIN - 4: This reference point exists between the PEGC and PEMC and following functionalities are supported over this reference point: 
-	Authorizing PEGC for PIN access;
-	Notification of PIN elements joining or leaving the PIN by PEMC to PEGC;
-	Delivery of PIN dynamic profile information by PEMC to PEGC whenever it changes;
PIN - 5: This reference point exists between the one PIN client and another PIN client and it supports direct connection over 3GPP or non-3GPP RAT. It also connects to PIN client of a UE or PIN element to the PIN client of another UE or PIN element acting as a relay. 
PIN - 6: This reference point exists between the PEMC and PIN server and supports the following functionalities:
-	Authorization of PEMC;
-	Notifying PIN server whenever a PIN element joins or leaves the PIN, whenever a PIN client updates its capabilities;
-	Notifying PIN server of PEGC replacement;
-	Delivery of PIN dynamic profile information;
PIN - 7: The interactions related to enabling PINAPP, between the one PEGC and PIN server. 
PIN - 8: The interactions related to enabling PINAPP, between the one PIN server and 3GPP core network. 
PIN - 9: The interactions related to enabling PINAPP, between the application server and PIN server. 
PIN - 10: The interactions related to enabling PINAPP, between the PIN client in PIN element and PIN server. 
3 Impacts on CT WG
3.1	Impacts on CT1
CT1 working group requires to define the control plane protocol for the procedures defined for above mentioned PIN-1, PIN-2, PIN-3, PIN-4, PIN-5, PIN-6, PIN-7, and PIN-10 interfaces. 
3.2	Impacts on CT3
CT3 working group requires to define the APIs for the procedures defined for above mentioned PIN-8, PIN-9 interfaces.
4 Conclusion
[bookmark: OLE_LINK2]This paper has provided a preliminary analysis of impacts of stage-2 PINAPP work on stage-3 CT WGs based on the current status of work in SA6. Based on the analysis and evaluation, it is foreseen that CT1 and CT3 groups are all impacted by the PINAPP work. 
The author of this paper proposes:
-	CT1 takes the lead on defining and working on the PINAPP;
-	the CT WG WID is expected to be provided and discussed within the 3GPP Rel-18 during CT1#140 (Feb, 2023).
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