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1.	Introduction
The 6th ETSI MCX Plugtests event completed in November 2021 and the report was issued in December 2021. The 
2nd ETSI FRMCS Plugtests completed in May 2022. Section 10 of these reports provide a set of Plugtest Observations that include problems noted in the 3GPP specifications. A synopsis of pertinent parts of section 10 of these reports is included below. It should be noted that the 6th ETSI MCX Plugtests considered 3GPP Rel‑16 and the 2nd ETSI FRMCS Plugtests were based on 3GPP Rel-17.

On 6 July 2022, the 3GPP RAN5 TTCN Workshop #58 was held. Several issues were noted with the 3GPP MCX specifications and are also included below. These issues are added to this report to facilitate tracking and resolution.

New issue status since the last version of this report is indicated in green highlight.

2.	Pertinent Plugtest Observations from November 2021
	6th ETSI MCX Plugtests report reference
	Problem Description
	Responsible 3GPP Working Group(s)
	Status

	10.1.1
	(Editorial) In TS 24.379, 14.3.3.2 step iv -last "and" is missing
	CT1
	CLOSED: Text is correct in v17.6.0.

	10.1.2
	The behaviour of the participating server according to 9.2.2.12 in 3GPP TS 24.379 would result in two asynchronous notifications of the affiliation: 
a) Upon 200 OK reception from the controlling. 
b) Upon completion of 9.2.2.5 procedures by the controlling (resulting NOTIFY)
	CT1
	CLOSED: The client may, in fact, receive multiple notifications of affiliation with a group. Each time an affiliation change for some group takes place, the MC server composes a list of all current group affiliations and sends it to the MC client. So, the MC client may see its affiliation to Group X in multiple of these notifications. This is done to avoid having the MC server report some delta of affiliation changes to the MC client that could cause the MC client and MC server to become out of sync for a variety of error conditions. This is not considered to be an error.

	10.1.3
	Mapping and handling of eMBMS audio and video QCIs in MCVideo:
Which QCI to be used and/or whether different MBMS bearers are to be allocated in MCVideo for audio and video streams vs. content of the SDP not specifically stated in 3GPP TS 24.281. 
Note the references to "announcement(s) vs. SDP body" in Section 16.2.2.
(More detailed description in the report.)
	CT1
	CLOSED: TS 24.281 CR 0175 (Rel-17) in C1-224130.

	10.1.4
	Release of queued floor request:
[TS 24.380, subclause 6.2.4.9.6] states that a client in "U: queued" state shall send a Floor Release message and enter the state "U: pending Release" as soon as it receives an indication from the user to release the queued floor request. 
[TS 24.380, subclause 6.2.4.6.6] states that a client in "U: pending Release" state shall enter "U: has no permission" state as soon as it receives RTP media packets. 
Due to the previous statements a client releasing a queued floor request most of the time will enter the "U: has no permission state" almost immediately. 
In fact since the client request was queued an other client currently has the permission to talk and is presumably sending RTP packets. 
Wrapping it up, this sequence of state changes happens in rapid succession: 
"U: queued" -> "Release queued floor request" -> "U: pending Release" -> "Receive RTP packets" -> "U: has no permission" 
(More detailed description in the report.)
	CT1
	CLOSED
TS 24.380 CR 330 in C1-225208 was agreed in CT1#137e.

	10.1.5
	Identifying user profile index in user database: Clause 7.3.3 in 3GPP TS 24.379 states that upon receiving a "poc-settings” SIP PUBLISH request for service authorization, the participating MCPTT function shall carry out the service authorization. If successful, it shall download the MCPTT user profile from the MCPTT user database as defined in 3GPP TS 29.283 if not already stored at the MCPTT server and use the <selected-user-profile-index> element of the poc-settings event package if included to identify the active MCPTT user profile for the MCPTT client. 
The Diameter definition in 29.283 seems to use the User-Data-Id AVP for update operations but not for Pull requests. IT may seem like all profiles with different index will be retrieved with the Pull operation. 
	CT1
	OPEN


	10.1.6
	Late call entry at the non-controlling function: Assuming that the following steps happen: 
- A temporary group call is in place involving a controlling function and a non-controlling function. 
- All the clients at the non-controlling function side leave the call. 
- The non-controlling function session is released due to the session release policy specified in [TS 24.379, par. 6.3.8.1] (there are only one or no participants in the MCPTT session). 
- The controlling function session is still in place. 
Then the late call entry initiated by the non-controlling function as specified in [TS 24.379, par. 10.1.1.5.3.2] cannot be executed, because the session is released at the non-controlling function. 
Therefore in this situation there appear to be a disparity between clients at the controlling function side and clients at the non-controlling function side. 
Only those at the controlling function side are able to enter the call through a late call entry invitation.
	CT1
	CLOSED
Clause 6.3.8.1 applies to the controlling MCPTT function and not to the non-controlling function. The non-controlling MCPTT function waits for a BYE request from the controlling MCPTT function before clearing the session, see clauses 10.1.1.5.2.1 and 10.1.1.5.2.4. The text for the non-controlling MCPTT function is considered to be correct.

	10.1.7
	MCPTT Group Regrouping mcptt-regroup XML forwarding:
In group regrouping procedure the non-controlling server includes the affiliated users of the regrouped group in a <users-for-regroup> tag and adds it to the incoming mcptt-regroup XML. This XML already included the <groups-for-regroup> tag when sent from the controlling side, so both tags will be present in the XML sent to the participating function. This XML is forwarded as is to the MCPTT client. 
The MCPTT client is supposed to identify the type of regrouping (i.e. user or group regrouping) using the presence of the <users-for-regroup> or the <groups-for-regroup> tag, but this will not be possible if both tags are present. We suggest that if <groups-for-regroup> tag is present, the client shall also expect a <users-for-regroup> tag and if not, the client should just look for the <users-for-regroup> tag. That is, the <users-for-regroup> tag shall always be present for receiving clients. 
See TS 24.379 (v17.3.1): 
- 16.2.4 Non-controlling MCPTT function procedures ( e),f) ) 
- 16.2.2 Participating MCPTT function procedures ( e) ) 
- 16.2.1.3 Receiving a notification of creation of a regroup using preconfigured group ( a),b) )
	CT1
	CLOSED
TS 24.281 CR 179 in C1-225128 was agreed in CT1#137e.
TS 24.282 CR 329 was agreed in C1-225129 in CT1#137e.
TS 24.379 CR 833 was agreed in C1-225184 in CT1#137e.

	10.1.8
	Position of take-over indication in FA Presence XML:
Problems with the position of the take-over indication for FA activation were encountered.
Table 9A.3.1.2-1 of 3GPP TS 24.379 shows the schema.
(More detail in the report.)
	CT1
	CLOSED
TS 24.379 CR 0836 in C1-225429 was agreed in CT1#137e to fix this problem for Rel-17 and beyond.

	10.1.9
	Size of Track info field in TS 24.380:
In section 8.2.3.13: "The <Track Info length> value is a binary value and has a value indicating the total length in octets of the <Queueing Capability> value and one or more <Floor Participant Reference> value items." 
It is not consistent with the other fields: it should be the size of the whole field (including Participant Type Length value and Participant Type value)
	CT1
	CLOSED
TS 24.380 CR 0329 in C1-225207 was agreed in CT1#137-e

	10.1.10
	(Editorial) Wording not clear in TS 24.379:
Section 11.1.5.3.1 (and same in some others): "shall set the <mcptt-calling-user-id> element of the <mcpttinfo> element containing the <mcptt-Params>". The <mcptt-calling-user-id> needs to be put in the <mcptt-Params>. With this formulation, it seems it should be put in the <mcpttinfo>.

	CT1
	CLOSED
TS 24.379 CR 0839 in C1-225424 was agreed in CT1#137-e

	10.1.11
	(Editorial) Wording not clear in TS 33.180:
Section 7.4.2: "As a result of this mechanism, the group members share a GMK and GUK-ID" 
But each one has a different GUK-ID. So could be good to be rephrased, there it suggests they share the same one.
	SA3
	CLOSED
Because the 6th ETSI plugtests were based on Release 16, SA3 has addressed ETSI Plugtest observation 10.1.11 for release 16 and has mirrored the change into release 17.
SA3 now considers 6th ETSI Plugtests Report V100 observation 10.1.11 to be resolved.
Please refer to (R16 and R17) 3GPP TS 33.180 clause 7.4.2 for the resulting clarifications.



3.	Pertinent Plugtest Observations from May 2022
	2nd ETSI FRMCS Plugtests report reference
	Problem Description
	Responsible 3GPP Working Group(s)
	Status

	10.1.1
	According to clause 11.1.7.2.2 in 3GPP TS 24.379 (17.6.0) last subclause 3) the remote client shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the MCPTT user identified by the MCPTT ID contained in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP MESSAGE request 
That would mean the client (mcptt-client-B) is capable of directly routing the message back to the originating participating (mcptt-client-A). 
Furthermore, in Section 11.1.7.4, it looks like the controlling should be responsible for handling the response.
	CT1
	CLOSED
TS 24.379 CR 0834 in C1-225212 was agreed in CT1#137e.

	10.1.2
	Clause 11.1.9.4 in 3GPP TS 24.379 (17.6.0) does not mention how the <mcptt-request-uri> is populated (based on RLS) although later Request-URI is mentioned and also the terminating participating.
	CT1
	CLOSED
TS 24.379 CR 0831 in C1-225126 was agreed in CT1#137e.

	10.1.3
	[bookmark: _Hlk114746434]After the manual commencement derives 180 ringing the original call is not completed. The SIP behaviour should be clarified since the usual SIP forwarding mechanism (i.e. 302) is not used.
	CT1
	CLOSED: 
Response: Release of the original call upon successful transfer is handled in TS 24.379 clause 11.1.8.2.1 through the call to the procedures of 11.1.3.1.

	10.1.4
	Clause 6.1.5 of OMA-TSREST_NetAPI_NotificationChannel-V1_0-20200319-C defines the mechanism to create a notification channel. Which ChannelType is to be used for MCData are not mentioned.
	CT1
	CLOSED
The OMA specification provides several ChannelTypes in 5.2.3.1 but does not mandate the use of a particular ChannelType. 

	10.1.5
	In test case 10.3 the notification of entry into an emergency alert area following Section 6.3.2.4.1 in 3GPP TS 24.379 was intended to be used. However, for the FRMCS#2 Plugtests since <associated-group-id> is missing in 6.3.2.4.1, no implicit affiliation is added and C1-222074 was marked as postponed in C1#134-e and is waiting for needed Stage 2 CRs. 
Different tentative options are considered: OPTION 1: the original 6.3.2.4.2 mechanism (as in [FRMCS/REC/CLIENT/01] but triggered on emergency initiation time) will be used. OPTION 2: Following the original 6.3.2.4.1 all users receiving notification of entry into an emergency alert area would initiate the emergency alert and carry out the alerted group selection heuristic as in [FRMCS/REC/CLIENT/01] but in the client side (and eventually following NOTE 4: Based on implementation the MCPTT client can subsequently automatically originate an MCPTT emergency group call as specified in clause 10.1.1.2). Once the proper alerted group is selected and (n) alert are initiated later in the participating (see Clause 12.1.2.1 Subclause 3) if the MCPTT user is not affiliated with the MCPTT group as determined by clause 9.2.2.2.11, shall perform the actions specified in clause 9.2.2.2.12 for implicit affiliation. OPTION 3: Assume <associated-group-id> is included. 
NOTE how the original client triggering the generic alert gets affiliated is FFS.
	CT1
	CLOSED
C1-225426 and C1-225427 were agreed in CT1#137e.



4.	Pertinent TTCN Observations from July 2022
	3GPP RAN5 TTCN Workshop #58 Reference
	Problem Description
	Responsible 3GPP Working Group(s)
	Status

	2.1.2-1
	According to 24.380 at all places in clause 6 specifying the client to send the Floor Ack, the Message Type is specified to be the subtype value of the message to be acknowledged without the upper bit set. E.g. in clause 6.2.4.3.2 it says
“a. shall include the Message Type field set to '5' (Floor Idle);” 
This contradicts with clause 8.2.3.14 saying
“The <Message Type> value is an 8 bit binary value containing the binary value consisting of the 5 bit message subtype as coded in table 8.2.2.1-1 (including the first bit (used by some floor control messages to indicate that a Floor Ack message is requested) of the five bit subtype) preceeded by "000"”
Proposal 2.1.2-1:      If clause 8.2.3.14 shall be applied, then in clause 6 the Message Type field should be specified e.g. as ‘1X’O (i.e. as ‘15’O for Floor Idle). 

	CT1
	CLOSED
Response: The specification is clear in what to set, so no need to change. Message Type field is used to identify a specific request in Floor Ack. So the proposed solution is not needed and would make the specification ambiguous.

	2.1.3-1
	TS 24.380 clause 6.2.4.5.7 specifies at two places:
“i. shall include the Message Type field set to ‘1’ (Floor Idle); …”

but according to Table 8.2.2.1-1 the message type for Floor Idle should be 5.
Proposal 2.1.3-1:      Issue may be reported to CT1.

	CT1
	CLOSED
TS 24.380 CR 0324 in C!-225174 was agreed in CT1#137e

	2.2.1.3
	Transmission control ack
Issue 2.2.1.3-1:          Similar as described for issues 2.1.2-1 according to 24.581 clause 6 in all cases where Transmission control ack’s message type is specified it is the subtype value of the message to be acknowledged without the upper bit set, whereas clause 9.2.3.10 specifies the Message Type in the same way as in clause 8.2.3.14 of 24.380.
Proposal 2.2.1.3-1:  CT1 may be asked for clarification.

	CT1
	OPEN
(Possibly closed by the reply to 2.1.2-1 above?)

	2.2.2
	Issues in 24.581
Issue 2.2.2-1a:           According to 24.581 clauses 6.3.5.3.7, 6.3.5.3.10, 6.3.5.4.3 the server "may set the first bit in the subtype of the Transmission Idle message to '1' (Acknowledgment is required) as described in clause 9.2.2.1", but according to Table 9.2.2.1-2 the upper bit of the subtype is 0 for Transmission idle.
Issue 2.2.2-1b:           Table 9.2.2.1-3 allows the Transmission control ack to have the upper bit of the subtype set to 1, what means that the Transmission control ack itself can request a Transmission control ack. The question is whether this is intended.
Proposal 2.2.2-1:      Issues may be reported to CT1.
	CT1
	CLOSED
TS 24.581 CR 0090 in C!-225205 was agreed in CT1#137e

TS 24.581 CR 0091 in C!-225206 was agreed in CT1#137e


4.	Conclusion
This discussion paper will be updated as appropriate to track the status of each of these items.


