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[64]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[65]	3GPP TS 29.199-09: "Open Service Access (OSA); Parlay X web services; Part 9: Terminal location".
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[67]	IETF RFC 8101 (March 2017): "IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority Namespace for Mission Critical Push To Talk Service".
[68]	3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".
[69]	IETF RFC 5547: "A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer".
[70]	IETF RFC 1738: "Uniform Resource Locators (URL)".
[71]	IETF RFC 4566 (July 2006): "SDP: Session Description Protocol".
[72]	IETF RFC 5888 (June 2010): "The Session Description Protocol (SDP) Grouping Framework".
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For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
An MCData user is affiliated to an MCData group: The MCData user has expressed interest in an MCData group it is a member of, and both the MCData server serving the MCData user and the MCData server owning the MCData group have authorized the MCData user's interest in the MCData group communication.
An MCData user is affiliated to an MCData group at an MCData client: The MCData user is affiliated to the MCData group, the MCData client has a registered IP address for an IMPU related to the MCData ID, and the MCData server serving the MCData user has authorised the MCData user's interest in the MCData group at the MCData client.
Affiliation status: Applies for an MCData user to an MCData group and has one of the following states:
a)	the "not-affiliated" state indicating that the MCData user is not interested in the MCData group and the MCData user is not affiliated to the MCData group;
b)	the "affiliating" state indicating that the MCData user is interested in the MCData group but the MCData user is not affiliated to the MCData group yet;
c)	the "affiliated" state indicating that the MCData user is affiliated to the MCData group and there was no indication that MCData user is no longer interested in the MCData group; and
d)	the "deaffiliating" state indicating that the MCData user is no longer interested in the MCData group but the MCData user is still affiliated to the MCData group.
Group document: when the group is not a regroup based on a preconfigured regroup, the term "group document" used within the present document refers to the group document for that group within the GMS as specified in 3GPP TS 24.481 [3111]; when the group is a regroup based on a preconfigured group, the term "group document" used within the present document refers to the group document for the preconfigured group as specified in 3GPP TS 24.481 [3111] restricted to the users or groups included in the regroup stored by the MCData server at the time of the regroup creation, see clause 23.
Group identity: An MCData group identity or a temporary MCData group identity.
In-progress emergency private communication state: the state of two participants when an MCData emergency one‑to‑one communication is in progress.
In-progress imminent peril group state: the state of a group when an MCData imminent peril group communication is in progress.
MCData client ID: is a globally unique identification of a specific MCData client instance. MCData client ID is a UUID URN as specified in IETF RFC 4122 [14].
MCData emergency alert: A notification from the MCData client to the MCData service that the MCData user has an emergency condition.
MCData emergency alert state: MCData client internal perspective of the state of an MCData emergency alert.
MCData emergency group state: MCData client internal perspective of the in-progress emergency state of an MCData group maintained by the controlling MCData function.
MCData emergency group communication: An urgent MCData group communication that highlights a situation of potential death or serious injury.
MCData emergency group communication state: MCData client internal perspective of the state of an MCData emergency group communication.
MCData emergency state: MCData client internal perspective of the state of an MCData emergency associated with an alert, group communication or one‑to‑one (private) communication.
MCData emergency private communication state: MCData client internal perspective of the state of an MCData emergency one‑to‑one communication, initiated with emergency indication, or without emergency indication, when the MCData emergency state is already set.
MCData emergency private priority state: MCData client internal perspective of the in-progress emergency private communication state of the two participants of an MCData emergency one‑to‑one communication maintained by the controlling MCData function.
MCData imminent peril group communication state: MCData client internal perspective of the state of an MCData imminent peril group communication.
MCData imminent peril group state: MCData client internal perspective of the state of an MCData imminent peril group.
MCData private emergency alert state: MCData client internal perspective of the state of an MCData private one‑to‑one emergency alert targeted to an MCData user.
Functional alias status: Applies for the status of a functional alias for an MCData user and has one of the following states:
a)	the "not-activated" state indicating that the MCData user has not activated the functional alias;
b)	the "activating" state indicating that the MCData user is interested in using the functional alias but the functional alias is not yet activated for the MCData user;
c)	the "activated" state indicating that the MCData user has activated the functional alias;
d)	the "deactivating" state indicating that the MCData user is no longer interested in using the functional alias but the functional alias is still activated for the MCData user; and
e)	the "take-over-possible" state indicating that the MCData user is interested in using the functional alias but the functional alias is already activated and used by another MCData user.
User Requested Application Priority: The requested priority as defined in 3GPP 3GPP TS TS 23.280 280 [3]. How the server determines the priority for the requested communication based on requested priority and in combination with other factors is up to MCData server implementation.
For the purpose of the present document, the following terms and definitions given in 3GPP TS 33.180 [26] apply:
Client Server Key (CSK)
Multicast Signalling Key (MuSiK)
Multicast Signalling Key Identifier (MuSiK-ID)
MBMS subchannel control key (MSCCK)
MBMS subchannel control key identifier (MSCCK-ID)
Private Call Key (PCK)
Signalling Protection Key (SPK)
XML Protection Key (XPK)
For the purpose of the present document, the following terms and definitions given in 3GPP TS 22.280 [68] apply:
Functional alias
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc114663720]5.4.1	General
To allow interconnection between MCData system in different trust domains, MC Gateway Servers can be optionally added on the path between controlling and participating MCData functions and between controlling and non-controlling MCData functions.
An MCData gateway server acts as a SIP and HTTP proxy for signalling with an interconnected MCData system in a different trust domain.
An MCData gateway server acts as an application and security gateway with an interconnected MCData system in a different trust domain.
An MCData gateway server provides topology hiding to the interconnected MCData system in a different trust domain.
An MCData gateway server enforces local policies and local security.
An MCData gateway server can be an exit point from its MCData system to an interconnected MCData system in a different trust domain, an entry point to its MCData system from an interconnected MCData system in a different trust domain, or both.
An MCData gateway server is transparent to controlling and participating MCData functions and to controlling and non-controlling MCData functions. When required for interconnection, MC gateway servers URIs are known and used by MCData servers in place of the PSIs of the interconnected MCData server. The MCData server does not need to know if it finally addresses directly a controlling MCData function or an intermediate MCData gateway server.
To be compliant with the procedures in the present document, an MCData gateway server shall:
-	support the MC gateway server procedures defined in 3GPP TS 23.280 [823] and 3GPP TS 23.282 [2]; and
-	support the MC gateway server procedures defined in 3GPP TS 33.180 [26];
-	implement the procedures specified in clause 6.8.
To be compliant with the procedures for confidentiality protection in the present document, the MCData gateway server shall implement the procedures specified in clause 6.5.2, acting on behalf of the MCData server when sending or receiving confidentiality protected content to or from an MCData server in another trust domain.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCData gateway server shall implement the procedures specified in clause 6.5.3, acting on behalf of the MCData server when sending or receiving integrity protected content to or from an MCData server in another trust domain.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc92224554][bookmark: _Toc114663832]6.4	Handling of MIME bodies in a SIP message
The MCData client and the MCData server shall support several MIME bodies in SIP requests and SIP responses.
When the MCData client or the MCData server sends a SIP message and the SIP message contains more than one MIME body, the MCData client or the MCData server:
1)	shall, as specified in IETF RFC 2046 [21xx], include one Content-Type header field with the value set to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
2)	for each MIME body:
a)	shall insert the boundary delimiter;
b)	shall insert the Content-Type header field with the MIME type of the MIME body; and
c)	shall insert the content of the MIME body;
3)	shall insert a final boundary delimiter; and
4)	if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body as the first MIME body.
NOTE:	The reason for inserting the application/sdp MIME body as the first body is that if a functional entity in the underlying SIP core does not understand multiple MIME bodies, the functional entity will ignore all MIME bodies with the exception of the first MIME body. The order of multiple MCData application MIME bodies in a SIP message is irrelevant.
When the MCData client or the MCData server sends a SIP message and the SIP message contains only one MIME body, the MCData client or the MCData server:
1)	shall include a Content-Type header field set to the MIME type of the MIME body; and
2)	shall insert the content of the MIME body.
* * * * * * NEXT CHANGE * * * * * *
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The MCData Data messages may be encrypted and integrity protected. When encryption is applied to the entire message, the MCData Data message  shall be encrypted as specified in clause 8.5.4 in 3GPP TS 33.180 [26]. When encryption is applied to the Payload IEs of the MCData Data message the Payload IEs shall be encrypted as specified in clause 8.5.4 in 3GPP TS 33.180 [26].
The MCData Data signalling messages may be encrypted and integrity protected . When encryption is applied the MCData Data signalling shall be encrypted as specified in clause 8.5.4 in 3GPP TS 33.180 [26].
The MCData Data messages and the protected MCData Data messages may also be end-to-end authenticated as specified in clause 8.5.5 in 3GPP TS 33.180 [1526].
The MCData Protected Payload message as specified in 3GPP TS 33.180 [26] inherits the message type from the MCData Data signalling messages and the MCData Data messages with bits 7, 8 set according to clause 8.5.1 of 3GPP TS 33.180 [26] when entire MCData Data signalling messages and the MCData Data messages protected.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc114663880]6.8.2	MCData gateway server acting as an exit point from an MCData system
When acting as an exit point from a local MCData system to an interconnected MCData system, the MCData gateway server receives SIP requests and SIP responses intended for the controlling, non-controlling or participating function in the interconnected MCData system.
When receiving an outgoing SIP message, the MCData gateway server acting as an exit point:
1)	shall identify the MCData system identity of the interconnected MCData system from information elements in the outgoing SIP message, e.g., the Request-URI;
2)	may enforce local policy, and if local policy enforcement results in rejecting a SIP request (e.g., not having a mutual aid relationship), the MCData gateway shall reject the request by sending back a SIP 403 (Forbidden) response including a warning text "1xx service not authorized with the interconnected system", and the MCData gateway server shall not continue with the rest of the steps;
3)	may replace in the outgoing SIP message any addressing information linked to the local MCData system topology with its own addressing information; this includes;:
a)	the P-Asserted-Identity header field may be set to the MCData gateway server's own URI; and
b)	the Request-URI may be set to the public service identity of the targeted function in the interconnected MCData system, or to the URI of the MCData gateway server that acts as an entry point in the interconnected MCData system; and
NOTE:	How the MCData gateway server determines the public service identity of the targeted MCData function in the interconnected MCData system or the URI of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
4)	shall forward the outgoing SIP message according to 3GPP TS 24.229 [45].
[bookmark: _Toc114663881]6.8.3	MCData gateway server acting as an entry point in an MCData system
When acting as an entry point in an MCData system from an interconnected MCData system, the MCData gateway receives SIP requests and SIP responses intended for the controlling, non-controlling or participating function in the local MCData system.
When receiving an incoming SIP message, the MCData gateway server acting as an entry point:
1)	shall identify the MCData system identity of the interconnected MCData system from the P-Asserted-Identity header field of the incoming SIP messages;
2)	may enforce local policy and. if local policy enforcement results in rejecting a SIP request (e.g., not having a mutual aid relationship), the MCData gateway shall reject the request by sending back a SIP 403 (Forbidden) response including a warning text "180 service not authorized by the interconnected system", and the MCData gateway server shall not continue with the rest of the steps;
3)	should replace in the incoming SIP message its own addressing information with the addressing information of the targeted MCData function in the local MCData system:
a)	the Request-URI should be set to the public service identity of the targeted MCData function in the local MCData system; and
NOTE:	How the MCData gateway server determines the public service identity of the targeted MCData function in the local MCData system is out of the scope of the present document.
4)	shall forward the incoming SIP message according to 3GPP TS 24.229 [45].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc114663914]8.2.6.2	User profile defined rules
User profile based affiliation rules are controlled by the elements <RulesForAffiliation> or <RulesForDeaffiliation> of the MCData user profile document identified by the MCData ID of the MCData user (see the MCData user profile document specified in 3GPP TS 24.484 [5012]). The rules can be composed of location criteria (including heading and speed) or functional alias based criteria. A rule is fulfilled if  any of the location criteria and any of the functional alias based criteria are met. These rules are evaluated whenever a change of location occurs and whenever a functional alias is activated or deactivated. If any defined rule is fulfilled, the MCData client shall initiate the affiliation status change procedure as specified in clause 8.2.2.
NOTE:	Hysteresis can be applied to location changes to avoid too frequent affiliation changes. In addition, the definition of area entry and exit criteria can be specified to provide a buffer space to minimize ping-ponging into and out of an area.
* * * * * * NEXT CHANGE * * * * * *
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In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
Upon receipt of a "SIP INVITE request for controlling MCData function for standalone SDS over media plane", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
1A)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
2)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
3)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
4)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
5)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
6)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-sds" and the SIP INVITE request:
a)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; 
a1)	if the <mcdata-Params> element of the <mcdatainfo> element of an application/vnd.3gpp.mcdata-info+xml MIME body contains an <call-to-functional-alias-ind> element set to a value of "true":
i)	shall identify the MCData ID(s) of the MCData user(s) that have activated the received called functional alias in the MIME resource-lists body of the SIP INVITE request by performing the actions specified in clause 22.2.2.2.8, and:
A)	if unable to determine any MCData ID that has activated the received called functional alias in the MIME resource-lists body of the SIP INVITE, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps; and
B)	selects one of the identified MCData IDs, and shall send a SIP 300 (Multiple Choices) response to the SIP INVITE request populated according to 3GPP TS 24.229 [5], IETF RFC 3261 [24] with:
I)	a Contact header field containing a SIP URI for the MCData session identity; and
II)	an application/vnd.3gpp.mcdata-info MIME body with a <mcdata-request-uri> element set to the selected MCData ID  and shall not continue with the rest of the steps in this clause;
NOTE 1:	How the controlling MCData function selects the appropriate MCData ID is implementation-specific.
b)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in clause 9.2.3.4.3; and
c)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1;
7)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-sds":
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group SDS procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to send group MCData communications on this group identity as determined by step 2) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
g)	the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in clause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in clause 6.3.4;
i)	if the procedures in clause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
j)	shall invite each group member determined in step h) above, to the group session, as specified in clause 9.2.3.4.3; and
k)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 9.2.3.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request. the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media, in order to generate a SIP 200 (OK) response to the received SIP INVITE request; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
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In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
Upon receipt of a "SIP INVITE request for controlling MCData function for SDS session", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request originating an MCData emergency group communication as determined by clause 6.3.7.2.6, or for originating an MCData imminent peril group communication as determined by clause 6.3.7.2.4, the controlling MCData function can, according to local policy, choose to accept the request.
2)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
3)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
3A)	if the received SIP INVITE request includes an application/vnd.3gpp.mcdata-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in clause 6.3.7.1.9;
3B)	if the SIP INVITE request contains an unauthorised request for an MCData emergency communication as determined by clause 6.3.7.2.6:
a)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in clause 6.3.7.2.7; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
3C)	if the SIP INVITE request contains an unauthorised request for an MCData imminent peril group communication as determined by clause 6.3.7.2.4, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:
a)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <imminentperil-ind> element set to a value of "false"; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
3D)	if a Resource-Priority header field is included in the SIP INVITE request:
a)	if the Resource-Priority header field is set to the value indicated for emergency communications and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)	if the Resource-Priority header field is set to the value indicated for imminent peril communications and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
4)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
5)	void;
6)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
7)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-sds-session" and the SIP INVITE request:
a)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
a1)	if the <mcdata-Params> element of the <mcdatainfo> element of an application/vnd.3gpp.mcdata-info+xml MIME body contains an <call-to-functional-alias-ind> element set to a value of "true":
i)	shall identify the MCData ID(s) of the MCData user(s) that have activated the received called functional alias in the MIME resource-lists body of the SIP INVITE request by performing the actions specified in clause 22.2.2.2.8, and:
A)	if unable to determine any MCData IDthat hasactivated the received called functional alias in the MIME resource-lists body of the SIP INVITE request, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps; and
B)	selects one of the identified MCData IDs, and shall send a SIP 300 (Multiple Choices) response to the SIP INVITE request populated according to 3GPP TS 24.229 [5], IETF RFC 3261 [24] with:
I)	a Contact header field containing a SIP URI for the MCData session identity; and
II)	an application/vnd.3gpp.mcdata-info MIME body with a <mcdata-request-uri> element set to the selected MCData ID and shall not continue with the rest of the steps in this clause;
NOTE 1:	How the controlling MCData function selects the appropriate MCData ID is implementation-specific.
b)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in clause 9.2.4.4.3; and
c)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.2;
8)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-sds-session":
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
b1)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group SDS procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to send group MCData communications on this group identity as determined by step 2) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "222 user not authorised to initiate group SDS session on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in clause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in clause 6.3.4;
i)	if the procedures in clause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
j)	shall invite each group member determined in step g) above, to the group session, as specified in clause 9.2.4.4.3; and
k)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.2.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 9.2.4.4.3 and, if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using session, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5];
 2)	if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in clause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9;
3)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9; and
4)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
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If the file upload is intended for group file distribution, the media storage client shall determine whether the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element. If a <preconfigured-group-use-only> element exists and is set to the value "true", then the media storage client:
1)	should indicate to the MCData user that group file distribution is not allowed on the indicated group; and
2)	shall skip the remainder of this procedure.
The media storage client shall determine the value of the absolute URI associated with the media storage function of the MCData content server from the <MCDataContentServerURI> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [5012]).
The media storage client shall send HTTP requests over a TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.482 [24].
NOTE 1:	The HTTP client encodes the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].
NOTE 2:	The HTTP client always sends the HTTP requests to an HTTP proxy. Annex A of 3GPP TS 24.482 [24] indicates how the HTTP proxy forwards the HTTP request to the HTTP server.
To upload a UE-stored file to media storage function on the MCData content server, the media storage client:
1)	shall generate an HTTP POST request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23];
2)	shall set the Request-URI to the absolute URI identifying the resource on a media storage function;
3)	shall set the Host header field to a hostname identifying the media storage function;
4)	shall set the Content-Type header field to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
5)	if the file upload is for one-to-one file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "one-to-one-fd"; and
b)	the <mcdata-calling-user-id> element set to the originating MCData ID;
6)	if the file upload is for group file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "group-fd";
b)	the <mcdata-request-uri> element set to the MCData group identity; and
c)	the <mcdata-calling-user-id> element set to the originating MCData ID;
7)	if end-to-end security is required for a one-to-one communication, the MCData client protects the binary data representing the file and prefixes the protected binary data with security parameters as described in 3GPP TS 33.180 [26];
8)	if
a)	end-to-end security is not required for a one-to-one communication, or
b)	the file upload is for group file distribution;
	shall include the binary data representing the file with Content-Type field set to application/octet-stream and Content-Length field set to the file size; and
9)	shall send the HTTP POST request towards the media storage function.
To upload a network-stored file to media storage function on the MCData content server, the media storage client:
1)	shall generate an HTTP POST request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23];
2)	shall set the Request-URI to the absolute URI identifying the resource on a media storage function;
3)	shall set the Host header field to a hostname identifying the media storage function;
4)	shall set the Content-Type header field to multipart/mixed and with a boundary delimiter parameter set to any chosen value;
5)	if the file upload is for one-to-one file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "one-to-one-fd"; and
b)	the <mcdata-calling-user-id> element set to the originating MCData ID;
6)	if the file upload is for group file distribution, shall insert an application/vnd.3gpp.mcdata-info+xml MIME body with:
a)	the <request-type> element set to a value of "group-fd";
b)	the <mcdata-request-uri> element set to the MCData group identity; and
c)	the <mcdata-calling-user-id> element set to the originating MCData ID;
7)	shall insert a message/external-body MIME according to rules and procedures of IETF RFC 2017 [80] with:
a)	the Content-Type header field set to message/external-body with:
i)	the access-type parameter set to a value of "URL";
ii)	the URL parameter set to an absolute URI identifying the URL of the network-stored file being requested to download; and
NOTE 3:	For the network-stored file available in the MCData message store the above URL set as //{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/payload as indicated by the object's payLoadURL as described in the "Object" data structure in clause 5.3.2.1 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66].
iii)	the phantom body area of the message/external-body is not used and should be left blank; and
8)	shall send the HTTP POST request towards the media storage function.
On receipt of a HTTP 201 Created containing a Location header field with a URL identifying the location of the resource where the file has been stored on the media storage function, then the media storage client shall store this information.
* * * * * * NEXT CHANGE * * * * * *
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In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
The procedures in this clause are executed upon:
-	receipt of a "SIP INVITE request for controlling MCData function for file distribution"; or
-	a decision to now process a previously received "SIP INVITE request for controlling MCData function for file distribution" that had been queued for later transmission;
NOTE 1:	The controlling MCData function may postpone the continuation of an FD using media plane procedure by queuing the received "SIP INVITE request for controlling MCData function for file distribution". The management of the queue is specified in Annex B of 3GPP TS 23.282 [2].
the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response or queue the received SIP INVITE. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4];
NOTE 1A:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request originating an MCData emergency group communication as determined by clause 6.3.7.2.6, or for originating an MCData imminent peril group communication as determined by clause 6.3.7.2.4, the controlling MCData function can, according to local policy, choose to accept the request.
2)	if the received SIP INVITE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in clause 4.9, in the SIP 100 (Trying) response, and shall send the SIP 100 (TRYING) response towards the originating participating MCData function according to 3GPP TS 24.229 [5] and not continue with the remaining steps in this clause. Otherwise, continue with the rest of the steps;
3)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
3A)	if the received SIP INVITE request includes an application/vnd.3gpp.mcdata-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in clause 6.3.7.1.9;
3B)	if the SIP INVITE request contains an unauthorised request for an MCData emergency communication as determined by clause 6.3.7.2.6:
a)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in clause 6.3.7.2.7; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
3C)	if the SIP INVITE request contains an unauthorised request for an MCData imminent peril group communication as determined by clause 6.3.7.2.4, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:
a)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <imminentperil-ind> element set to a value of "false"; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
3D)	if a Resource-Priority header field is included in the SIP INVITE request:
a)	if the Resource-Priority header field is set to the value indicated for emergency communications and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)	if the Resource-Priority header field is set to the value indicated for imminent peril communications and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
4)	if the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in clause 6.2.2.3, shall reject the SIP INVITE request with appropriate reject code;
5)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
6)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
7)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
8)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-fd" and:
a)	the conditions in clause 11.1 indicate that the MCData user is not allowed to initiate FD communications due to file size exceeding allowed limits as determined by step 4) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "220 user not authorised for FD communications due to file size" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
NOTE 2:	The size of the file intended for transfer over the media plane is obtained from the 'size' selector of the file-selector attribute in the received SDP offer.
a1)	if the <mcdata-Params> element of the <mcdatainfo> element of an application/vnd.3gpp.mcdata-info+xml MIME body contains an <call-to-functional-alias-ind> element set to a value of "true":
i)	shall identify the MCData ID(s) of the MCData user(s) that have activated the received called functional alias in the MIME resource-lists body of the SIP INVITE request by performing the actions specified in clause 22.2.2.2.8, and:
A)	if unable to determine any MCData ID that has activated the received called functional alias in the MIME resource-lists body of the SIP INVITE request, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including a warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps; and
B)	selects one of the identified MCData IDs, and shall send a SIP 300 (Multiple Choices) response to the SIP INVITE request populated according to 3GPP TS 24.229 [5], IETF RFC 3261 [24] with:
I)	a Contact header field containing a SIP URI for the MCData session identity; and
II)	an application/vnd.3gpp.mcdata-info MIME body with a <mcdata-request-uri> element set to the selected MCData ID and shall not continue with the rest of the steps in this clause;
NOTE 2A:	How the controlling MCData function determines the appropriate MCData ID is implementation-specific.
b)	the SIP INVITE request:
i)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "205 unable to determine targeted user for one-to-one FD" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
ii)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in clause 10.2.5.4.3; and
shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.3; and
9)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-fd":
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
b1)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the user identified by the MCData ID:
i)	is not allowed to initiate group MCData communications on this group identity as determined by step 2) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
ii)	is not allowed to initiate group MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request as determined by step 8) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "208 user not authorised for MCData communications on this group identity due exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
iii)	is not allowed to initiate FD communications on this group identity due to file size exceeding the allowed limits as determined by step 6) of clause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "219 user not authorised for FD communications on this group identity due to file size" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause.
NOTE 3:	The size of the file intended for transfer over the media plane is obtained from the 'size' selector of the file-selector attribute in the received SDP offer.
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in clause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in clause 6.3.4;
i)	if the procedures in clause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
j)	shall invite each group member determined in step h) above, to the group session, as specified in clause 10.2.5.4.3; and
k)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.3.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 10.2.5.4.3 and, if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5];
2A)	if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in clause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9;
2B)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9;
 and
3)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 10.2.5.4.3 and if the warning text set to "232 communication is stored for later delivery" is received in a Warning header field as specified in clause 4.9, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is File Distribution, in order to generate a SIP 200 (OK) response to the receivedSIP INVITE request according to 3GPP TS 24.229 [5];
2A)	if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in clause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9;
2B)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in clause 4.9; and
3)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
NOTE 4:	When requested to release the associated media plane resources and to tear down the MCData session, the controlling MCData function stores the INVITE session information that is established between the participating function and the controlling function for later delivery.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20215854][bookmark: _Toc27496347][bookmark: _Toc36108088][bookmark: _Toc44598841][bookmark: _Toc44602696][bookmark: _Toc45197873][bookmark: _Toc45695906][bookmark: _Toc51851362][bookmark: _Toc92224979][bookmark: _Toc114664270]14.3.1	Sending enhanced status message
Upon receiving request from MCData user to share enhanced for selected group:
1)	if the value of "/<x>/<x>/Common/MCData/AllowedEnhSvc" leaf node present in the group configuration as specified in 3GPP TS 24.483 [4] is set to "true" for the MCData group, the MCData client:
a)	shall use "/<x>/<x>/Common/MCData/EnhSvcOpValues/<x>/EnhSvcOpID" leaf node associated with user selected enhanced status operation value present in the group configuration as specified in 3GPP TS 24.483 [42] to generate a group standalone SDS message by following the procedure described in clause 9.3.2.2.
[bookmark: _Toc20215855][bookmark: _Toc27496348][bookmark: _Toc36108089][bookmark: _Toc44598842][bookmark: _Toc44602697][bookmark: _Toc45197874][bookmark: _Toc45695907][bookmark: _Toc51851363][bookmark: _Toc92224980][bookmark: _Toc114664271]14.3.2	Receiving enhanced status message
Upon receipt of a SDS OFF-NETWORK MESSAGE message, the MCData client:
1)	shall follow the procedure defined in clause 9.3.2.4;
2)	shall attempt to match the received value with a "/<x>/<x>/Common/MCData/EnhSvcOpValues/<x>/EnhSvcOpID" leaf node present in the group configuration as specified in 3GPP TS 24.483 [42]; and
3)	if a match is found, shall render the associated operational value from "/<x>/<x>/Common/MCData/EnhSvcOpValues/<x>/EnhSvcOpValue" leaf node as enhanced status to the MCData user.

* * * * * * NEXT CHANGE * * * * * *
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The purpose of the FD disposition notification type information element is to identify the type of FD disposition notification sent from receiver to the sender.
The value part of the FD disposition notification type information element is coded as shown in Table 15.2.6-1.
The FD disposition notification type information element is a type 3 information element with a length of 1 octet.
Table 15.2.6.-1: FD disposition notification type
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	FILE DOWNLOAD REQUEST ACCEPTED

	0
	0
	0
	0
	0
	0
	1
	0
	
	FILE DOWNLOAD REQUEST REJECTED

	0
	0
	0
	0
	0
	0
	1
	1
	
	FILE DOWNLOAD COMPLETED

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILE DOWNLOAD DEFERRED

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



* * * * * * NEXT CHANGE * * * * * *
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The Number of payloads information element identifies the number of payloads contained in the message.
The Number of payloads information element is coded as shown in Figure 15.2.12-1, Table 15.2.12-1.
The Number of payloads information element is a type 3 information element with a length of 1 octet.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Number of payloads
	octet 1


Figure 15.2.12-1: Number of payloads information element
Table 15.2.12-21: Number of payloads information element
	Number of payloads value (octet 1)

The Number of payloads contains a value from 1 to 255.
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The purpose of the Notification type information element is to identify the type of notification sent from receiver to the sender.
The value part of the Notification type information element is coded as shown in Table 15.2.18-1.
The notification type information element is a type 3 information element with a length of 1 octet.
Table 15.2.18.-1: Notification type
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	FILE EXPIRED UNAVAILABLE TO DOWNLOAD

	0
	0
	0
	0
	0
	0
	1
	0
	
	FILE DELETED UNAVAILABLE TO DOWNLOAD

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.
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The purpose of the extension request type information element is to inform MCData server's response towards MCData client's request for extension of the MCData communication. This information element is used only when comm release information type IE takes "EXTENSION RESPONSE" value. The receiver can ignore Extension response type information element value if comm release information type IE takes any other value.
The value part of the Extension response type information element is coded as shown in Figure 15.2.21.1 and Table 15.2.21-1.
The Extension response type information element is a type 1 information element. 
	8
	7
	6
	5
	4
	3
	2
	1
	

	Extension response type IEI
	Extension response type value
	octet 1



Figure 15.2.21-1: Extension response type
Table 15.2.21-1: Extension response type
	Extension response type value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	ACCEPTED

	0
	0
	1
	0
	REJECTED

	

	All other values are reserved.
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The purpose of the Release Response Type information element is to inform MCData server's response towards MCData client's request for termination of the MCData communication. This information element is used only when Termination information type IE takes "TERMINATION RESPONSE" value. The receiver can ignore Release response type information element value if Termination information type IE takes any other value
The value part of the Release response type information element is coded as shown in figure 15.2.23.-1 and table 15.2.23-1.
The Release Response Type information element is a type 1 information element. 
	8
	7
	6
	5
	4
	3
	2
	1
	

	Release Response Type IEI
	Release Response Type value
	octet 1


Figure 15.2.23-1: Release Response Type
Table 15.2.23-1: Release Response Type
	Release Response Type value (octet 1)

	

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	RELEASE SUCCESS

	0
	0
	1
	0
	RELEASE FAILED

	

	All other values are reserved.
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In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
Upon receipt of a "SIP INVITE request for controlling MCData function for IP Connectivity session", the controlling MCData function:
1)	if unable to process the request may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.ipconn media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn";
3)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
4)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
5)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-ipconn" and the SIP INVITE request:
a)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "227 unable to determine targeted user for one-to-one IP Connectivity" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
a1)	contains an <mcdata-Params> element of the <mcdatainfo> element of an application/vnd.3gpp.mcdata-info+xml MIME body with a <call-to-functional-alias-ind> element set to a value of "true":
i)	shall identify the MCData ID(s) of the MCData user(s) that have activated the received called functional alias in the MIME resource-lists body of the SIP INVITE request by performing the actions specified in clause 22.2.2.2.8, and:
A)	if unable to determine any MCData ID that has activated the received called functional alias in the MIME resource-lists body of the SIP INVITE, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps; and
B)	shall select one of the identified MCData IDs, and shall send a SIP 300 (Multiple Choices) response to the SIP INVITE request populated according to 3GPP TS 24.229 [5], IETF RFC 3261 [24] with:
I)	a Contact header field containing a SIP URI for the MCData session identity; and
II)	an application/vnd.3gpp.mcdata-info MIME body with a <mcdata-request-uri> element set to the selected MCData ID  and shall not continue with the rest of the steps in this clause;
NOTE:	How the controlling MCData function selects the appropriate MCData ID is implementation-specific.
b)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in clause 20.4.1; and
c)	can interact with the media plane, in case routing or transmission control is necessary.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 20.4.1 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is IP Connectivity, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5]; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc114664551]22.2.2.2.8	Functional alias resolution from MCData server owning the functional alias procedure
In order to discover the MCData users that have successfully activated a handled functional alias in the MCData server owning the functional alias, the MCData server shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [5], IETF RFC 3856 [39], and IETF RFC 6665 [36].
In the SIP SUBSCRIBE request, the MCData server:
1)	shall set the Request-URI to the public service identity of the controlling MCData function associated with the handled functional alias;
2)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body. In the application/vnd.3gpp.mcdata -info+xml MIME body, the MCData server shall include the <mcdata-request-uri> element set to the handled functional alias ID;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service header field according to IETF RFC 6050 [7];
4)	shall set the Expires header field according to IETF RFC 6665 [36] to zero;
NOTE:	if the MCData server wants to receive the current status and later notification, can set the Expires header field according to IETF RFC 6665 [36], to 4294967295, which is the highest value defined for Expires header field in IETF RFC 3261 [24].
5)	shall include an Accept header field containing the application/pidf+xml MIME type;
6)	shall include an Events header field set to "presence"; and
7)	shall include an application/simple-filter+xml MIME body indicating per-functional alias restrictions of presence event package notification information indicating the served functional alias.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [5], IETF RFC 3856 [59], and IETF RFC 6665 [36], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-functional alias status information constructed according to clause 22.3.1, then the MCData client shall determine activation status for the MCData ID(s) of the MCData user(s) that have activated the functional alias in the received MIME body. 
* * * * * * NEXT CHANGE * * * * * *
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The table F.3.2-1 lists the timers used in off-network emergency alert, their start values, their limits, describes the cause of start, and the action to take on normal stop and on expiry.
Table F.3.2-1: Timers in off-network emergency alert
	Timer
	Timer value
	Cause of start
	Normal stop
	On expiry

	TFE1 (Emergency Alert)

	Default value: 30 seconds
Maximum value: 60 seconds

Configurable.

Set to the value of "/<x>/OffNetwork/Timers/TFE1" leaf node present in the UE initial configuration as specified in 3GPP TS 24.483 [42].

	Receipt of GROUP EMERGENCY ALERT.

	Receipt of GROUP EMERGENCY ALERT CANCEL.
	Assume end of emergency state, remove associated user from the list.

	TFE2 (emergency alert retransmission)

	Default value: 5 seconds
Maximum value: 10 seconds

Configurable.

Set to the value of "/<x>/OffNetwork/Timers/TFE2" leaf node present in the UE initial configuration as specified in 3GPP TS 24.483 [42].

	Transmission of GROUP EMERGENCY ALERT.

	Transmission of GROUP EMERGENCY ALERT CANCEL.

	Transmit GROUP EMERGENCY ALERT.



* * * * END OF CHANGES * * * * *

