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Introduction
Rel-18 SA2 SI on PIN is approved in SA2#148e and the corresponding SID can be found in SP-211643. The PIN SID mainly aims to provide a 5G experience to the users of the PIN, e.g., 5GS is aware of the IoT devices, to facilitate the management and performance of the personal network. There are seven key issues and twenty-seven solutions which are captured in the TR within the scope of the study. 60 percent of the study on PIN has been done after SA#96 (June, 2022) and has been captured in TR 23.700-88.

The Overall Plan of the study in SA2 is as follows:
[image: ]

According to the work plan of SA2, the main work of SA2#152 is to update the solutions, provide evaluations and give interim conclusions, the main work of SA2#153 is to give final conclusions, update evaluations and discuss the WID. The SA2 WID on PIN is expected to be completed in Dec, 2022.

After the completion of SA2#153, the related CT WG WID can be discussed and approved in Nov, 2022 and CT plenary in Dec, 2022, then the stage 3 work of CT WG may be started accordingly.

Discussion
The following section gives a more detailed analysis of SA2 to evaluate the possible impact on CT.

2.1 Key Issue #1: 5GC architecture enhancements to support PIN
This key issue focuses on 5GC architecture enhancements to support PIN. Four solutions on architecture enhancements are discussed in SA2 and captured in the TR. The principles for architecture enhancements have been indicated in the table 1:
Table 1: The principles for architecture enhancements
	
	Solution#0A
	Solution#0B
	Solution#0C
	Solution#0D

	New function(s) for PIN management
	One NF
	One NF and a trusted AF
	One trusted AF
	One AF (trusted or 3rd party)

	Connection among PINE and PEMC
	wireless link such as Wi-Fi, Bluetooth, WiGi
	TBD
	(1)direct connection over PIN layer for device to device
(2)via PEGC over PIN layer for device to device
(3)via PEGC and 5GC over PIN layer for device to AF
	TBD

	Connection among PINE and PEGC
	same as above
	non-3GPP access (e.g. WIFI, Bluetooth) over PIN layer for device to device
	direct connection over PIN layer for device to device
	non-3GPP access

	Connection among PEMC and PEGC
	same as above
	non-3GPP access (e.g. WIFI, Bluetooth) or 5G ProSe Direct Communication over PIN layer for device to device
	(1)direct connection over PIN layer for device to device
(2)via 5GC over PIN layer for device to device
	non-3GPP access (e.g. WIFI, Bluetooth) or 5G ProSe Direct Communication

	Connection among PEMC/PEGC and new function for PIN management
	TBD
	via 5GC over application layer 
	via 5GC over PIN layer for device to AF
	via 5GC over application layer

	Possible impact on CT WG
	TBD
	Yes
	Yes
	TBD



Observation 1.1: CT1 impact can be expected for the definition of the PIN layer for device to device or the PIN layer for device to NF/AF.
Observation 1.2: CT3/4 impact can be expected if the new function for PIN management is a NF.

2.2 Key Issue #2: PIN and PIN Element discovery and selection
This key issue focuses on PIN and PIN Element discovery and selection, mainly including two aspects, one is discovery which is for the critical to determine whether to establish a wireless connection with another entity, the other is selection which is for the critical to access services provided by another entity over the established wireless connections. There are currently eight solutions that have been captured in the TR. The mechanisms for PIN and PIN Element discovery have been captured in the table 2-1 and the mechanisms for PIN and PIN Element selection have been captured in the table 2-2.
[bookmark: OLE_LINK12][bookmark: OLE_LINK13]Table 2-1: The mechanisms for PIN and PIN Element discovery
	
	Solution#1
	Solution#2
	Solution#4a, #8, #14
	Solution#3 and #9

	Discovery information
	locally configured over a PIN protocol layer for device to device
	based on the PEMC capability and policy configured by 5GC
	the information of the wireless access, e.g. SSID for WiFi, device name for BT, PC5 discovery information, etc., which is locally configured or authorized APP on the PEMC
	provisioned by authorized user via or 5GC

	Possible impact on CT WG
	Yes
	Yes
	Yes
	Yes



Table 2-2: The mechanisms for PIN and PIN Element selection
	
	Solution#1
	Solution#2
	Solution#3
	Solution#4a, #8, 

	Selection information
	transported over a PIN protocol layer for device to device among PINEs/PEGCs/PEMCs
	broadcasted over wireless connections among PINEs/PEGCs/PEMCs using HTTP/UDP
	provisioned by authorized user or 5GC
	transported over application layer among PINEs/PEGCs/PEMCs

	Possible impact on CT WG
	Yes
	Yes
	Yes
	Yes



Observation 2: For the key issue#2, CT impact can be expected if the PIN and PIN Element discovery and selection information is transported by 5GC.

2.3 Key Issue #3: Management of PIN and PIN Elements
This key issue focuses on the management of PIN and PIN Elements, mainly including two aspects, one is PIN management by PEMC, the other is PIN management by network. There are currently ten solutions which have been discussed and captured in the TR. The mechanisms for PIN management by PEMC have been indicated in the table 3-1 and PIN management by network have been indicated in the table 3-2.
Table 3-1: The mechanisms for PIN management by PEMC
	
	Solution#1,
	Solution#9
	Solution#2
	solution #8
	solution #6
	solution #20
	#27

	PINEs management including adding/removing the PINEs
	over PIN protocol layer for device to device 
	over a PIN layer or application layer for device to device
	over PIN layer for device to device 
	over application layer between PINE/PEGC and PEMC
	over PIN layer for device to device
	over PIN layer for device to device
	over a PIN layer or application layer for device to device

	the association between PEGC and other PINEs management
	TBD
	TBD
	over PIN layer for device to device
	over PIN layer for device to AF
	over PIN layer for device to device
	over PIN layer for device to device
	over a PIN layer or application layer for device to device

	Possible impact on CT WG
	Yes
	TBD
	Yes
	Yes
	Yes
	Yes
	TBD



Table 3-2: The mechanisms for PIN management by network
	
	Solution#1
	Solution#5
	Solution#6
	Solution#7, #9
	Solution#8
	Solution#10

	PIN management
	over NAS between PEGC and 5GC (e.g. via PDU Session Modification procedure)


	over application layer with a PIN AF and the PIN AF interacts with a PIN NF via NEF, e.g. UDR, P-NF
	(1)over PIN layer for device to NF
(2) over application layer with a PIN AF, and the PIN AF interacts with a PIN NF via NEF, e.g. UDR, P-NF
(3) over NAS between PEMC and PIN NF
	over NAS between PEMC and NF
	over PIN layer for device to AF
	over connection between PINMF and PEMC

	Possible impact on CT WG
	Yes
	TBD
	Yes
	Yes
	Yes
	TBD



Observation 3.1: For the key issue#3, CT impact can be expected if the PIN management related information is transported over NAS.
Observation 3.2: For the key issue#3, CT3/4 impact can be expected if new function for PIN management is a NF.

2.4 [bookmark: OLE_LINK1][bookmark: OLE_LINK2] Key Issue #4: Communication of PIN
This key issue focuses on communication within PIN, mainly including two aspects, one is network relay path management, the other is QoS and policy differentiation. There are currently nine solutions that have been discussed and captured in the TR. The mechanisms for communication of PIN have been indicated in the table 4-1:
Table 4-1: The mechanisms for network relay path management
	
	solution #5
	solution #11
	solution #12
	solution #13
	solution #17
	solution #18
	solution #19
	solution #20

	trigger of QoS and policy information generated by PCF
	PDU Session modification with PINE information initiated by PEGC
	signalling exchanged between PINE and PIN AF over application layer
	Relay Activate/Deactivate Request sent by PINMF
	TBD
	TBD
	signalling exchanged between PINE and PIN AF over application layer
	signalling exchanged between PINE and PIN AF over application layer

	TBD

	QoS requirement provider
	UDR
	PIN AF
	PINE
	PINE
	PIN AF
	PIN AF
	PIN AF

	P-NF

	the provision of QoS and policy information to PEGC
	PDU Session Modification initiated by network
	PDU Session Modification initiated by SMF
	PDU Session Modification initiated by SMF
	TBD
	the update of N4 rules to UPF
	PDU Session Modification initiated by SMF
	PDU Session Modification initiated by network

	the provision of PDR and FAR to UPF

	Possible impact on CT WG
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes



Observation 4.1: For the key issue#4, CT1 impact can be expected for the use of NAS signalling during the provision of QoS and policy information. CT1 impact can be expected if the PIN management related information is transported over NAS.
Observation 4.2: For the key issue#4, CT3/4 impact can be expected if new function for PIN management is a NF.

2.5 Key Issue #5: Authorization for PIN--1,5,6,8,9,21,22
This key issue studies how to support authorization in a PIN, mainly including three aspects, one is PEMC authorization, second is PEGC authorization and the last is PINE authorization. There are currently seven solutions which have been discussed and captured in the TR. The mechanisms for PIN authorization have been indicated separately in the table 5-1, table 5-2 and table 5-3.
Table 5-1: The mechanisms for PEMC authorization
	
	solution #1
	solution #5
	solution #6
	solution #8
	solution #9

	with 5GC involvement
	Yes
	No
	Yes
	Yes
	Yes

	authorization trigger
	TBD
	PIN AF
	PIN NF 
	PIN NF
	NF

	information used
	TBD
	based on the configuration of the owner of the device
	based on subscription of a PIN
	based on subscription of a PIN
	based on subscription of PIN feature

	Possible impact on CT WG
	Yes
	TBD
	Yes
	TBD
	Yes



Table 5-2: The mechanisms for PEGC authorization
	
	solution #1
	solution #5
	solution #6
	solution #8
	solution #22

	with 5GC involvement
	Yes
	No
	Yes
	Yes
	No

	authorization trigger
	MNO
	PIN AS
	PIN NF
	PIN NF
	PEMC

	information used
	N/A
	based on the configuration of the owner of the device
	based on subscription
	based on subscription or the request from the PEGC
	based on the authorization policies

	Possible impact on CT WG
	Yes
	TBD
	Yes
	Yes
	TBD



Table 5-3: The mechanisms for PINE authorization
	
	solution #5
	solution #6
	solution #21
	solution #22

	PINE authorization for joining PIN
	with 5GC involvement
	No
	Yes
	Yes
	No

	
	Authorization trigger
	PIN AS
	PEMC
	AMF
	PEMC

	
	information used
	based on the configuration of the owner of the device
	based on the request from PEGC
	based on the PINE information  from PEMC
	based on the authorization policies

	PINE authorization for accessing 5GS via PEGC
	with 5GC involvement
	Yes
	TBD
	TBD
	No

	
	Authorization trigger
	PEGC
	
	
	PEMC

	
	information used
	based on the PIN configuration from PIN AS
	
	
	based on the authorization policies

	Possible impact on CT WG
	TBD
	Yes
	Yes
	TBD



Observation 5.1: For the key issue#5, CT1 impact can be expected for PEMC registration and authorization response over NAS and the use of NAS signalling during the provision of PIN management related information.
Observation 5.2: For the key issue#5, CT3/4 impact can be expected if new function for PIN management is a NF.

2.6 Key Issue #6: Policy and parameters provisioning for PIN
This key issue studies the policy and parameters provisioning for PIN to support the necessary procedures regarding to PIN, mainly including two aspects, one is provisioning parameters related to discovery and selection, the other is provisioning routing information related to device to network relay and device to device relay. There are currently twelve solutions which have been discussed and captured in the TR. The mechanisms have been indicated separately in the table 6-1 and table 6-2.
Table 6-1: The mechanisms for provisioning parameters related to discovery and selection
	
	solution #5
	solution #4b, #7, #8, #9, #12
	solution #14
	solution #23
	solution #24
	solution #25
	solution #26

	Discovery and selection information
	provided over application layer to PEGC, PINE, and PEMC
	provided over NAS to PEGC or PEMC through AMF
	provided over NAS between PEGC/PEMC and PCF
	provided over NAS between PEMC and PCF
	provided over NAS between PEMC/PEGC/PINE acting as a UE and PCF
	provided over NAS between PEMC and 5GC
	provided over NAS between PEMC /PEGC and AMF

	Possible impact on CT WG
	TBD
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes



Table 6-2: The mechanisms for provisioning routing information related to device to network/device relay
	
	solution #5
	solution #8, #12
	solution #19
	solution #24

	Routing information
	the transmission of PINE information between PEGC and SMF over NAS
	provided over NAS to PEGC 
	provided over NAS between PEGC and PCF
	provided over NAS between PEMC/PEGC/PINE acting as a UE and PCF

	Possible impact on CT WG
	Yes
	Yes
	Yes
	Yes



Observation 6: For the key issue#6, CT1 impact can be expected for new capability indication or information in the registration or service request, and the use of NAS signalling during the provision of policy and parameters for PIN.

2.7 Key Issue #7: Identification of PIN and PIN Elements
This key issue focuses on potential enhancements needed to support identification of PIN and PINEs, mainly including two aspects, one is PIN ID management, the other is PINE ID and PINE IP management. There are currently eight solutions which have been discussed and captured in the TR. The mechanisms have been indicated separately in the table 7-1 and table 7-2:
Table 7-1: The mechanisms for PIN ID management
	
	solution #3
	solution #5
	solution #6
	solution #8
	solution #9

	PIN ID allocator
	the authorized user or the 5GC
	PIN AF
	PIN NF
	PIN AF
	UDM

	Possible impact on CT WG
	Yes
	TBD
	Yes
	Yes
	Yes



Table 7-2: The mechanisms for PINE ID and PINE IP management
	
	solution #1
	solution #5
	solution #9
	solution #12
	solution #27

	PINE ID allocator
	PEMC
	TBD
	UDM or PEMC
	SMF
	serving PEGC

	PINE IP allocator
	TBD
	PEGC
	TBD
	SMF
	TBD

	Possible impact on CT WG
	Yes
	Yes
	Yes
	Yes
	TBD



Observation 7.1: For the key issue#7, CT1 impact can be expected for the use of NAS signalling during the provision of PIN and PINE information.
Observation 7.2: For the key issue#7, CT3/4 impact can be expected if new function for PIN management is a NF.


Conclusion
Based on the above discussion, following observations were provided:
[bookmark: OLE_LINK92]Observation 8: CT1 impact can be expected for the definition of the PIN layer for device to device or the PIN layer for device to NF/AF, and the use of NAS signalling during the transport of PIN related information.

Observation 9: CT3/4 impact can be expected if introduced new function for PIN management is a NF.

Based on above observations, the following proposal is provided:
[bookmark: _GoBack]Proposal: This paper is to provide the CT WGs the information on the progress of R18 SA2 SI on PIN and the possible CT impact. It proposes to follow SA2 progress for PIN closely and the related CT WG WID can be discussed and approved in Nov, 2022 and CT plenary in Dec, 2022, then the stage 3 work of CT WG may be started according.
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