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In WB-S1 mode, the MME shall initiate the dedicated bearer context activation procedure by sending an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, start the timer T3485, and enter the state BEARER CONTEXT ACTIVE PENDING (see example in figure 6.4.2.2.1).
The MME allocates the EPS bearer identity selecting a value as specified by clause 9.3.2, and includes it in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. The MME shall include the EPS bearer identity of the associated default bearer as the linked EPS bearer identity in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. If this procedure was initiated by a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST shall contain the procedure transaction identity (PTI) value received by the MME in the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE MODIFICATION REQUEST respectively.
If the UE provided the TFT IE with packet filters with extended identifiers support indication in the Protocol configuration options IE or the Extended protocol configuration options IE, and the network supports the TFT extended operation code field of the Traffic flow template information element set to each of "create new TFT with packet filters with extended identifiers", "add packet filters with extended identifiers to existing TFT", "replace packet filters with extended identifiers in existing TFT" or "delete packet filters with extended identifiers from existing TFT", the network shall include the TFT with the TFT operation code set to "TFT extended operation" in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.


Figure 6.4.2.2.1: Dedicated EPS bearer context activation procedure
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Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE may reject the request from the MME by sending an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message. The message shall include the EPS bearer identity and an ESM cause value indicating the reason for rejecting the dedicated EPS bearer context activation request.
The ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message contains an ESM cause that typically indicates one of the following ESM cause values:
#26:	insufficient resources;
#31:	request rejected, unspecified;
#41:	semantic error in the TFT operation;
#42:	syntactical error in the TFT operation;
#43:	invalid EPS bearer identity;
#44:	semantic error(s) in packet filter(s);
#45:	syntactical error(s) in packet filter(s); or
#95 – 111:	protocol errors.
The UE shall check the TFT in the request message for different types of TFT IE errors as follows:
a)	Semantic errors in TFT operations:
1)	When the TFT operation is an operation other than "Create a new TFT" and other than "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers"
	The UE shall reject the activation request with ESM cause #41 "semantic error in the TFT operation".
b)	Syntactical errors in TFT operations:
1)	When the TFT operation = "Create a new TFT" or "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers" and the packet filter list in the TFT IE is empty.
2)	When there are other types of syntactical errors in the coding of the TFT IE, such as
	 a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list; or
	a mismatch between the number of packet filters with extended identifiers subfield, and the number of packet filters in the packet filter list with extended identifiers subfield.
	The UE shall reject the activation request with ESM cause #42 "syntactical error in the TFT operation".
c)	Semantic errors in packet filters:
1)	When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.
2)	When the resulting TFT does not contain any packet filter which applicable for the uplink direction.
	The UE shall reject the activation request with ESM cause #44 "semantic errors in packet filter(s)".
d)	Syntactical errors in packet filters:
1)	When the TFT operation = "Create a new TFT" or "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers", and two or more packet filters in the resultant TFT would have identical packet filter identifiers.
2)	When the TFT operation = "Create a new TFT" or "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers", and two or more packet filters in all TFTs associated with this PDN connection would have identical packet filter precedence values.
3)	When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.
	In case 2, if the old packet filters do not belong to the default EPS bearer context, the UE shall not diagnose an error, shall further process the new activation request and, if it was processed successfully, shall delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the network and the UE, the UE shall perform a UE requested bearer resource modification procedure to delete the packet filters in the network corresponding to the packet filters it has deleted on the UE side.
	In case 2, if one or more old packet filters belong to the default EPS bearer context, the UE shall release the relevant PDN connection. If the relevant PDN connection is the last one that the UE has and EMM-REGISTERED without PDN connection is not supported by the UE or the MME, the UE shall detach and re-attach to the network.
	In cases 1 and 3 the UE shall reject the activation request with ESM cause #45 "syntactical errors in packet filter(s)".
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message in state BEARER CONTEXT ACTIVE PENDING, the MME shall stop the timer T3485, enter the state BEARER CONTEXT INACTIVE and abort the dedicated EPS bearer context activation procedure. The MME also requests the lower layer to release the radio resources that were established during the dedicated EPS bearer context activation procedure.

* * * Next Change * * * *
[bookmark: _Toc20218098][bookmark: _Toc27743983][bookmark: _Toc35959554][bookmark: _Toc45202987][bookmark: _Toc45700363][bookmark: _Toc51920099][bookmark: _Toc68251159][bookmark: _Toc99061325]6.4.3.2	EPS bearer context modification initiated by the network
The MME shall initiate the EPS bearer context modification procedure by sending a MODIFY EPS BEARER CONTEXT REQUEST message to the UE, starting the timer T3486, and entering the state BEARER CONTEXT MODIFY PENDING (see example in figure 6.4.3.2.1).
The MME shall include an EPS bearer identity that identifies the EPS bearer context to be modified in the MODIFY EPS BEARER CONTEXT REQUEST message.
If this procedure was initiated by a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the MODIFY EPS BEARER CONTEXT REQUEST shall contain the procedure transaction identity (PTI) value received by the MME in the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE MODIFICATION REQUEST respectively.
If the UE indicated "Control plane CIoT EPS optimization supported" and "Header compression for control plane CIoT EPS optimization supported" in the UE network capability IE in the latest ATTACH REQUEST message or the TRACKING AREA UPDATE REQUEST message, and the MME supports Control plane CIoT EPS optimization and Header compression for control plane CIoT EPS optimization, the MME may include the Header compression configuration IE in the MODIFY EPS BEARER CONTEXT REQUEST message to re-negotiate header compression configuration associated to an EPS bearer context.
If the UE provided the TFT IE with packet filters with extended identifiers support indication in the Protocol configuration options IE or the Extended protocol configuration options IE, the network supports the TFT extended operation code field of the Traffic flow template information element set to each of "create new TFT with packet filters with extended identifiers", "add packet filters with extended identifiers to existing TFT", "replace packet filters with extended identifiers in existing TFT" or "delete packet filters with extended identifiers from existing TFT", and the network needs to transmit the traffic flow template to the UE, then the network shall include the TFT with the TFT operation code set to "TFT extended operation", "Delete existing TFT" or "No TFT operation" in the MODIFY EPS BEARER CONTEXT REQUEST message.


Figure 6.4.3.2.1: EPS bearer context modification procedure
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Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE may reject the request from the MME by sending a MODIFY EPS BEARER CONTEXT REJECT message to the MME. The message shall include the EPS bearer identity and an ESM cause value indicating the reason for rejecting the EPS bearer context modification request.
The MODIFY EPS BEARER CONTEXT REJECT message contains an ESM cause that typically indicates one of the following ESM cause values:
#26:	insufficient resources;
#41:	semantic error in the TFT operation;
#42:	syntactical error in the TFT operation;
#43:	invalid EPS bearer identity;
#44:	semantic error(s) in packet filter(s);
#45:	syntactical error(s) in packet filter(s); or
#95 – 111:	protocol errors.
The UE shall check the TFT in the request message for different types of TFT IE errors as follows:
a)	Semantic errors in TFT operations:
1)	TFT operation = "Create a new TFT" or "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers", when there is already an existing TFT for the EPS bearer context.
2)	When the TFT operation is an operation other than "Create a new TFT", and other than "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers ", the EPS bearer context being modified is the default EPS bearer content and there is no TFT for the default EPS bearer context.
3)	TFT operation = "Delete packet filters from existing TFT" or "TFT extended operation" with the TFT extended operation code set to " Delete packet filters with extended identifiers from existing TFT",  when it would render the TFT empty.
4)	TFT operation = "Delete existing TFT" for a dedicated EPS bearer context.
	In case 4 the UE shall reject the modification request with ESM cause #41 "semantic error in the TFT operation".
	In the other cases the UE shall not diagnose an error and perform the following actions to resolve the inconsistency:
	In case 1 the UE shall further process the new activation request to create a new TFT and, if it was processed successfully, delete the old TFT.
	In case 2 the UE shall:
-	process the new request and if the TFT operation is "Delete existing TFT", or "Delete packet filters from existing TFT", or "TFT extended operation" with the TFT extended operation code set to "Delete packet filters with extended identifiers from existing TFT" and if no error according to items b, c, and d was detected, consider the TFT as successfully deleted;
-	process the new request as an activation request, if the TFT operation is "Add packet filters in existing TFT", or "Replace packet filters in existing TFT", or "TFT extended operation" with the TFT extended operation code set to "Add packet filters with extended identifiers to existing TFT", or "TFT extended operation" with the TFT extended operation code set to "Replace packet filters with extended identifiers in existing TFT".
	In case 3, if the packet filters belong to a dedicated EPS bearer context, the UE shall process the new deletion request and, if no error according to items b, c, and d was detected, the UE shall reject the modification request with ESM cause #41 "semantic error in the TFT operation".
	In case 3, if the packet filters belong to the default EPS bearer context, the UE shall process the new deletion request and if no error according to items b, c, and d was detected then delete the existing TFT, this corresponds to using match-all packet filter for the default EPS bearer context.
b)	Syntactical errors in TFT operations:
1)	When the TFT operation = "Create a new TFT", "Add packet filters in existing TFT", "Replace packet filters in existing TFT", or "Delete packet filters from existing TFT", "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers", "TFT extended operation" with the TFT extended operation code set to "Add packet filters with extended identifiers to existing TFT", "TFT extended operation" with the TFT extended operation code set to "Replace packet filters with extended identifiers in existing TFT", or "TFT extended operation" with the TFT extended operation code set to "Delete packet filters with extended identifiers from existing TFT", and the packet filter list in the TFT IE is empty.
2)	TFT operation = "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.
3)	TFT operation = "Replace packet filters in existing TFT" or "TFT extended operation" with the TFT extended operation code set to "Replace packet filters with extended identifiers in existing TFT" when the packet filter to be replaced does not exist in the original TFT.
4)	TFT operation = "Delete packet filters from existing TFT" or "TFT extended operation" with the TFT extended operation code set to "Delete packet filters with extended identifiers from existing TFT " when the packet filter to be deleted does not exist in the original TFT.
5)	Void.
6)	When there are other types of syntactical errors in the coding of the TFT IE, such as
	 a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.; or
	a mismatch between the number of extended packet filters subfield, and the number of packet filters in the extended packet filter list.
	In case 3 the UE shall not diagnose an error, further process the replace request and, if no error according to items c and d was detected, include the packet filters received to the existing TFT.
	In case 4 the UE shall not diagnose an error, further process the deletion request and, if no error according to items c and d was detected, consider the respective packet filter as successfully deleted.
	Otherwise the UE shall reject the modification request with ESM cause #42 "syntactical error in the TFT operation".
c)	Semantic errors in packet filters:
1)	When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.
2)	When the resulting TFT, which is assigned to a dedicated EPS bearer context, does not contain any packet filter applicable for the uplink direction among the packet filters created on request from the network.
	The UE shall reject the modification request with ESM cause #44 "semantic errors in packet filter(s)".
d)	Syntactical errors in packet filters:
1)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT", or "Replace packet filters in existing TFT" , "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers", "TFT extended operation" with the TFT extended operation code set to "Add packet filters with extended identifiers to existing TFT",or "TFT extended operation" with the TFT extended operation code set to "Replace packet filters with extended identifiers in existing TFT", and two or more packet filters in the resultant TFT would have identical packet filter identifiers.
2)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT", or "Replace packet filters in existing TFT", "TFT extended operation" with the TFT extended operation code set to "Create new TFT with packet filters with extended identifiers ", "TFT extended operation" with the TFT extended operation code set to " Add packet filters with extended identifiers to existing TFT ",or "TFT extended operation" with the TFT extended operation code set to "Replace packet filters with extended identifiers in existing TFT", and two or more packet filters among all TFTs associated with this PDN connection would have identical packet filter precedence values.
3)	When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.
	In case 1, if two or more packet filters with identical packet filter identifiers are contained in the new request, the UE shall reject the modification request with ESM cause #45 "syntactical errors in packet filter(s)". Otherwise, the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.
	In case 2, if the old packet filters do not belong to the default EPS bearer context, the UE shall not diagnose an error, shall further process the new request and, if it was processed successfully, shall delete the old packet filters which have identical filter precedence values. Furthermore, the UE shall perform a UE requested bearer resource modification procedure to delete the packet filters in the network corresponding to the packet filters it has deleted on the UE side.
	In case 2, if one or more old packet filters belong to the default EPS bearer context, the UE shall release the relevant PDN connection. If the relevant PDN connection is the last one that the UE has and EMM-REGISTERED without PDN connection is not supported by the UE or the MME, the UE shall detach and re-attach to the network.
	Otherwise the UE shall reject the modification request with ESM cause #45 "syntactical errors in packet filter(s)".
Upon receipt of the MODIFY EPS BEARER CONTEXT REJECT message with ESM cause value other than #43 "invalid EPS bearer identity" in state BEARER CONTEXT MODIFY PENDING, the MME shall stop the timer T3486, enter the state BEARER CONTEXT ACTIVE and abort the EPS bearer context modification procedure. If the network receives the MODIFY EPS BEARER CONTEXT REJECT message with ESM cause #43 "invalid EPS bearer identity", the MME locally deactivates the EPS bearer context(s) without peer-to-peer ESM signalling. When the MME detects that after the failed EPS bearer context modification there is a misalignment between the EPS bearer configuration and the EPS bearer context configuration or between the QoS on NAS and AS level, the MME should initiate the necessary procedures to achieve a re-alignment.
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In order to request connectivity to a PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1).
When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not start timer T3482 and shall not include the APN.
NOTE 1:	If the UE needs to provide protocol configuration options which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with protocol configuration options or APN or both.
In order to request a PDN connection for emergency bearer services or for access to RLOS, the UE shall not include an APN in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message.
In order to request connectivity to a PDN using the default APN, the UE includes the access point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:
-	if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the Access point name IE; and
-	in all other conditions, the UE need not include the Access point name IE.
In order to request connectivity to an additional PDN using a specific APN, the UE shall include the requested APN in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message.
NOTE 2:	The requested APN in the PDN CONNECTIVITY REQUEST or ESM INFORMATION RESPONSE message is for UAS services when the request to establish a PDN connection for UAS services is requested by the upper layers.
NOTE 3:	By configuration provided by the operator, the UE supporting UAS services knows that an APN is for UAS services when the request to establish a PDN connection for UAS services is requested by the upper layers and how this UE configuration is achieved is implementation specific.
In the PDN type IE the UE shall either indicate the IP version capability of the IP stack associated with the UE or non IP or Ethernet as specified in clause 6.2.2.
If the PDN type value of the PDN type IE is set to IPv4 or IPv6 or IPv4v6 and the UE indicates "Control plane CIoT EPS optimization supported" in the UE network capability IE of the ATTACH REQUEST message, the UE may include the Header compression configuration IE in the PDN CONNECTIVITY REQUEST message.
When the connectivity to a PDN is to be transferred from a non-3GPP access network to the 3GPP access network, the UE shall set the PDN type value of the PDN type IE to:
-	IPv4, if the previously allocated home address information consists of an IPv4 address only;
-	IPv6, if the previously allocated home address information consists of an IPv6 prefix only; or
-	IPv4v6, if the previously allocated home address information consists of both an IPv4 address and an IPv6 prefix.
The UE shall set the request type to "initial request" when the UE is establishing a new PDN connectivity to a PDN in an attach procedure or in a stand-alone PDN connectivity procedure or when the UE requests establishment of a PDN connection as a user-plane resource of an MA PDU session to be established. The UE shall set the request type to "emergency" when the UE is requesting a new PDN connectivity for emergency bearer services. The UE shall set the request type to "handover" when the connectivity to a PDN is to be transferred from a non-3GPP access network to the 3GPP access network, when the UE initiates the procedure to add 3GPP access to the PDN connection which is already established over WLAN, when the UE supporting N1 mode requests transfer of an existing non-emergency PDU session in 5GS or when the UE requests establishment of a PDN connection as a user-plane resource of an already established MA PDU session. The UE shall set the request type to "handover of emergency bearer services" when a PDN connection for emergency bearer services is to be transferred from a WLAN to the 3GPP access network or when the UE supporting N1 mode requests transfer of an existing emergency PDU session in 5GS. The UE shall set the request type to "RLOS" when the UE is requesting a new PDN connection for RLOS.
If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix. The UE shall request the IPv6 Home Network Prefix only if the UE has requested the home agent IPv6 address. The requested home agent address(es) and the Home Network Prefix are related to the APN the UE requested connectivity for.
The UE may set the ESM information transfer flag in the PDN CONNECTIVITY REQUEST message to indicate that it has ESM information, i.e. protocol configuration options, APN, or both, that needs to be sent after the NAS signalling security has been activated between the UE and the MME.
If the UE supports A/Gb mode or Iu mode or both, the UE shall indicate the support of the network requested bearer control procedures (see 3GPP TS 24.008 [13]) in A/Gb mode or Iu mode in the protocol configuration options IE.
If the UE supports N1 mode and the request type is:
a)	"initial request" or "emergency", the UE shall generate a PDU session ID, associate the PDU session ID with the PDN connection that is being established, and include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE;
b)	"handover" or "handover of emergency bearer services", and the UE requests:
1)	transfer of an existing PDU session in 5GS or establishment of a PDN connection as a user-plane resource of an already established MA PDU session, the UE shall associate the PDU session ID of the PDU session with the PDN connection that is being established for the existing PDU session and include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE; or
2)	transfer of an existing PDN connection in a non-3GPP access connected to the EPC and a PDU session ID is associated with the existing PDN connection, the UE shall include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE and associate the PDU session ID with the PDN connection that is being established. If the existing PDN connection is a non-emergency PDN connection and an S-NSSAI and a related PLMN ID are associated with the existing PDN connection, the UE shall in addition associate the S-NSSAI and the related PLMN ID with the PDN connection that is being established.
NOTE 4:	The UE can also have an S-NSSAI and the related PLMN ID associated with the PDN connection, if the S-NSSAI and the related PLMN ID was associated with the existing PDN connection in a non-3GPP access connected to the EPC as specified in 3GPP TS 24.302 [48]. The UE stores this S-NSSAI and the related PLMN ID for later use during inter-system change from S1 mode to N1 mode.
If the N1 mode capability is disabled, the UE may apply a) and b.2) above for service continuity support at inter-system change from S1 mode to N1 mode once its N1 mode capability is enabled again.
If the UE supporting N1 mode supports receiving QoS rules with the length of two octets or QoS flow descriptions with the length of two octets via the extended protocol configuration options IE, the UE shall include the QoS rules with the length of two octets support indicator or the QoS flow descriptions with the length of two octets support indicator, respectively, in the protocol configuration options IE or the extended protocol configuration options IE.
If the UE supports providing PDU session ID in the protocol configuration options IE or the extended protocol configuration option IE when its N1 mode capability is disabled, the UE shall include the QoS rules with the length of two octets support indicator or the QoS flow descriptions with the length of two octets support indicator, respectively, in the protocol configuration options IE or the extended protocol configuration options IE.
Protocol configuration options provided in the ESM INFORMATION RESPONSE message replace any protocol configuration options provided in the PDN CONNECTIVITY REQUEST message.
When the UE initiates the procedure to add 3GPP access to the PDN connection that is already established over WLAN, the UE shall provide the same APN as that of the PDN connection established over WLAN in the PDN connectivity procedure as specified in the clause 6.2.2 of 3GPP TS 23.161 [34].
If the UE supports APN rate control, the UE shall include an APN rate control support indicator and an additional APN rate control for exception data support indicator in the protocol configuration options IE or extended protocol configuration options IE.
If the UE supports DNS over (D)TLS (see 3GPP TS 33.501 [24]), the UE shall include the Protocol configuration options IE or the Extended protocol configuration options IE in the PDN CONNECTIVITY REQUEST or ESM INFORMATION RESPONSE message and include the DNS server security information indicator and optionally, if the UE wishes to indicate which security protocol type(s) are supported by the UE, it may include the DNS server security protocol support.
NOTE 5:	Support of DNS over (D)TLS is based on the informative requirements as specified in 3GPP TS 33.501 [24].
When the UE supporting UAS services initiates a UE requested PDN connectivity procedure for UAS services during an attach procedure, the UE:
a)	shall create the service-level-AA container with the length of two octets. In the service-level-AA container with the length of two octets, the UE:
1)	shall include the service-level device ID parameter set to the UE's CAA-level UAV ID;
2)	shall include the service-level-AA server address parameter set to the USS address, if it is provided by the upper layers;
3)	shall include the service-level-AA payload parameter set to the UUAA payload and the service-level-AA payload type parameter set to "UUAA payload", if the UUAA payload is provided by the upper layer; and
4)	shall include the service-level-AA payload parameter set to the C2 authorization payload and the service-level-AA payload type parameter set to "C2 authorization payload", if the C2 authorization procedure is requested; and
NOTE 6:	The C2 authorization payload in the service-level-AA payload parameter can include the pairing information for C2 communication and the flight authorization information.
b)	shall include the created service-level-AA container with the length of two octets in the extended protocol configuration options IE of the PDN CONNECTIVITY REQUEST or ESM INFORMATION RESPONSE message.
When the UE supporting UAS services initiates a UE requested PDN connectivity procedure for C2 communication after the completion of the attach procedure, the UE:
a)	shall create the service-level-AA container with the length of two octets. In the service-level-AA container with the length of two octets, the UE:
1)	shall include the service-level device ID parameter set to the UE's CAA-level UAV ID; and
2)	shall include the service-level-AA payload parameter set to the C2 authorization payload and the service-level-AA payload type parameter set to "C2 authorization payload"; and
NOTE 7:	The C2 authorization payload in the service-level-AA payload parameter can include the pairing information for C2 communication and the flight authorization information.
b)	shall include the created service-level-AA container with the length of two octets in the extended protocol configuration options IE of the PDN CONNECTIVITY REQUEST message.
If the UE supports provisioning of ECS configuration information to the EEC in the UE, then the UE may include the ECS configuration information provisioning support indicator in the Protocol configuration options IE or the Extended protocol configuration options IE in the PDN CONNECTIVITY REQUEST message.
If the UE supports the TFT extended operation code field of the Traffic flow template information element set to each of "create new TFT with packet filters with extended identifiers", "add packet filters with extended identifiers to existing TFT", "replace packet filters with extended identifiers in existing TFT" or "delete packet filters with extended identifiers from existing TFT", the UE shall include the Protocol configuration options IE or the Extended protocol configuration options IE in the PDN CONNECTIVITY REQUEST message or the ESM INFORMATION RESPONSE message and include the TFT IE with packet filters with extended identifiers support indication.


Figure 6.5.1.2.1: UE requested PDN connectivity procedure
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