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* * * First Change * * * *
<Proposed change in revision marks>

9.2.1	General errors
Numeric	Text
[bookmark: _MCCTEMPBM_CRPT80111699___2]0	phone failure
1	no connection to phone
2	phone‑adaptor link reserved
3	operation not allowed
4	operation not supported
5	PH‑SIM PIN required
6	PH-FSIM PIN required
7	PH-FSIM PUK required
10	SIM not inserted (See NOTE 1)
11	SIM PIN required
12	SIM PUK required
13	SIM failure (See NOTE 1)
14	SIM busy (See NOTE 1)
15	SIM wrong (See NOTE 1)
16	incorrect password
17	SIM PIN2 required
18	SIM PUK2 required
20	memory full
21	invalid index
22	not found
23	memory failure
24	text string too long
25	invalid characters in text string
26	dial string too long
27	invalid characters in dial string
30	no network service
31	network timeout
32	network not allowed - emergency calls only
40	network personalization PIN required
41	network personalization PUK required
42	network subset personalization PIN required
43	network subset personalization PUK required
44	service provider personalization PIN required
45	service provider personalization PUK required
46	corporate personalization PIN required
47	corporate personalization PUK required
48	hidden key required (See NOTE 2)
49	EAP method not supported
50	Incorrect parameters
51	command implemented but currently disabled
52	command aborted by user
53	not attached to network due to MT functionality restrictions
54	modem not allowed - MT restricted to emergency calls only
55	operation not allowed because of MT functionality restrictions
56	fixed dial number only allowed - called number is not a fixed dial number (refer
	3GPP TS 22.101 [147])
57	temporarily out of service due to other MT usage
58	language/alphabet not supported
59	unexpected data value
60	system failure
61	data missing
62	call barred
63	message waiting indication subscription failure
64	application originating access barring by MT congestion control
100	unknown
NOTE 1:	This error code is also applicable to UICC.
NOTE 2:	This key is required when accessing hidden phonebook entries.

* * * Second Change * * * *
<Proposed change in revision marks>

[bookmark: _Toc91869169]10.1.79	Application originating access barring +CAOAB
Table 10.1.79-1: +CAORRCB parameter command syntax
	Command
	Possible response(s)

	[bookmark: _MCCTEMPBM_CRPT80112598___7]+CAOAB=<short_window_enable>,[long_window_enable[,<short_window_duration>,<short_window_count>[,<long_window_duration>,<long_window_count]]]
	+CME ERROR: <err>

	[bookmark: _MCCTEMPBM_CRPT80112599___7]+CAOAB?
	+CAOAB: <short_window_enable>,[long_window_enable[,<short_window_duration>,<short_window_count>[,<long_window_duration>,<long_window_count]]]

	[bookmark: _MCCTEMPBM_CRPT80112600___7]+CAOAB=?
	[bookmark: _MCCTEMPBM_CRPT80112601___7]+CAOAB: (list of supported <short_window_enable>s),  (list of supported <long_window_enable>s), (range of supported <short_window_duration>s), (range of supported <short_window_count>s),(range of supported <long_window_duration>s), (range of supported <long_window_count>s)



Description
[bookmark: _MCCTEMPBM_CRPT80112602___7]To protect the user from the effects of a misbehaving UE (e.g. causing additional charges or battery consumption) and to protect the network operator’s network capacity, especially radio resources, means shall be provided for MT to indicate TE or application (upper layers in UE) it is not allowed to originates too frequently RRC connection request.  By means of this application originating access barring function, MT is able to congestion control RRC Connection request and barring too frequently RRC connection request originated by TE. 

Application originating access barring is an access control mechanism for MT to allow/prevent new access attempts by mobile originating data, mobile originating signalling. Once application originating access (e.g. AT+CFUN=1, AT+CGATT=1, AT+CSODCP, MT restart) MT will judge whether allow or prevent execute this AT command. If this access attempt shoud be prevented, MT refuses to execute this AT command and returns +CME ERROR: 64	(application originating access barring by MT congestion control). 
Application originating access barring function calculate the RRC access attempts count originated by application in a short time window (e.g. 5 minutes) and in a long time window (e.g. 24 hours). 

The set command allows TE to indicate MT enable or disable the application originating access barring function, and to set the parameters of congestion control. If the parameters are left out, the default value is used. 
The read command returns the current settings for application originating access barring parameters.
The test command returns the ranges of the supported parameters as compound values.
Defined values
[bookmark: _MCCTEMPBM_CRPT80112603___7]<short_window_enable>: integer type. The default value is manufacturer specific.
0 [bookmark: _MCCTEMPBM_CRPT80112604___7]Disable application originating access barring in short_window_duration. 
1	Enable application originating access barring in short_window_duration.  
[bookmark: _MCCTEMPBM_CRPT80112606___7]<long_window_enable>: integer type. The default value is manufacturer specific.
0 Disable application originating access barring in long_window_duration. 
1	Enable application originating access barring in long_window_duration.  
<short_window_duration>: integer type; indicates the duration value of the short time window in seconds. During one short_window_duration MT allows short_window_count RRC access attempts originated by TE. The value range is from 0 to 86400. The default value is manufacturer specific, e.g. 300 seconds.
<short_window_count>: integer type; indicates the allowed access attemps count in one short time window. During one short_window_duration MT allows short_window_count RRC access attempts originated by TE and prevent following access attempts in this short_window_duration. The value range is from 0 to 86400 access attempts. The default value is manufacturer specific, e.g. 8 access attempts.
<long_window_duration>: integer type; indicates the duration value of the long time window in seconds. During one long_window_duration MT allows long_window_count RRC access attempts originated by TE. The value range is from 0 to 86400. The default value is manufacturer specific, e.g. 86400 seconds.
[bookmark: _MCCTEMPBM_CRPT80112609___7]<long_window_counts>: integer type; indicates the allowed access attemps count in one long time window. During one long_window_duration MT allows long_window_count RRC access attempts originated by TE and prevent following access attempts in this long_window_duration. The value range is from 0 to 86400. The default value is manufacturer specific, e.g. 480 access attempts.
Implementation
Optional.


* * * End of Changes * * * *


