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* * * First Change * * * *

[bookmark: _Toc106984742]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[3]	3GPP TS 23.003: "Numbering, addressing and identification".
[4]	3GPP TS 23.203: "Policy and charging control architecture".
[5]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[6]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]	3GPP TS 24.486: "Vehicle-to-Everything (V2X) Application Enabler (VAE) layer; Protocol aspects; Stage 3".
[8]	3GPP TS 24.545: "Location Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[9]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[10]	3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[11]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[12]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[13]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 reference point; Stage 3".
[14]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[15]	Void.
[16]	IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed".
[17]	IETF RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging".
[18]	IETF RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP)".
[19]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[20]	IETF RFC 5795: "The Robust Header Compression (ROHC) Framework".
[21]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[22]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[23]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[24]	IETF RFC 7959: "Block-Wise Transfers in the Constrained Application Protocol (CoAP) ".
[25]	IETF RFC 7641: "Observing Resources in the Constrained Application Protocol (CoAP)".
[26]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[27]	IETF RFC 8949: "Concise Binary Object Representation (CBOR)".
[28]	Constrained RESTful Environments (CoRE) Parameters at IANA, https://www.iana.org/assignments/core-parameters/core-parameters.xhtml
[29]	Internet draft draft-ietf-core-new-block-14: "Constrained Application Protocol (CoAP) Block- Wise Transfer Options Supporting Robust Transmission".
[30]	IETF RFC 8610: "Concise Data Definition Language (CDDL): A Notational Convention to Express Concise Binary Object Representation (CBOR) and JSON Data Structures".
[31]	3GPP  TS  24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[bookmark: _Toc106984743]
* * * Next Change * * * *

[bookmark: _Toc106984760]
6.2.2.2.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <request> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall evaluate the need for network resources and use of resource sharing, and then send a SIP MESSAGE request containing request for resources according to procedures specified in 3GPP TS 29.214 [12] for EPS and/or 3GPP TS 29.514 [14] for 5GS.
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 7231 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <request-result> element set to "success" indicating success of the resource request operation; andb)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 7231 [22].
[bookmark: _Toc106984761]
* * * Next Change * * * *

[bookmark: _Toc106984795]6.2.3.7.1	SNRM server procedure
NOTE	The details between the SNRM-S and EPS (BM-SC) are defined in 3GPP TS 29.468 [13].
Upon receiving an MBMS bearer event notification as described in the clause 6.4.5 of 3GPP TS 29.468 [13], the SNRM-S shall send a user plane delivery mode as described in clause 6.2.2.4.2 towards the VAL server.
[bookmark: _Toc106984796]
* * * Next Change * * * *

[bookmark: _Toc106984808]6.2.4.2.3	SNRM client CoAP procedure
In order to initiate the network assisted QoS management for UE comminications, the SNRM-C shall create a QoS Session resource by sending a CoAP POST request to the SNRM-S. In the CoAP POST request, the SNRM-C:
a)	shall set the CoAP URI to the QoS Sessions resource URI to according to the resource definition in clause A.2.1.2.2.2:
1)	the "apiRoot" is set to the SNRM-S URI;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-qos-session-info+cbor";
c)	shall include "QosSession" object:
1)	shall set "requiredQoS" attribute to the required end-to-end QoS requirement;
2)	shall include a list of VAL UEs which are requested to participate in the QoS session in the "participants" attribute, and for each participant, shall add a "SessionParticipant" object in which:
i)	shall set "id" attribute to the VAL UE ID; and
ii)	if the participant object represents the requesting VAL UE, shall include the "state" object and set its "active" attribute to "true"; and
3)	may include "valServiceId" attribute set to the identity of the VAL service enabled by the QoS session;
4)	may include one or more geographical area identifiers in "serviceArea" attribute; and
5)	may include "validPeriod" attribute set to the time period when the QoS session is valid; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [59].
Upon receiving a CoAP 2.01 (Created) response, the SNRM-C shall store the newly created QoS Session and shall check if it contains a reporting configuration to be applied.
[bookmark: _Toc106984809]
* * * Next Change * * * *

6.2.4.2.4	SNRM server CoAP procedure
Upon reception of an CoAP POST request where the CoAP URI of the request identifies the QoS Sessions resource URI according to the resource definition in clause A.2.1.2.2.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP POST request as specified in clause 6.2.1.X, and:
1)	if the identity of the sender of the received CoAP POST request is not authorized to create the QoS session, shall respond with a 4.03 (Forbidden) response to the CoAP POST request and skip rest of the steps;
b)	shall support handling an CoAP POST request from a SNRM-C according to procedures specified in IETF RFC 7252  [123]; and
c)	shall create a new Individual QoS Session resource and for each VAL UE in the list of participants shall create a new Individual Session Participant resource and shall return a CoAP 2.01 (Created) response with the "QosSession" object including its resource URI in "resUri" attribute, and optionally a reporting configuration in "reportConf" attribute.
[bookmark: _Toc106984810]
* * * Next Change * * * *

[bookmark: _Toc106984813]6.2.4.3.3	SNRM client CoAP procedure
In order to provision the network assisted QoS management for UE communications, the SNRM-C shall send a CoAP PUT request to the SNRM-S to update the reported QoS of the QoS session participant. In the CoAP PUT request, the SNRM-C:
a)	shall set the CoAP URI to the "resUri" of the QoS session participant corresponding to the VAL UE, so that the CoAP URI of the request identifies the Individual Session Participant resource to be updated according to the resource definition in clause A.2.1.2.4.3.2:
1)	the "apiRoot" is set to the SNRM-S URI;
2)	the "qosSessionId" is set to point to the QoS session; and
3)	the "participantId" is set to the VAL UE ID;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-qos-session-participant-info+cbor";
c)	shall include "SessionParticipant" object which:
1)	shall include "state" object with the "active" attribute set to "true"; and
2)	shall include "reportedQoS" attribute with the experienced or expected QoS; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [59].
[bookmark: _Toc106984814]
* * * Next Change * * * *

6.2.4.3.4	SNRM server CoAP procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies Individual QoS Session Participant resource as described in clause A.2.1.2.4.3.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.X2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update requested QoS session participant resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [123]; and
c)	shall update the individual QoS session paritcipant resource pointed at by the CoAP URI with the content of "SessionParticipant" object received in the request and return a CoAP 2.04 (Changed) response; and
d)	if reported QoS is included in "reportedQoS" attribute, shall determine any needed actions to fulfill the end-to-end QoS for the QoS session.
[bookmark: _Toc106984815]
* * * Next Change * * * *

[bookmark: _Toc106984879]A.2.1.6	Media Types
The media type for a QoS session shall be "application/vnd.3gpp.seal-qos-session-info+cbor".
The media type for a QoS session participant information shall be "application/vnd.3gpp.seal-qos-session-participant-info+cbor".
Editor's Note:	It is possible to specify other payload format for CoAP than CBOR, and the details about other payload format is FFS.
[bookmark: _Toc106984880]session.

* * * Next Change * * * *

A.2.1.7	Media Type registration for application/vnd.3gpp.seal-qos-session-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-qos-session-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17].  See "QosSession" data type in 3GPP TS 24.548 clause A.2.1.3.2.2 for details.
[bookmark: MCCQCTEMPBM_00000085][bookmark: MCCQCTEMPBM_00000086]Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [123].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL network resource management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
[bookmark: _Toc106984881]
* * * Next Change * * * *

A.2.1.8	Media Type registration for application/vnd.3gpp.seal-qos-session-participant-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-qos-session-participant-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17].  See "SessionParticipant" data type in 3GPP TS 24.548 clause A.2.1.3.2.3 for details.
[bookmark: MCCQCTEMPBM_00000087][bookmark: MCCQCTEMPBM_00000088]Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [123].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL network resource management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
[bookmark: _Toc106984882]
* * * End of Changes * * * *
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