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*******

* * * First Change * * * *

6.2.4	Client-triggered or VAL server-triggered location reporting procedure
[bookmark: _Toc34303579][bookmark: _Toc34403861][bookmark: _Toc45281883][bookmark: _Toc51933111][bookmark: _Toc99194811][bookmark: _Toc22042895]6.2.4.1	SLM cClient HTTP procedure
Upon receiving a request from a VAL user to obtain the location information of another VAL user or to update the location reporting trigger, the SLM-C shall send an HTTP POST request according to procedures specified in IETF RFC 7231 [16]. In the HTTP POST request, the SLM-C:
a)	shall set the Request-URI to the URI included in the received HTTP response message for location report configuration;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and
c)	shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
1)	shall include an <identity> element with a <VAL-user-id> child element set to the identity of the VAL user which requests the location report;
2)	shall include a <requested-identity> element with a <VAL-user-id> child element set to the identity of the VAL user for which a location report is requested. The VAL user should belong to the same VAL service as the identity of the VAL user which requests the location report; and
3)	a <report-request> element which shall include at least one of the followings:
i)	an <immediate-report-indicator> child element to indicate that an immediate location report is required;
ii)	the location reporting elements which are requested;
iii)	a <triggering-criteria> child element which indicate a specified location trigger criteria to send the location report;
iv)	a <minimum-interval-length>child element specifying the minimum time between consecutive reports. The value is given in seconds; and
v)	if an <immediate-report-indicator> element is set to required, an <endpoint-info> child element set to the information of the endpoint of the requesting VAL server to which the location report notification has to be sent.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and
b)	an application/vnd.3gpp.seal-location-info+xml MIME body with a <report> element included in the <location-info> root element;
where the Request-URI of the HTTP POST request identifies an element of a XML document as specified in application usage of the specific vertical application, the SLM-C shall follow the procedure as specified in clause 6.2.2.3.2.
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* * * Next Change * * * *

6.2.4.2	SLM server HTTP procedure
Upon reception of an HTTP POST request where the Request-URI of the HTTP POST request identifies an element of a XML document as specified in application usage of the specific vertical application, the SLM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1 and;
1)	if the identity of the sender of the received HTTP POST request is not authorized to obtain location information of another VAL user, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a SLM-C according to procedures specified in IETF RFC 4825 [9] where the Request-URI of the HTTP POST request identifies an element of XML document as specified in application usage of the specific vertical application. Depending on the information specified by the HTTP POST request, the SLM-S initiates either an event-triggered location reporting procedure as specified in clause 6.2.2.2 or an on-demand location reporting procedure as specified in clause 6.2.2.3 for providing the SLM-C with the location of the requested VAL user; and
[bookmark: _Toc34303581][bookmark: _Toc34403863][bookmark: _Toc45281885][bookmark: _Toc51933113]b)	For on-demand location report request, upon receiving the location information of the SLM-C, the SLM-S sends location report to the requesting SLM-C or VAL server as specified in clause 6.2.2.2.
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* * * Next Change * * * *

6.2.4.3	SLM client CoAP procedure
Upon receiving a request from a VAL user to obtain the location information of another VAL user, the SLM-C shall:
a) if trigger configuration is provided, send a CoAP FETCH request according to procedures specified in IETF RFC 8132 [rfc8132] to SLM-S to observe the location information of another VAL user; and
b) otherwise, send a CoAP GET request according to procedure specified in in IETF RFC 7252 [rfc7252] to SLM-S to retrieve the location information of another VAL user. 
In the CoAP FETCH request, the SLM-C shall:
a)	set the CoAP URI identifying the location information to be observed according to the resource definition in Annex X.3.1.2.4.3.1;
1)	the "apiRoot" is set to the SLM-S URI;
b)	include an Accept option set to "application/vnd.3gpp.seal-location-info+cbor";
c) set an Observe option to 0 (Register);
d) set a Content-Format option set to "application/vnd.3gpp.seal-location-configuration+cbor";
e)	include a "LocationReportConfiguration" object:
1)	shall include a "valTgtUes" object set to the identity of the observed VAL users;
2) shall include a "locationType" attribute which is requested; and
3) shall include at least one of the following:
i)	a "triggeringCriteria" object which provides the triggers for the SLM-C to request a location report as described in Annex X; and
ii)	a "minimum-interval-length" attribute specifying the minimum time between consecutive reports. The value is given in seconds; and
f)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [6].
In the CoAP GET request, the SLM-C shall:
a) set the CoAP URI identifying the location information to be fetched according to the resource definition in Annex X.3.1.2.4.3.2;
1)	the "apiRoot" is set to the SLM-S URI; and
2)	the "val-tgt-ue" query option is set to either the VAL user identity or VAL UE identity for which the location is requested;
b)	include an Accept option set to "application/vnd.3gpp.seal-location-info+cbor"; and
c)	send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [6].

Upon receiving a CoAP 2.05 (Content) response from the SLM-S containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor"; and
b)	including one or more "LocationReport" objects,
the SLM-C:
a)	shall store the content of the received "LocationReport" object(s).

* * * Next Change * * * *

6.2.4.4	SLM server CoAP procedure
Upon reception of a CoAP FETCH request message where the CoAP URI of the CoAP FETCH request identifies a location resource as specified in X.3.1.2.4.3.1, and containing:
a)	an Accept option set to "application/vnd.3gpp.seal-location-info+cbor";
b)	a Content-Format option set to "application/vnd.3gpp.seal-location-configuration+cbor";
c)	an Observe option; and
d)	a "LocationReportConfiguration" object;
the SLM-S:
a)	shall determine the identity of the sender of the received CoAP FETCH request as specified in clause 6.2.1.2; and
1)	if the identity of the sender of the received CoAP FETCH request is not authorized to obtain location information of another VAL user, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP FETCH request and shall skip rest of the steps; and
2)	shall generate a series of CoAP 2.05 (Content) response according to IETF RFC 8132 [rfc8132]. In the CoAP 2.05 (Content) response message, the SLM-S:
i)	shall include a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor"; and
ii) 	shall include one or more "LocationReport" objects corresponding to the triggers that have been met; and
b)	shall send the CoAP 2.05 (Content) response towards the SLM-C.

Upon reception of a CoAP GET request message where the CoAP URI of the CoAP GET request identifies a location resource as specified in X.3.1.2.4.3.2, and containing:
a)	an Accept option set to "application/vnd.3gpp.seal-location-info+cbor"; and 
b)	a Content-Format option set to "application/vnd.3gpp.seal-location-configuration+cbor".
the SLM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2; and
1)	if the identity of the sender of the received CoAP GET request is not authorized to obtain location information of another VAL user, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and shall skip rest of the steps;
b)	shall generate a CoAP 2.05 (Content) response according to IETF RFC 7252 [rfc7252]. In the CoAP 2.05 (Content) response message, the SLM-S:
1)	shall include a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor"; and
2) 	shall include a "LocationReport" object corresponding to the triggers that have been met; and
c)	shall send the CoAP 2.05 (Content) response towards the SLM-C.

* * * End of Changes * * * *
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