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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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* * * Next Change * * * *
5.1	General
[bookmark: _Hlk514959228]An IWF can perform the controlling role for group calls and private calls. The controlling role serves as the group home, managing the floor and tracking group affiliations.
An IWF can perform the participating role for group calls and private calls. The participating role serves as the user home, checking user authorizations and forwarding signalling and media between the controlling role and clients.
An IWF can perform a non-controlling role for temporary group calls involving groups from multiple MCPTT systems. The non-controlling role serves as the controlling role for a constituent group of a regroup and coordinates with the controlling server of the temporary group. 
An IWF performing the participating role can serve an originating LMR user. How the IWF serves LMR users is out of scope of 3GPP.
An IWF performing the participating role can serve a terminating LMR user. How the IWF serves LMR users is out of scope of 3GPP.
The same IWF can perform the participating role and controlling role for the same group session.
The same IWF can perform the participating role and non-controlling role for the same group session.
When referring to the procedures in the present document for the IWF acting in a participating role, the term, "IWF performing the participating role" is used.
When referring to the procedures in the present document for the IWF acting in a controlling role, the term "IWF performing the controlling role" is used.
When referring to the procedures in the present document for the IWF acting in a non-controlling role for a group call, the term " IWF performing the non-controlling role " is used.
To be compliant with the procedures in the present document, an IWF shall:
-	support the IWF procedures defined in 3GPP TS 23.283 [28];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [3] and clause 6.3 of 3GPP TS 24.379 [29];
-	implement the role of a centralised floor control server and implement the on-network procedures for floor control as specified in 3GPP TS 29.380 [31];
-	for registration and service authorisation, IWF procedures are out of scope of the present document;
-	for affiliation of users hosted in the MCPTT system, implement the procedures specified in the present document; for LMR users, the affiliation process is out of scope of the present document;
-	for group call functionality (including broadcast, emergency and imminent peril), implement the procedures specified in the present document; and
-	for private call functionality (including emergency), implement the procedures specified in the present document.
To be compliant with the procedures in the present document requiring the distribution of private call keying material between MCPTT clients as specified in 3GPP TS 33.180 [27], an IWF shall behave as an encryption endpoint on behalf of its LMR users.
NOTE:	A scenario with the IWF acting as an encryption endpoint is not end to end encryption. End to end encryption with LMR users is out of scope of the present document, but some tools are provided to allow end to end encryption to be defined outside of 3GPP.
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the IWF shall implement the procedures specified in clause 6.6.2 of 3GPP TS 24.379 [29].
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the IWF shall implement the procedures specified in clause 6.6.3 of 3GPP TS 24.379 [29].
To be compliant with the procedures for obtaining information on a group homed in the MCPTT system, the IWF shall implement the procedures of the group management client specified in 3GPP TS 24.481 [16].
To be compliant with the procedures for obtaining information on an MCPTT user homed in the MCPTT system, the IWF shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34].
* * * Next Change * * * *
[bookmark: _Toc25219796][bookmark: _Toc26195956][bookmark: _Toc27731926][bookmark: _Toc51921704][bookmark: _Toc51922020][bookmark: _Toc51922336][bookmark: _Toc83048750][bookmark: _Toc25219815][bookmark: _Toc26195975][bookmark: _Toc27731945][bookmark: _Toc51921723][bookmark: _Toc51922039][bookmark: _Toc51922355][bookmark: _Toc83048769]6.6.2.1.4.2	Determining authorisation for originating a priority group call
When the IWF performing the participating role needs to send a request to originate an MCPTT emergency group call and needs to determine if the request is an authorised request for an MCPTT emergency call, the IWF performing the participating role shall obtain the group information per 3GPP TS 24.481 [16] and check the following:
1)	if the IWF determines that the calling user is authorized for emergency-group-call; and
2)	if the IWF determines that emergency-group-calls for the selected group are allowed;
then the IWF performing the participating roled shall consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call;
In all other cases, the IWF performing the participating role shall consider the request to originate an MCPTT emergency group call to be an unauthorised request to originate an MCPTT emergency group call.
NOTE 1:	How the IWF authorizes a user to originate a priority group call is out of scope of the present document.
When the IWF performing the participating role needs to send a request to originate an MCPTT imminent peril group call and needs to determine if the request is an authorised request for an MCPTT imminent peril group call the IWF performing the participating role shall obtain the group information per 3GPP TS 24.481 [16] and check the following:
1)	if the IWF determines that the calling user is authorized for imminent peril call; and
2)	if the IWF determines that imminent paril calls for the selected group are allowed;
then the IWF performing the participating role shall consider the MCPTT imminent peril group call request to be an authorised request for an imminent peril group call;
In all other cases, the IWF performing the participating role shall consider the request to originate an MCPTT imminent peril group call to be an unauthorised request to originate an MCPTT imminent peril call.
NOTE 2:	How the IWF authorizes a user to originate an imminent peril call is out of scope of the present document.
* * * Next Change * * * *
6.6.3.1.8.1	Determining authorisation for initiating an MCPTT emergency alert
If the IWF performing the controlling role has received a SIP request targeted to an MCPTT group with the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34] and check the following conditions:
1)	if the user is authorized by the IWF to initiate an emergency alert; and
2)	if the IWF allows emergency alerts on the group;
then the MCPTT emergency alert request shall be considered to be an authorised request for an MCPTT emergency alert targeted to an MCPTT group. In all other cases, the MCPTT emergency alert request shall be considered to be an unauthorised request for an MCPTT emergency alert targeted to an MCPTT group.
NOTE 1:	How the IWF authorizes a user to initiate alerts and how the IWF decides to allow emergency alerts on a group is out of scope of the present document.
If the IWF performing the controlling role has received a SIP request targeted to a user with the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34] and check the following condition:
1)	if the calling user is authorized by the IWF for emergency alerts; 
then the MCPTT emergency alert request shall be considered to be an authorised request for an MCPTT emergency alert targeted to a user. In all other cases, it shall be considered to be an unauthorised request for an MCPTT emergency alert targeted to a user.
NOTE 2:	How the IWF authorizes a user to initiate alerts to other users is out of scope of the present document.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
[bookmark: _Toc25219816][bookmark: _Toc26195976][bookmark: _Toc27731946][bookmark: _Toc51921724][bookmark: _Toc51922040][bookmark: _Toc51922356][bookmark: _Toc83048770]* * * Next Change * * * *
6.6.3.1.8.2	Determining authorisation for initiating an MCPTT emergency group or private call
If the IWF performing the controlling role has received a SIP request for an MCPTT group call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34] and the group information per 3GPP TS 24.481 [16] and:
1)	if the MCPTT user is authorized by the IWF to initiate emergency calls and if the group is configured to allow emergency calls, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call and skip the remaining step; or
NOTE 1:	How the IWF determines whether the user is authorized to initiate an emergency group call and whether the group supports emergency calls is out of scope of the current document.
2)	if the IWF performing the controlling role does not consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call by step 1) above, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an unauthorised request for an MCPTT emergency group call.
If the IWF performing the controlling role has received a SIP request for an MCPTT private call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34] and determines whether the user is authorized to initiate an emergency private call. 
NOTE 2:	How the IWF determines whether the user is authorized to initiate an emergency private call is out of scope of the current document.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
[bookmark: _Toc25219819][bookmark: _Toc26195979][bookmark: _Toc27731949][bookmark: _Toc51921727][bookmark: _Toc51922043][bookmark: _Toc51922359][bookmark: _Toc83048773]* * * Next Change * * * *
6.6.3.1.8.5	Determining authorisation for initiating an MCPTT imminent peril call
If the IWF performing the controlling role has received a SIP request with the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true";, the IWF shall obtain the MCPTT user profile described in 3GPP TS 24.484 [34] and the group information per 3GPP TS 24.481 [16] and 
1)	if the MCPTT user is authorized by the IWF performing the controlling role to initiate an imminent peril call; and
2)	if the IWF allows the group to support imminent peril calls;
NOTE:	How the IWF authorizes the user to initiate imminent peril calls and how the IWF determines whether to allow imminent peril calls on a group is out of scope of the present document.
then the MCPTT imminent peril call request shall be considered to be an authorised request for an MCPTT imminent peril call. In all other cases, it shall be considered to be an unauthorised request for an MCPTT imminent peril call.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
* * * End of Changes * * * *


